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1. Introduction
In the Work Item Description [1], the following objectives are set for inter-CU LTM.
	· Specify support for inter-CU Layer1/Layer 2 Triggered Mobility (LTM) [RAN2, RAN3]
· Prioritize the case when CU is acting as MN when DC is not configured
· As secondary priority, support the case when NR-DC is configured and CU is acting as SN and MCG is unchanged
· As secondary priority, support the case when NR-DC is configured, CU is acting as MN and SCG is unchanged or SCG is released
· Note: The case that LTM is configured in both MCG and SCG is excluded 
· Specify support for subsequent LTM mobility procedures aiming to avoid RRC configuration between cell switches as per Rel-18 LTM
· Coordination with SA3 needed with respect to security key handling 
· Note: Rel. 18 intra-CU LTM procedure is considered as baseline for adding inter-CU support


This document focuses on the case CU is acting as MN when DC is not configured and proposes what should be discussed for supporting inter-CU LTM.
2. Discussions
One of the objectives of supporting inter-CU LTM is to specify support for subsequent LTM mobility procedures. Also, as noted in the WID, Rel-18 intra-CU LTM procedure is considered as baseline for adding inter-CU support. This means both intra-CU subsequent LTM and inter-CU subsequent LTM need to be supported in Rel-19. However, unlike intra-CU LTM in Rel-18, security key change is mandatory for inter-CU LTM. Therefore, when RAN2 discuss how to realize intra-CU and inter-CU (intra- and inter-CU) subsequent LTM, it should be taken into account how the UE determines whether the triggered cell switch is intra-CU sell or inter-CU cell and whether security key update is required or not.
In Rel-18, subsequent CPAC has also been standardized. In the subsequent CPAC, securityCellSetId has been introduced to determine whether the UE should perform security update. Also, sk-CounterList has been introduced to derive S-KgNB for inter-SN subsequent CPAC. These subsequent CPAC mechanisms could be a baseline when RAN2 discuss how to support intra- and inter-CU subsequent LTM. However, key derivation method for KgNB is totally different from S-KgNB, i.e., to derive a new KgNB, the UE needs to be indicated from the gNB which key derivation method is used [2]. Therefore, we propose RAN2 to assume that Rel-18 subsequent CPAC is baseline for supporting intra- and inter-CU subsequent LTM, but ask SA3 if this assumption is feasible or not.
Proposal 1: RAN2 to assume that Rel-18 subsequent CPAC is baseline for supporting intra- and inter-CU subsequent LTM.
Proposal 2: RAN2 to ask SA3 if the assumption in Proposal 1 is feasible or not.
3. Conclusion
We have the following proposals.
Proposal 1: RAN2 to assume that Rel-18 subsequent CPAC is baseline for supporting intra- and inter-CU subsequent LTM.
Proposal 2: RAN2 to ask SA3 if the assumption in Proposal 1 is feasible or not.
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