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1	Introduction
This paper discusses remaining RILs for Rel. 18 Mobility work item, namely:
· RIL E068: 
	Description
	Proposed Change

	When providing a RadioBearerConfig for an LTM candidate cell configuration, we needs to clarify that the SecurityConfig should not be provided (except for the keyToUse field), even if, in this case, the radio bearer may be considered as the first addition. An exception for LTM need to be added.
	Add an exception that, in case this field is used for LTM, in this case its presence is not mandatory (at least for the field condition of securityAlgorithmConfig). We are planning to submit a contribution about this.



· RIL S792:
	Description
	Proposed Change

	UE may not have a SRB3 configuration for Subsequent CPAC or LTM here if it is not present in candidate configuration or reference configuration, so RAN2 needs to discuss whether there is any need to map the ReconfigurationComplete on the same SRB as the one sending RRCReconfiguration for subsequent CPAC and LTM.  [Proposed Change]: If companies still think that complete needs to be send on same SRB on which configuration is send, =>it needs to be discussed the RRCReconfiguration refers to the one that is adding Subsequent CPAC (or LTM) configuration, adding reference configuration, message that has last modified subsequent CPAC (or LTM) configuration, message that has last modified reference configuration. =>Either UE may be allowed to send RRCReconfigurationComplete over SRB1 or there needs to have a restriction at network from configuring the UE without SRB3 when the RRCReconfiguration is send over SRB1
	If companies still think that complete needs to be send on same SRB on which configuration is send, =>it needs to be discussed the RRCReconfiguration refers to the one that is adding Subsequent CPAC (or LTM) configuration, adding reference configuration, message that has last modified subsequent CPAC (or LTM) configuration, message that has last modified reference configuration. =>Either UE may be allowed to send RRCReconfigurationComplete over SRB1 or there needs to have a restriction at network from configuring the UE without SRB3 when the RRCReconfiguration is send over SRB1



2	RIL E068
With E068 Ericsson raised the issue to discuss whether an exception is needed for RadioBearerConfig in LTM for SecurityConfig.  Ericsson also submitted a paper on this issue in February RAN2 #125 meeting (R2-2401383).
In the paper there is a brief explanation of the issue. The paper proposed the following change on the conditional presence explanation. To our understanding since the below explanation quotes set up of signalling we think there is no ambiguity as the security should be added for a DRB to be setup. However, if a DRB is already part of the source config it is optionally present.
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	Conditional Presence
	Explanation

	RBTermChange
	The field is mandatory present in case of:
-	set up of signalling and data radio bearer, except when RadioBearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE,
-	change of termination point for the radio bearer between MN and SN.
It is optionally present otherwise, Need S.

	RBTermChange1
	The field is mandatory present in case of:
-	set up of signalling and data radio bearer, except when RadioBearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE,
-	change of termination point for the radio bearer between MN and SN,
-	handover from E-UTRA/EPC or E-UTRA/5GC to NR,
-	handover from NR or E-UTRA/EPC to E-UTRA/5GC if the UE supports NGEN-DC.
It is optionally present otherwise, Need S.



Furthermore, to our understanding the security config is used only if reestablishPDCP flag is set. This can also be configured in the right way in the drb-ToAddModList to avoid security based re-configuration.
	
1>  for each drb-Identity value included in the drb-ToAddModList that is part of the current UE configuration and not configured as DAPS bearer:
2>  if the reestablishPDCP is set:
3>  if target RAT of handover is E-UTRA/5GC; or
3>  if the UE is connected to E-UTRA/5GC: reestablishPDCP
…
3>  else (i.e., UE connected to NR or UE connected to E-UTRA/EPC (in EN-DC or capable of EN-DC)):
4>  if the PDCP entity of this DRB is not configured with cipheringDisabled:
5> configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KeNB/ KgNB) or the secondary key (S-KgNB/S-KeNB), as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4>  if the PDCP entity of this DRB is configured with integrityProtection:
5> configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KeNB/KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;



To our understanding, once the RadioBearerConfig is added by the serving cell, it is expected that the same RadioBearerConfig should be kept by all candidate cells. In case the RadioBearerConfig of the serving cell is replicated in Reference configuration, UE would understand that the same radio bearer can be kept for the LTM candidate cell. Thus, the security configuration would not cause any issues.
However, for complete candidate configuration without reference configuration it may cause some ambiguity. There is no clear definition of which IEs should be part of complete configuration and how they should be configured. For clarity purposes a note can be captured to indicate that when complete configuration is used, the security configuration does not need to be added. But we think current specification allows this and this can be resolved with UE and network implementation as the key update is not allowed by LTM cell switch. 
Proposal 1: No specification change is necessary to resolve E068. 
3 RIL S792
With S792 Samsung raised that the RRCReconfigurationComplete transmission may not be possible on the same SRB. They also highlighted this issue in their contribution for RAN2 125 meeting (R2-2400491). 
	srb3-ToRelease: Release SRB3. SRB3 release can only be done over SRB1 and only at SCG release and reconfiguration with sync.



The paper argues that above IE, srb3-ToRelease is set in this way only to allow that RRCReconfigurationComplete can be sent over the same SRB that RRCReconfiguration message was received. For instance, an SCG LTM may be configured over SRB3 but at the candidate cell SRB3 may not be available as such for subsequent cell change this coherence may not be kept. We think the issue raised in S792 can be solved by network implementation to make sure that consistently SRB1 or SRB3 is available for all LTM candidate cells. 
Proposal 2: For intra-SN LTM and S-CPAC configuration the network implementation can make sure that if one candidate provides SRB3 then all candidates provide SRB3.
4	Conclusion
In this paper the following proposals have been made:
Proposal 1: No specification change is necessary to resolve E068. 
Proposal 2: For intra-SN LTM and S-CPAC configuration the network implementation can make sure that if one candidate provides SRB3 then all candidates provide SRB3.
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SecurityConfig ::=                       SEQUENCE   {        securityAlgorithmConfig                 SecurityAlgorithmConfig                                  OPTIONAL ,    --   Cond RBTermChange1        keyToUse                                 ENUMERATED {master, secondary}                            OPTIONAL ,    --   Cond RBTermChange        ...   }  


