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1	Introduction
In SID for Ambient IoT [1], the following objectives are led by RAN2.
	General Scope
The definitions provided in TR 38.848 are taken into this SI, and the following are the exclusive general scope:
A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:
· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 
……
E. Traffic types DO-DTT, DT, with focus on rUC1 (indoor inventory) and rUC4 (indoor command). 
· From RAN#104, the study will assess whether the harmonized air interface design (per bullet ‘A’ above) can address the DO-A (Device-originated autonomous) use case, only to identify which part(s) of the harmonized air interface design (per bullet ‘A’ above) is/are not sufficient for the DO-A use case.
……
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.



In this contribution, we discuss the CP aspects for Ambient IoT including system information, TAU, and RRC layer presence.
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[bookmark: _Toc499559239][bookmark: _Toc61387173][bookmark: _Toc147158672]2.1	System Information
Since the timing accuracy of A-IoT device could be extremely low, a device cannot work well in an accurately synchronous system by using the legacy methods in 3GPP. Therefore, unlike NR, the new interface for Ambient IoT would be an asynchronous system, similar to RFID [2].
Observation 1:	Ambient IoT should be an asynchronous system.
Considering that the sampling frequency offset (SFO) for A-IoT devices could be around 105 PPM (10% timing error) [2], it is difficult to maintain the accurate timing. Even if the SFN (System Frame Number) is provided, the time drift of the device’ clock begins to accumulate upon receiving the SFN. Thus the device cannot perform the data transmission at the specified absolute time.
Observation 2a:	There is no SFN concept for broadcasted SI for asynchronous system.
As clarified in the R19 SID, the objective only includes “Study and decide which functions are needed … to enable DO-DTT and DT”.
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.


Considering that DO-A is not supported in R19, access control (e.g. UAC) is not needed, either. As in legacy UAC, if the NR UE is triggered to access network by paging (from CN), the UE will consider its Access Category is '0' [3]. Then UE will perform UAC procedure as follows:
	[bookmark: _Toc100929660][bookmark: _Toc60776844][bookmark: _Toc100929662][bookmark: _Toc60776846]TS 38.331:
5.3.14	Unified Access Control
…
5.3.14.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if timer T390 is running for the Access Category:
2>	consider the access attempt as barred;
1>	else if timer T302 is running and the Access Category is neither '2' nor '0':
2>	consider the access attempt as barred;
1>	else:
2>	if the Access Category is '0':
3>	consider the access attempt as allowed;


From the above procedure, the UAC doesn’t apply to paging triggered access. Similarly, A-IoT devices only support DO-DTT and DT traffic in R19, i.e. triggered by DL message like paging. Therefore there is no need to support access control (e.g. UAC).
Observation 2b: There is no need to support access control (e.g. UAC) functionality, since no DO-A is to be supported in R19.
In the general scope of the SID, it clearly clarifies that there is no mobility (i.e. at least no cell selection/re-selection-like function). The neighbour cell information (i.e. neighbour cell ID, frequency, etc.) is not needed to be broadcasted. Consequently, there is no need to distinguish between cells from the device perspective. Once the A-IoT device receives the DL trigger message (paging-like message), it just accesses the network without considering where the message is from. Therefore, from RAN2 perspective, there is no need for the A-IoT device to be aware of the cell and its “cell ID”. 
	· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 


In terms of interference, considering that the power consumption of A-IoT devices is ultra-low, the devices are sensitive to the interference from other BS-readers. Therefore the adjacent BS-readers need to work in a TDM way to guarantee the data transmission without interference. It is unnecessary to use the “cell ID” only to implement interference randomization, not to mention that it is hard to deal with interference with an envelope detection modulation like method. 
Observation 2c: No “cell ID” needs to be periodically broadcasted to Ambient IoT device, since there is no mobility and no cell selection/re-selection-like functionalities in R19.
As for access configurations for A-IoT device, since no DO-A traffic needs to supported for the time being, it can be configured in the beginning of the DO-DTT and DT service/procedure, e.g. by the paging-like message. According to our analysis, no other necessary information is identified that has to be broadcasted periodically before this "paging-like" message.
Observation 2d:	No essential information has to be acquired by the A-IoT device before the network triggers the service (since no DO-A is to be supported in R19).
Besides, it is difficult for an A-IoT device to store the system information, which could be potentially updated. According to RAN1 agreement, there are two types of memory for device architecture.
	· Memory can include two types of memory: 1) Non-Volatile Memory (NVM) such as EEPROM for permanently storing device ID, etc, and 2) registers for temporarily keeping any information required for its operation only while energy is available in energy storage.


For the Non-Volatile Memory, the writing operation to EEPROM usually consumes much higher power consumption than reading [4]. In the specification of UHF RFID, the mandatory size of a data block to be written into the memory per writing operation (by the “write” command) is only 16 bits [5]. So, it is recommended to avoid frequent writing operation to the NVM memory. For registers kind of memory, considering the power consumption and cost, maybe only a limited number/size of registers are adopted to cache some temporary information of e.g. several tens of bits. 
Observation 3:	Device writing system information-like parameters in non-volatile memory is expected to consume high power with long latency. A-IoT devices are not equipped with enough registers-like memory size. Hence, it is not suitable to require Ambient IoT device to store periodical system information.
Proposal 1:	From RAN2 perspective, no essential information needs to be periodically broadcasted (i.e. no need to support the NR-like periodical system information).
2.2	TAU
	· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 


In the SID [1], the following aspects are clarified for the general scope including “no mobility”. In our understanding, “no mobility” means also no TAU-like functionality at least for the A-IoT device over Uu interface. On one hand, as we discussed above, there is no periodical system information and cell ID, the A-IoT devices cannot acquire the TAI information and location information (e.g. which cell). On the other hand, the TAU-like message belongs to DO-A traffic type, which is initiated autonomously by the device, which is not to be supported in R19.
Observation 4:	There is neither the DO-A traffic to be supported, nor the periodical SI with cell ID, which makes the TAU functionality infeasible and not needed.
In order to help the CN to find the proper RAN nodes during inventory/command procedure, the device tracking issue needs to be considered. For example, the location report may be used, which can be sent by RAN node to CN (similar as that RAN reports its supported TAs in NG Setup). By this, CN can route service request (e.g. inventory request) to the proper reader(s).
Observation 5:	A network side tracking solution without A-IoT device impact (like the location report) can be used for paging reachability.
Proposal 2:	In the Ambient IoT interface, TAU functionality is not supported in R19.
2.3	RRC layer presence
As clarified in the SID, there is no RRC states and no RRC connection, which means no RRC connection management (e.g. establishment/release of RRC connection). As for system information, it is also not needed as discussed above. 
In our understanding, only 2 basic functionalities may need to be supported: paging-like function and transfer of NAS-like data. The paging-like function is used to trigger which devices need to access the network for DT and DO-DTT traffic. The transfer of NAS-like information is used to transfer the upper layer data.
With the limited RRC layer potential functionalities (e.g. paging-like, deliver upper layer data), it is feasible to put all those functionalities into MAC layer, including the signalling definition. Or, the RRC can be used to define the paging-like procedure and higher layer signalling, with very simplified ASN.1 structure. One possible way forward is to leave this as stage-3 specs implementation issue, i.e. MAC layer vs. RRC layer, to later phase (to keep it open for now).
Proposal 3:	If present, the potential RRC layer functionalities are limited to the transfer of paging-like message and upper layer data. It can be decided in the SI later phase/WI phase whether to use RRC layer or MAC layer to capture those functionalities (and corresponding signalling).
3	Conclusion
In this contribution, the control plane aspects for Ambient IoT are discussed and following observations and proposals are made accordingly.
Observation 1:	Ambient IoT should be an asynchronous system.
Observation 2a:	There is no SFN concept for broadcasted SI for asynchronous system.
Observation 2b: There is no need to support access control (e.g. UAC) functionality, since no DO-A is to be supported in R19.
Observation 2c: No “cell ID” needs to be periodically broadcasted to Ambient IoT device, since there is no mobility and no cell selection/re-selection-like functionalities in R19.
Observation 2d:	No essential information has to be acquired by the A-IoT device before the network triggers the service (since no DO-A is to be supported in R19).
Observation 3:	Device writing system information-like parameters in non-volatile memory is expected to consume high power with long latency. A-IoT devices are not equipped with enough registers-like memory size. Hence, it is not suitable to require Ambient IoT device to store periodical system information.
Observation 4:	There is neither the DO-A traffic to be supported, nor the periodical SI with cell ID, which makes the TAU functionality infeasible and not needed.
Observation 5:	A network side tracking solution without A-IoT device impact (like the location report) can be used for paging reachability.
System Information
Proposal 1:	From RAN2 perspective, no essential information needs to be periodically broadcasted (i.e. no need to support the NR-like periodical system information).
TAU
Proposal 2:	In the Ambient IoT interface, TAU functionality is not supported in R19.
RRC layer presence
Proposal 3:	If present, the potential RRC layer functionalities are limited to the transfer of paging-like message and upper layer data. It can be decided in the SI later phase/WI phase whether to use RRC layer or MAC layer to capture those functionalities (and corresponding signalling).
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