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[bookmark: _Ref35586532]Introduction
In accordance with the latest WID [1], the store and forward (S&F) operation will be supported in Rel-19 IoT NTN.
	· [bookmark: OLE_LINK13]Support of Store&Forward (S&F) satellite operation with full eNB as regenerative payload, therefore:
· Define the necessary enhancements into E-UTRAN (network & UE) to support S&F operation for delay-tolerant services [RAN3, RAN2]
· At least specify necessary enhancements e.g. related to S1 protocol, especially to address the feeder link switch over as needed [RAN3]

Note: Strive to minimise UE impact.

Note: Coordination with SA2 (Rel-19 SA2 led Sat-Arch ph3 SI) is needed on the detail requirements (e.g. traffic type, or QoS parameters for S&F), network architecture (e.g. whether consider (partial) core network on satellite) etc.; further coordination with CT1 might be required


In this contribution, some potential issues to support S&F operation will be discussed with corresponding proposals provided.
Discussion
2.1	 SA2 progress on network architecture
[bookmark: OLE_LINK1]As illustrated in TR 22.865 [2], the schematic of the S&F operation is shown as follow. The end-to-end connection is handled with two steps, i.e., first the connectivity between the UE and the satellite (not being simultaneously connected to the network on the ground), and then the connectivity between the satellite and the network on the ground.
[image: /Users/Berisot/Downloads/sa1 - sataccess /sf sat mode.png]
Figure 1. Store and forward operation mode [2].
[bookmark: OLE_LINK26][bookmark: OLE_LINK27]According to the WID, for S&F operation, the full eNB as regenerative payload is supported. Furthermore, SA2 also discussed potential architectures with other CN elements on-board, e.g., full/partial MME on-board, HSS on-board, and so on. Therefore, potential RAN/AS procedures that have dependency on MME functionalities are still pending further progress on SA2. 
Observation 0: NW architecture of S&F operation is still under discussion of SA2. RAN2 discussions that have dependency on SA2 final conclusion on NW architecture (e.g. full or partial MME on-board) need to await further SA2 progress. 
2.2	 Potential RAN2 issues to support S&F operation
Based on these potential architectures, the rest of this section will discuss the potential impacts on RAN2 that can be concluded based on current SA2 progress.
Issue#1: Whether legacy IoT NTN UE can access the cell with S&F operation
Considering that the end-to-end connection needs to be handled by two steps as illustrated in section 2.1, the latency of the signalling/data transmission will be quite long in the IoT NTN operating in S&F mode. The long latency will prevent the legacy IoT NTN UE from accessing the NW successfully.
Take the attach procedure as an example: if the CN elements are all located on the ground, the UE needs four rounds of connectivity establishment with the satellite in order to finish the attach. The numbers of connection establishment that need to be performed with the satellite can be reduced, if MME and some other CN elements are deployed on-board. However, even so, it is still hard to finish the attach procedure within one round of the connection established with the satellite (as MME may still need to communicate with related CN entities on the ground to complete UE attach). In this situation, the legacy NAS timers are not long enough to support the completion of related NAS procedure in the S&F operation, e.g., T3410 [3]. That means, even if legacy IoT NTN UEs try to access the satellite working at S&F operation, attach failure cannot be avoided eventually.
[bookmark: OLE_LINK34][bookmark: OLE_LINK33]Observation 1: Under S&F operation, the long latency of end-to-end connection setup will prevent legacy IoT NTN UE from accessing the NW successfully, due to the failure of e.g. attach procedure for the legacy IoT NTN UEs based on legacy procedure and timers.
To avoid the access failure of legacy IoT NTN UEs into the IoT NTN cell with S&F operation, separate access control for IoT NTN operating with S&F mode is suggested. One straightforward way is to introduce a new barring bit for the cell working with S&F operation. With the introduced barring bit, the Rel-19 UE could know whether the cell is working at S&F operation and whether the S&F operation is barred for access, whereas the access of legacy UEs can be barred via the legacy barring bit in MIB and SIB1.
Proposal 1: To avoid legacy IoT NTN UE trying to access the cell under S&F operation, a new barring bit specific for S&F operation can be introduced. The signalling/procedure details are FFS.
Issue#2: Data transmission CP solution vs UP solution
[bookmark: _GoBack]CIoT signalling reduction optimisations were introduced as an effective tool to save the delay for the small data transmission, allowing the UE not performing some CP procedures (e.g. NAS/RRC connection establishment, session setup/modification, etc.). Considering the extremely long delay needed by the signaling exchange between the UE and CN as analysed above, CIoT signalling reduction optimisations can be an even more suitable tool to support the S&F operation. Between the two ways for CIoT signalling reduction optimisation mechanisms, i.e., CP EPS[footnoteRef:2] Optimisation solution and UP EPS Optimisation solution (say, CP solution and UP solution in the following), we have currently the following observations:  [2:  Since the LTE-5GC is not supported for IoT NTN, Only the CP/UP EPS optimization mechanisms are considered. ] 

· For CP solution, the data is contained in the NAS packet, which is protected by the NAS security while AS security is not needed. After the attach procedure is finished, the NAS security is acquired. When an eNB on satellite receives NAS packet from UE, the eNB stores the NAS packet for the UE and directly forwards the NAS packet to MME which the UE attached earlier, whenever the satellite could connect with the MME. Then the MME will route the data to the server. The whole procedure is divided into two separate procedures, with each separate procedure only involving two parties i.e. UE and gNB, and then gNB and CN. The whole procedure is independent from which CN entities are to be finally deployed on-board as being discussed by SA2. That says, RAN2 can start discussing the support of S&F operation based on CP solution.
· For UP solution, session needs to be established for data transmission. At the AS side, the data is mapped onto DRB which needs protection of AS security. That is, before data transmission, one procedure is needed to establish session and AS security which involves in all of the UE, gNB and CN. In addition, as which CN entity located in the satellite will impact the procedure, whether/how to support the AS security in the S&F scenario is still under discussion in SA2 without clear conclusion, and thus whether the UP solution can be supported at all in this release is uncertain.
Based on the analyses, it can be seen that the CP solution is simpler and can be supported, regardless of which specific S&F NW architecture is finally concluded by SA2. But the UP solution may depend on the NW architecture and whether/how AS security issue can be supported which may pending SA WG's decision. From RAN2 perspective, we could start from CP solution for data transmission procedure, and further study UP solution if there is progress in SA2/SA3. This includes CP solution with or without EDT/PUR. 
Observation 2: For data transmission procedure under S&F operation, Control Plane EPS optimisation solution is applicable, regardless of the specific NW architecture to be concluded by SA2, and it is simpler than the UP solution (due to the session management and AS security not needed).
Proposal 2: For data transmission in IoT NTN with S&F operation, RAN2 confirms that at least Control Plane EPS solution (with or w/o EDT/PUR) can be supported.
Issue#3: Other
The architecture is under discussion in SA2, e.g. which entities are deployed on-board. With different architectures, there may be potential impacts on Uu behaviour of UE. For example, if full MME is deployed on satellite, the UE will select a satellite and attach on it. Then, after that, the DO and DT service of the UE may only be performed via this certain satellite. In contrast, if the MME is on the ground, there may be no limitation on the satellite for UE to access the NW. This may affect the cell camping and access procedure of the UE. Also, depending on whether AS security is supported or not, RAN2 may further discuss whether UP solution and/or DRB based data transmission can be supported or not.
Proposal 3: After the architecture of S&F operation is determined by SA2, RAN2 further check whether any further enhancement is needed (e.g. camping/accessing procedure, AS security dependent aspects, etc.).
Conclusion
In this contribution, some potential issues on supporting S&F operation are discussed with giving corresponding observations and proposals:
Observation 0: NW architecture of S&F operation is still under discussion of SA2. RAN2 discussions that have dependency on SA2 final conclusion on NW architecture (e.g. full or partial MME on-board) need to await further SA2 progress. 
Observation 1: Under S&F operation, the long latency of end-to-end connection setup will prevent legacy IoT NTN UE from accessing the NW successfully, due to the failure of e.g. attach procedure for the legacy IoT NTN UEs based on legacy procedure and timers.
Observation 2: For data transmission procedure under S&F operation, Control Plane EPS optimisation solution is applicable, regardless of the specific NW architecture to be concluded by SA2, and it is simpler than the UP solution (due to the session management and AS security not needed).
Proposal 1: To avoid legacy IoT NTN UE trying to access the cell under S&F operation, a new barring bit specific for S&F operation can be introduced. The signalling/procedure details are FFS.
Proposal 2: For data transmission in IoT NTN with S&F operation, RAN2 confirms that at least Control Plane EPS solution (with or w/o EDT/PUR) can be supported.
Proposal 3: After the architecture of S&F operation is determined by SA2, RAN2 further check whether any further enhancement is needed (e.g. camping/accessing procedure, AS security dependent aspects, etc.).
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