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1	Introduction
In the SID [1], the following RAN2 study objective has been defined:
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.
Wherein data transmission is one objective to be studied for Ambient IoT (A-IoT). Therefore, we study data transmission aspects and UP protocol aspects in this paper.
[bookmark: _Ref178064866]2	Discussion
2.1	RAN1 agreements
RAN1 has made the below agreements in RAN1#116.:
Agreement
R2D study assumes use of CRC. FFS which CRC generator polynomial(s) are assumed, and if any cases are included with no CRC.
· FFS: Association, if any, between down-selected CRC(s) and message size, considering at least false-alarm rate target
Agreement
D2R study assumes use of CRC. FFS which CRC generator polynomial(s) are assumed, and if any cases are included with no CRC.
· FFS: Association, if any, between down-selected CRC(s) and message size, considering at least false-alarm rate target
Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.
Agreement
For ambient IoT devices, a dedicated physical broadcast channel for R2D, e.g. PBCH-like, is not considered for study.
Agreement
For ambient IoT devices, at least for R2D data transmission, a physical channel (PRDCH) is studied,
· System information (if defined) is transmitted on the PRDCH
· FFS Whether/how control information is transmitted on the PRDCH
· Note: the naming of PRDCH is used for the sake of the study
Agreement
For ambient IoT devices, at least for D2R data transmission, a physical channel (PDRCH) is studied along with the following,
· Response transmitted from device to reader during contention-based access procedure is transmitted on the PDRCH
· FFS: Details of response
· FFS Whether/how/what D2R control information (if defined) is transmitted on the PDRCH
· Note: the naming of PDRCH is used for the sake of the study
2.2	UP protocol stack 
A possible UP protocol stack is shown in Figure 1. MAC and PHY are the minimum set of layers which are expected to be supported. This also means that SDAP layer and RLC layer are not supported.
[bookmark: _Toc163202693]SDAP and RLC layers are not supported for UP protocol stack.
[bookmark: _Toc163202694]MAC and PHY layers are studied and supported for UP protocol stack.

            [image: ]
Figure 1: User plane protocol stack for A-IoT

In addition, we think PDCP layer is needed at least for enabling security for AS signalling or UP data. Meanwhile, some functions (e.g., status report, header compression, PDCP reestablishment etc) may be unnecessary to keep. RAN2 can further discuss how to simplify the functionalities of PDCP layer.   
[bookmark: _Toc162476453][bookmark: _Toc163202695]PDCP layer is to be studied if SA3 agrees to study AS security for AS signalling and data. 
[bookmark: _Toc163202696]If PDCP layer is to be studied, RAN2 further discusses how to simplify the functionalities of PDCP layer.
In addition, upon triggering of an inventory procedure or a command signalling (e.g., received from the CN or AF), the reader needs to trigger a query/inventory procedure (e.g., select command, Q parameters, scheduling info etc) towards intended devices. Such procedure is responsible for at least the below functions.
1) Radio resource control (e.g., configuration). 
2) Radio resource allocation (e.g., scheduling, which may require the control entity to interact with the physical layer)
3) Multiple access management (e.g., random access procedure)
in our view, 1) is necessary to be handled by the upper layer, e.g., RRC layer. While 2) and 3) are reasonable to be handled in the MAC layer.
[bookmark: _Toc162476456][bookmark: _Toc163202697]Study how to handle resource scheduling and multiple access management in the MAC layer.
2.3	Data transmission options 
An important question for data transmission is whether user data is delivered via CP signalling (CP solution) or UP (UP solution). DL command and UL response/reply to a DL command (read/write/modify) are naturally user data payload. Inventory response/report (e.g., device ID) is also considered user data. We propose to study both UP and CP solutions for A-IoT. UP and CP solutions are illustrated in Figure 2.


[bookmark: _Toc162476452][bookmark: _Toc163202698]RAN2 to study both CP and UP solutions for data transmission.
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Figure 2: Combined protocol stack with both CP and UP, topology 1
 
Another important aspect is L2/L3 overhead associated with delivery of inventory report and user data (for DL command use case). This would be different depending on whether CP solution or UP solution is applied to deliver data.
[image: ]
Figure 3: Example of MAC PDU size for inventory report

Inventory reporting is part of control plane signalling. It is of interest to have a rough idea how large the TBS for inventory report. Assuming application data (EPC like ID) of 96-256 bits (TS 22.369), a question is how much overhead being added to deliver this application-level device ID at device side. By using legacy 5G NR NAS, RRC and MAC PDU structure, it can be assumed the header and overhead at NAS, RRC, MAC level as in the figure 3. Among others, L2/L3 overhead depends on whether or not there is security protection, device ID (CN scope or RAN scope device ID) in the UL transmission, if NAS message is piggybacked in RRC message, if device capability is included the UL message, if any control information is needed in MAC as MAC CE. In the considered analysis scenario, the L2/L3 overhead associated with delivery of inventory report is in the range from 6 bytes to 19 bytes, i.e., the TBS is in the range of 144 bits to 408 bits.

For command use cases, both DL transmission for command reply/result can be delivered via either control plane or user plane. User data size for UL reply/response in command use case is in up to 100 bytes, according to SA1 documents (TS 22.369 and TR 22.840). There is, however, no minimum message size mentioned in the documents. It would be good to know L2/L3 overhead in CP solution and UP solution. For CP solution, for both UL and DL transmission directions, from a similar analysis as above, the overhead is in the range of 12-20 bytes. Thus, with user data size up to 100 bytes, the TBS is up to 944 bits in CP solution. For UP solution, assuming AS security protection with 4 bytes of integrity protection and 2 bytes of COUNT/Sequence number at PDCP sublayer, the overhead is in the range of 10-15 bytes.       

[bookmark: _Toc163202688]TBS for inventory report is in the range of [144-408 bits] assuming the application-level device ID (EPC like ID) of 96-256 bits.
[bookmark: _Toc163202689]In CP solution for DL command (and UL reply), L2/L3 overhead is in the range of [12-20 bytes].
[bookmark: _Toc163202690]In UP solution for DL command (and UL reply), L2/L3 overhead is in the range of [10-15 bytes].
[bookmark: _Toc163202691]UP solution gives lower L2/L2 overhead compared to CP solution.
Based on the above analyses, one can drive that, UP solution gives lower L2/L2 overhead compared to CP solution. It is necessary to minimize the data overhead to ensure devices to achieve/meet coverage requirements (e.g., 10-50m).
[bookmark: _Toc163202699]Study on data transmission options aiming for minimal data overhead to ensure devices meet coverage requirements.
2.4	MAC aspects
As a general approach legacy MAC already supports basic functionalities such as delivery of SDUs from/to upper/lower layers, delivery of MAC control signalling (MAC CE) which add minimal overhead. As a baseline we should reuse existing concepts rather than re-designing these functionalities from scratch.
[bookmark: _Toc162964034][bookmark: _Toc163202700]Consider legacy MAC design (i.e., MAC PDU format, interfaces with upper and lower layers, MAC procedures) as the baseline. 
[bookmark: _Toc162964016][bookmark: _Toc162964017][bookmark: _Toc162964018][bookmark: _Toc162964019][bookmark: _Toc162964020][bookmark: _Toc162964021][bookmark: _Toc162964022][bookmark: _Toc162964023][bookmark: _Toc162964024][bookmark: _Toc162964025][bookmark: _Hlk161840225][bookmark: _Toc163202692]PHY layer will support PRDCH for DL data transmission, PDRCH for UL data transmission, and no broadcast physical channel (PBCH)
This does not necessarily imply a certain set of supported transport channels which are, in fact, the interface between PHY and MAC layers.
In legacy NR the MAC PDUs received from the BCH are processed assuming the transparent MAC PDU format which does not add any overhead information. This is typically used for MIB delivery. In addition, in NR, PCH is used for paging message delivery. Whether the BCH and the PCH is needed would depending on RAN1 decision.
[bookmark: _Toc163202701]DL-SCH (mapped to PRDCH) and UL-SCH (mapped to PDRCH) is the minimum set of transport channels. Whether BCH and PCH are needed depends on RAN1 decision.
In NR, logical channels are the interfaces between RLC and MAC layers. Since it is assumed that RLC layer is not to be studied and supported, RAN2 can therefore focus on study what logical channels are needed between upper layer (e.g., RRC layer or PDCP layer or even NAS) and MAC layer.
[bookmark: _Toc163202702]RAN2 to study whether and what LCHs are needed between upper layer (e.g., RRC layer or PDCP layer) and MAC layer.
[bookmark: _Hlk161840270]The UE should be able to determine if a message received on the shared DL channel is directed to itself or not.
In legacy this is achieved both by having a broadcast transport channel defined (BCH) so that whatever MAC PDU is delivered through it is for the intended UE, or by scrambling the PDCCH associated with the DL transmission with an identifier (RNTI) that the MAC entity in the UE monitors (if the RNTI matches the ones monitored by the UE, the following DL transmission is directed to the UE)
A similar functionality should be supported for A-IoT since the DL channel is also shared, but it may be simplified considering the different transmission scheme. 
[bookmark: _Toc163202703]Study how the A-IoT device determines if a DL transmission in the shared downlink channel (PRDCH) is directed to itself and whether it should be MAC or PHY responsibility.
In legacy another feature related to UL-SCH data transfer is Scheduling Request. It is unclear what happens in case the reader does not allocate enough resources to complete the UL transmission and a mechanism to inform the reader that more data is pending may still be necessary. A similar functionality that provides a similar result is Buffer Status Reporting.
[bookmark: _Toc163202704]Discuss whether scheduling request and/or buffer status report need to be studied.
[bookmark: _Toc70424553][bookmark: _Ref189046994]3	Conclusion
In the previous sections we made the following observations: 
Observation 1	TBS for inventory report is in the range of [144-408 bits] assuming the application-level device ID (EPC like ID) of 96-256 bits.
Observation 2	In CP solution for DL command (and UL reply), L2/L3 overhead is in the range of [12-20 bytes].
Observation 3	In UP solution for DL command (and UL reply), L2/L3 overhead is in the range of [10-15 bytes].
Observation 4	UP solution gives lower L2/L2 overhead compared to CP solution.
Observation 5	PHY layer will support PRDCH for DL data transmission, PDRCH for UL data transmission, and no broadcast physical channel (PBCH)

Based on the discussion in the previous sections we propose the following:
Proposal 1	SDAP and RLC layers are not supported for UP protocol stack.
Proposal 2	MAC and PHY layers are studied and supported for UP protocol stack.
Proposal 3	PDCP layer is to be studied if SA3 agrees to study AS security for AS signalling and data.
Proposal 4	If PDCP layer is to be studied, RAN2 further discusses how to simplify the functionalities of PDCP layer.
Proposal 5	Study how to handle resource scheduling and multiple access management in the MAC layer.
Proposal 6	RAN2 to study both CP and UP solutions for data transmission.
Proposal 7	Study on data transmission options aiming for minimal data overhead to ensure devices meet coverage requirements.
Proposal 8	Consider legacy MAC design (i.e., MAC PDU format, interfaces with upper and lower layers, MAC procedures) as the baseline.
Proposal 9	DL-SCH (mapped to PRDCH) and UL-SCH (mapped to PDRCH) is the minimum set of transport channels. Whether BCH and PCH are needed depends on RAN1 decision.
Proposal 10	RAN2 to study whether and what LCHs are needed between upper layer (e.g., RRC layer or PDCP layer) and MAC layer.
Proposal 11	Study how the A-IoT device determines if a DL transmission in the shared downlink channel (PRDCH) is directed to itself and whether it should be MAC or PHY responsibility.
Proposal 12	Discuss whether scheduling request and/or buffer status report need to be studied.
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