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1 Introduction
[bookmark: _Hlk61519723]RAN2 objectives in in Rel-19 SID of Ambient IOT [1] are shown as below:
	·  RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


In this paper, we discuss the random access design to support Ambient IOT communications.
2 Discussion 
2.1 Random Access Triggering 
Random access is the very first step for UL transmission in Ambient IoT. There are two types of UL traffic in Ambient IoT:
· DO-DTT
· DO-A
For DO-DTT, our understanding is that the DT traffic will likely to be preceded with a Paging message, as discussed in [3].
For DO-A traffic, as the reader has no knowledge about which device has DO-A traffic or not a priori, the reader may not generate any specific DL message for triggering DO-A. 
However, it is worth noting that RAN1 has made the following agreements about device access [2]: 

From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used. 
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.
For the slotted aloha access endorsed by RAN1 study, as DL timing is still needed to define the “slot” for slotted aloha, we assume some sort of DL trigger is still needed even for DO-A case. RAN SID [1] has also indicated that DO-A is only to be studied at the RAN#104 to check if the unified air interface design is sufficient to support. Hence, it is reasonable to assume either case need to be triggered by some sort of DL transmission (which can be dubbed as “Msg 0”).
Proposal 1	Random Access is triggered by a DL transmission (e.g. Paging) for both DO-DTT and DO-A.   
The overall procedure for Random Access is depicted in the following signaling flow diagram in Figure 1:
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Figure 1: Message exchanges in Random Access Procedure for A-IoT Device

As shown in Figure 1 above, the DL transmission suggested in Proposal 1 is depicted as “Msg 0” in Figure 1, which is the trigger of the random-access procedure (in Msg 1-to-3). Then, multiple devices triggered by Msg0 may all send Msg 1 to contend for the access. The gNB/reader may end up only picking one of the Msg 1(s) to respond in DL Msg 2. Note that whether multiple Msg 1(s) can be simultaneously processed depends on the RAN1 design for RA signals, i.e., L1 design of Msg 1. Finally, the Ambient IoT device selected by Msg 2 may transmit a Msg 3 in UL direction to reader to confirm & complete the access. We think this is a reasonable baseline for RAN2 to consider for random access procedure.
Proposal 2	Random captures the diagram with Msg 0/1/2/3 as the baseline for Random Access Procedure in Ambient IoT study.    
2.2 Timing for Random Access Procedure 
For ambient IOT device, due to its very low-accuracy clock, it could no longer be in sync to perform slotted aloha after having considerable clock drifts in a short time period. Hence, for the device, it need to perform this contention-based access signaling exchanges right after the DL trigger when clock synchronization has been just acquired. This means some timing bound need to be specified in AS layer for the completion of the above Msg 1 to Msg 3 exchange shown in Figure 1 This timing bound can be either fixed as some hard-coded constraint in the specification or can be dynamically provided in the DL message by the reader.  
Proposal 3	A timing bound for the random access trigged by DL transmission is to be specified in AS layer. 
2.3 Identifiers to be used in Random Access Procedure 
The initial access message (i.e., Msg 1) ought to have the preambles specified by RAN1. It also need to contain an identifier so that the device can be distinguished from the other contending device. Based on the prior RAN1 agreement [2] about memory storage below:
· Memory can include two types of memory: 1) Non-Volatile Memory (NVM) such as EEPROM for permanently storing device ID, etc, and 2) registers for temporarily keeping any information required for its operation only while energy is available in energy storage.
According to the above assumption on device memory, the device is pre-provisioned with a “tag ID” or “device ID” to be used for identification purpose. This ID is also stored in NVM, which will survive the energy depletion of Ambient IoT device. It is possible that this device ID is included in Msg 1 to identify itself to the reader. The benefit of this approach is that this ID is a global ID and will not in collision with other device IDs in the proximity. Another approach is to have the device generate a short temporary ID (e.g., a random number). But the drawback is the ID collision issue will create some difficulty for the gNB/reader to follow-up during Random access procedure.
Proposal 4	For the very first access message from the device to reader in random access (Msg 1), RAN2 discuss whether a short temporary identifier is included, or the permanent device ID is included.
Finally, it is also unclear whether the initial access procedure need involve an “authentication for A-IoT device” for any new accessing Ambient IoT device. Even though AS layer security may not be involved, this may still involve the device and a CN function to conduct the authentication procedure. RAN2 need to check SA3 for this, as this may involve some additional security related parameters or even additional signaling exchange between the device and NW/reader in the control plane.
Proposal 5	RAN2 send LS to SA3 to check whether any security methods (e.g., authentication) is to be conducted during the initial access procedure. 
2.4 Failure Detection for Random Access  
Devices may not be able to be “selected” by the reader after Msg 1 transmission and then it will not receive the corresponding Msg 2. This failure has to be recognized by the device so that the corresponding actions may be taken for the device to try again. For failure detection. there can be two ways for consideration:
1. Device starts a timer and if there is no corresponding Msg2 reception when timer expires, the device declares a RA failure.
2. Device waiting for an DL message indicating the completion of RA period. And if there is no 
Proposal 6	After Msg 1 transmission, RAN2 study two possible solutions for the device to determine random access failure: 1) timer-based; 2) DL-message based. 
3 Conclusion
In this contribution, we discuss the Random Access design for Ambient IoT, and have the following proposals:
Proposal 1	Random Access is triggered by a DL transmission (e.g. Paging) for both DO-DTT and DO-A.   
Proposal 2	Random captures the diagram with Msg 0/1/2/3 as the baseline for Random Access Procedure in Ambient IoT study.  
Proposal 3	A timing bound for the random access trigged by DL transmission is to be specified in AS layer. 
Proposal 4	For the very first access message from the device to reader in random access (Msg 1), RAN2 discuss whether a short temporary identifier is included, or the permanent device ID is included.
Proposal 5	RAN2 send LS to SA3 to check whether any security methods (e.g., authentication) is to be conducted during the initial access procedure. 
Proposal 6	After Msg 1 transmission, RAN2 study two possible solutions for the device to determine random access failure: 1) timer-based; 2) DL-message based. 
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