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1 Introduction
[bookmark: _Hlk61519723]RAN2 objectives in in Rel-19 SID of Ambient IOT [1] are shown as below:
	·  RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


In this paper, we discuss the necessary control plane designs to support Ambient IOT communications.
2 Discussion 
For Rel-19 Ambient IoT study, RAN2 need focus only on the key critical issues which must be solved due to the limits of device hardware capability, which has been discussed in high-level in another Apple paper [5]. We think the basic design principle is to define a minimum set of procedures which make the system work in a reasonably acceptable way, instead of attempting to reuse or duplicate existing 3GPP Uu procedures for A-IoT.
Based on this principle, we discuss several necessary aspects for control plane of Ambient IoT.
2.1 Ambient IoT Device Operation States
Any communication protocol can be modeled as message-driven transitions of soft states for the communication entities involved, no matter how simple or how complex the protocol and procedures are. This means the communication itself will inevitable lead to some sort of state change in the communicating entities, even for the very low-complexity devices such as Ambient IoT devices.
According to RAN1 agreements [2], AIOT device has some limited “registers” as part of its memory, which can be used to store some “soft states” to support lightweight communication procedures, as long as the device has enough energy to make those registers “alive”. It is worth noting that when the device has no energy to maintain those registers, then the device will also lose all those information in the registers and become inoperable.
Therefore, even though SID [1] has specifically said “no RRC state”, it is important for RAN2 to understand the expected A-IoT device behavior in regards of different operable device states from the control plane perspective. 
The modeling of Ambient IoT device states diagram is illustrated in Figure 1 below:
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Figure 1: Ambient IoT Device Operation States

There are three high-level device states:
· Disabled: The device is incapacitated due to no energy to operate. The device may still be moved around but has no means to communicate.
· Activated: the device has accumulated enough energy to remain active, and the device is able to receive and decode DL signal
· Discovered: the device has been reached by at least one reader via paging and initial access.
Proposal 1	Ambient IoT Device has three CP states “disabled”, “activated” and “discovered”, but only two operable state “activated” and “discovered”. 
However, the only device state visible from the reader perspective would be just “discovered” state. For other states, they are basically unknown to the reader because the reader(s) cannot see the devices in those states. After the device is discovered, the ensuing DT transactions can be done via the reader which has discovered the device, instead of transmitting the traffic blindly via all the readers in the Ambient IoT network. So, it is quite useful for reader and NW to maintain a “discovery” of the Ambient IoT device.
Different from legacy Uu design for UE states, there would be no need of RRC connection concept in Ambient IoT communication as the A-IoT traffic are very short-lived and sporadic. It is also clear from RAN SID [1] that mobility is not to be supported. So there is no motivation to maintain a “continued” A-IoT connection in AS layer. All UL/DL data exchange like DT or DO transactions can simply occur during the discovered state w/o introducing another device state. 
Thus, the only visible and operable device state for reader is “discovered”.
Proposal 2	A single visible and operable AIoT device state to NW/reader is “discovered”. 
2.2 CP Procedures for Device States and State Transitions
As shown in Figure 1, the dominant factor for state changes between disabled state and activated state is energy harvesting, and energy depletion. When the device is in disabled state, there is zero chance that it can be reached by NW or reader(s). The device has to be in activated state first before engaging in any communication functions. In regards of using energy harvesting to bring the device into activated state, there is a related SID clarification agreed on RAN#103 and captured in [3]. 
The potential impact of energy harvesting on device availability for transmission and reception procedures can be considered for the study [RAN2, RAN1]
· Duration of one device’s unavailability due to charging by energy harvesting can be assumed up to several tens of seconds
Note: this value can be revisited in future RAN plenary meetings, if necessary
When device is not in activated state yet (e.g. for the several tens of seconds mentioned above as device is still in disabled state), the “unavailability” issue is caused by insufficient energy capacity. Although RAN2 WG has been included as WGs to study this impact, we think it is infeasible for RAN2 to determine the actual impact because this heavily depends on many external factors, e.g., 
· how device is energized (RF/Solar/Wind).
· how frequent the device is energized. 
· how fast a device can be energized in a variety of device types (i.e., whether “several tens of seconds” is an accurate number).
· how close the device is in in proximity of one or more energizing nodes.
Unfortunately, all those information are usually invisible to a RAN node. Hence, when and which device is in such a disabled state is quite unpredictable to the NW/reader. Maybe it would be more clear if RAN1 can first provide more solid assumptions of the above questions required for a proper evaluation/study. So far, the most direct foreseen impact is likely to be the coverage shrinkage because in order to improve reachability, the device activation threshold must be lowered to improve the “availability” of the Ambient IoT device, thereby less energy remaining to power the DL/UL transceiver circuits. 
Finally, as Ambient IoT device are very low-cost devices built with cheap materials, it is likely that the energy harvesting circuit is going to malfunction or be faulty at some time during its relatively short life cycle. So it is difficult to provide a uniform solution to ensure device(s) will always be properly activated at the same right time for A-IoT devices deployed in different batches but co-exist in the same area. Such a heterogenous deployment would be very common for Ambient IoT device as costly maintenance of deployed devices cannot be justified due to the low-cost nature of the Ambient IoT device. Probably, the Ambient IoT application itself need to have some design redundancy to tolerate the existence of disabled devices at a certain ratio from time to time.
In general, we think it is rather difficult for RAN2 to provide an effective study or solution on this issue. So, we suggest RAN2 to deprioritize this.
Proposal 3	RAN2 deprioritize the study of the impact of the existence of disabled device state and how device transfer between disabled state and activated state (e.g., via energy harvesting). 
For A-IoT device in activated state, it is possible for the reader or NW to announce some system information for those devices, similar to SI broadcasting design used in legacy Uu interface. However, as Ambient-IoT device is a very low-power low-cost device, it will be challenging to justify what information needs to be periodically broadcasted, and why the A-IoT device need to act upon on it. Anyway, the device should only use its energy when it is triggered for the sake of DO/DT transactions. This is very different from legacy IDLE/INACTIVE UE design where a UE need to keep conducting measurements for cell selection/reselection, and keep its location registered via TAU or RANU. For AIOT device, we do not think it is beneficial to have a separate SI design, other than the paging broadcast.  
Proposal 4	No System Information Broadcasting for Ambient IoT device in “activated” state (or any other state). 
Then, regarding device’s transition from activated to discovered, this should be achieved by a device’s initial access to the NW after it is being paged by the reader/NW. This control plane procedure is to be studied by RAN2 with more details. Note that the device may also trigger initial access autonomously if the device supports DO-A applications. However, except the DO-A use case, it is unclear why an Ambient IoT device would initiate an access if it is not paged. Since 3GPP aims for a harmonized air interface design for all device types and only would discuss DO-A after RAN#104, we can first focus on the general case that paging procedure is involved.
Proposal 5	The control procedure to bring Ambient IoT device from activated to discovered is paging & initial access. 
Regarding the following function mentioned in the RAN SID [1]:
Study the feasibility and required functionalities for proximity determination, which is the determination of whether BS or intermediate UE and ambient IoT device are near each other or not (coordination with SA3 is required for privacy aspects).
It is worth noting that RAN plenary has clarified that the proximity determination is “binary” (yes/no). Then, this means either reader and device are in proximity (reachable) or not (unreachable). In our view, the device itself does not need to determines whether there is a new/existing BS/UE reader nearby, because it is a “passive” device (at least for DT and DO-DTT traffic). So, this function is mainly to be used by the NW/reader side.
Then, in term of reader-initiated proximity discovery, the plausible method is to let the reader to initiate a query-response kind of transaction so that the reader can “discover” the responding device(s) are in proximity. Non-responding devices are assumed to be in other states due to out of coverage (or out-of-energy), which are not subject to further communication. Since this kind of “query-response” have great resemblance of the paging-RA procedure, which is to be discussed in RAN2, it is reasonable to reuse the RAN2 solution for realizing this proximity check function. 
From this perspective, we think this feature can be regarded as an equivalent procedure to bring a device into discovered state or re-confirm the discovered state of a previously discovered device. Basically, by utilizing the paging and its response procedure (e.g., random access) to be studied in RAN2, a reader can determine whether the device is in proximity or not.
Proposal 6	RAN2 confirms the proximity determination is feasible by implementing it as an AS layer control plane procedure based on paging and initial access design. 
If the above proposal is agreed, then RAN2 need share this agreement with RAN1 so that RAN1 can take this into account. For example, there would be no need for a proximity-discovery design based on L1 signal, if RAN2 procedure can be used as baseline. This can help coordinate the study efforts in RAN1 and RAN2 for this issue and avoid design conflicts.
Proposal 7	If P6 is agreed, RAN2 sends an LS to RAN1 to inform about the agreement on reusing RAN2-defined procedure for proximity determination. 
For an Ambient IoT device already in discovered state, it is possible to have some more CP procedures defined. For example, the reader may launch a proximity check procedure to verify if a discovered device is still in its proximity (as indicated in RAN SID [1] for study), which can be simply done by reusing the paging procedure w/o requiring a new signaling design. Other than this, the reader or NW may provide some device-specific configuration for the device, or the device could report some measurements to assist AS layer operations. However, it is still unclear at this early stage that those procedures are really needed for an Ambient IoT communication system, especially when device is extremely constrained [5] and device operation is supposed to be very simple. Basically, we deem them as non-essential in the study phase, and they can be discussed during the normative phase. 
Proposal 8	Besides the proximity check, whether there is any extra CP procedure (e.g., configuration, assistance information reporting) for device in discovered state can be left to normative phase.

2.3 Control Plane Protocol
Since Rel-19 Ambient IoT would be a new system design rather than leveraging the existing 3GPP communication systems, it is possible to have a new AS layer design for CP instead of reusing the so-called “RRC” protocol. Given that the ASN.1-based RRC protocol semantics is very sophisticated and device is unable to support it [5], it is more reasonable to build a new control protocol from scratch with concise syntax and simplified format, especially when there are only “paging” and “initial access” signaling procedures are deemed as necessary control plane procedures so far.
Regarding the role and placement of this CP protocol for Ambient IoT, there are basically two choices of control plane protocol design:
a) Create a new control protocol on the top of MAC, whether this is still called RRC is FFS.
b) Introduce “MAC control PDUs” in Ambient IoT MAC protocol design to implement the A-IoT control plane functions.
Proposal 9	RAN2 study two approaches for A-IoT control plane protocol design: a) a new protocol on top of A-IoT MAC layer; b) MAC control PDUs.
3 Conclusion
In this contribution, we discuss the control plane for Ambient IoT and have the following proposals:
Proposal 1	Ambient IoT Device has three CP states “disabled”, “activated” and “discovered”, but only two operable state “activated” and “discovered”. 
Proposal 2	A single visible and operable AIoT device state to NW/reader is “discovered”. 
Proposal 3	RAN2 deprioritize the study of the impact of the existence of disabled device state and how device transfer between disabled state and activated state (e.g., via energy harvesting). 
Proposal 4	No System Information Broadcasting for Ambient IoT device in “activated” state (or any other state). 
Proposal 5	The control procedure to bring Ambient IoT device from activated to discovered is paging & initial access. 
Proposal 6	RAN2 confirms the proximity determination is feasible by implementing it as an AS layer control plane procedure based on paging and initial access design. 
Proposal 7	If P6 is agreed, RAN2 sends an LS to RAN1 to inform about the agreement on reusing RAN2-defined procedure for proximity determination. 
Proposal 8	Besides the proximity check, whether there is any extra CP procedure (e.g., configuration, assistance information reporting) for device in discovered state can be left to normative phase.
Proposal 9	RAN2 study two approaches for A-IoT control plane protocol design: a) a new protocol on top of A-IoT MAC layer; b) MAC control PDUs.
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