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1. Introduction
WID [1] for IoT NTN includes the following objective:
· Support of Store&Forward (S&F) satellite operation with full eNB as regenerative payload, therefore:
· Define the necessary enhancements into E-UTRAN (network & UE) to support S&F operation for delay-tolerant services [RAN3, RAN2, RAN4]

· At least specify necessary enhancements e.g. related to S1 protocol, especially to address the feeder link switch over as needed [RAN3]
Note: Strive to minimise UE impact.

Note: Coordination with SA2 (Rel-19 SA2 led Sat-Arch ph3 SI) is needed on the detail requirements (e.g. traffic type, or QoS parameters for S&F), network architecture (e.g. whether consider (partial) core network on satellite) etc.; further coordination with CT1 might be required
This paper is aimed to present several considerations on the S&F satellite operation.
2. Discussion
2.1. Access control for store & forward

It is assumed that the feeder link of a satellite may not be always available, due to the location and/or the orbit of the satellite. When the feeder link is unavailable, the satellite may perform the S&F satellite operation, wherein the satellite may not be able to honour user data traffic from all the devices in its coverage area, and thus may need to limit use of the S&F satellite operation to selected users, applications and/or circumstances. This limitation may be due to the size of the storage in the satellite, and/or may be due to subscriptions and billing (i.e., only subscribed/paid users can use the operation). Therefore, the network system may need to provide a control scheme for devices to allow only such selected users to access to the cell while the feeder link is unavailable. 

One of the requirements specified in [2] shows:
[PR 5.1.6-002] The 5G system with satellite access shall be able to inform a UE that "store and forward" operation is applied.
This requirement may imply that (1) the satellite may inform a device under its coverage of whether the satellite is under the S&F satellite operation. Furthermore, [2] also specifies:

[PR.5.1.6-010] A 5G system with satellite access supporting S&F Satellite operation, shall support mechanisms to authorize subscribers for receiving services when the network is in S&F Satellite operation.

[PR 5.4.6-003] The 5G system with satellite access shall support mechanisms to authenticate and authorize a UE for the Store & Forward Satellite operation.
These requirements indicate that only UEs that have valid subscriptions to the S&F satellite operation will be authenticated/authorized. That is, it is ideal to introduce a mechanism that allows only subscribed UEs to access to the satellite under the S&F satellite operation.

One possible mechanism to allow only subscribed UEs to access the satellite while blocking other non-subscribed UEs is by cell barring. In this case, the indication of the S&F satellite operation mode may be broadcasted as a cell barring indication, and if the indication indicates that the cell barring is due to the S&F satellite operation, UEs not configured (not subscribed) with S&F operation may be barred from camping on the cell served by the satellite, while UEs configured (subscribed) with S&F operation may ignore the cell barring indication and initiate access.
Another possible approach to control access of subscribed/unsubscribed UEs may be by access control, such as universal access control (UAC). In the case of UAC, the S&F Satellite operation may be mapped to an existing access category (e.g., delay tolerant) or to a new access category, and UEs that meet requirements (e.g., possessing a valid subscription for S&F Satellite access) may be allowed for access. This approach of using access control may be jointly used with or alternative the cell barring mechanism mentioned above. 
Proposal 1: Support broadcasting an indication to indicate whether the satellite is under the S&F satellite operation. For the indication, consider using cell barring mechanism and/or the access control scheme (e.g., UAC).

2.2. Security for Store & Forward
[2] also specifies the following requirement:

[PR 5.1.6-006] The 5G system with satellite access shall be able to provide integrity protection and confidentiality for communications between an authorized UE and the network when store and forward operation is applied.
During the S&F satellite operation, the core network is invisible from the UE or the satellite. This means that during the operation the UE may not be able to establish a new NAS security context and therefore may not be able to establish a new AS security context. One possible way to provide integrity protection and confidentiality may be to use the inactive state (RRC_INACTIVE). In this case, the UE may first perform NAS/AS security context establishment when a connection to the core network is available. The NAS/AS security contexts may be stored in the UE and will be used when the UE is accessing to the satellite under S&F satellite operation. On the network side, the AS security context may have to be transferred to the satellite before the S&F satellite operation when the feeder link is available.  
Proposal 2: For integrity protection and confidentiality, consider the inactive mode as a baseline.
3. Conclusions

Proposal 1: Support broadcasting an indication to indicate whether the satellite is under Store & Forward Satellite operation. For the indication, consider using cell barring mechanism and/or the access control scheme (e.g., UAC).

Proposal 2: For integrity protection and confidentiality, consider the inactive mode as a baseline.
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