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[bookmark: _GoBack]1. Introduction
[bookmark: OLE_LINK1]In RAN2#125 meeting, some issues were postponed. This contribution will give further discussion on these issues.
2. Discussions
· [E074]: Extending transaction ID space
[E074] suggests extend the transaction identifier in order to avoid the re-use of the same RRC transaction ID for RRCReconfiguration messages which are pre-configured at the UE.
	R2-2401368	Discussion on extending transaction ID space [E074]	Ericsson	discussion	Rel-18	38.331	NR_Mob_enh2-Core
Proposal 1: RAN2 to discuss what solution would be good to adopt in order to avoid the re-use of the same RRC transaction ID for RRCReconfiguration messages which are pre-configured at the UE.
-	Ericsson indicates that the issue is for the case of fast recovery.  CATT doesn’t think this is an issue.  
=>	Posptoned  
=>	Noted


This issue is postponed last meeting and it was suggested to discuss in R18 Mob session.
During the discussion last meeting, one use case the proponent given is that, one candidate cell could provide more than one RRCReconfiguration for one UE with different radio configuration e.g. different CA configuration, network can determine to active which configuration based on the traffic. And each RRCReconfiguration is identified by different transaction ID.
However this use case is not practical based on current RAN2 and RAN3 spec. Firstly, it is the source DU to determine which candidate cell the UE should switch to, and the candidate configuration is transparent for the source DU, so the source DU couldn’t aware which candidate configuration has the less CC configuration. Secondly, based on current CU-DU interface signaling, one candidate cell could only provide one candidate configuration based on UE CONTEXT SETUP/MODIFICATION procedure, it couldn’t reserve more than one CellGroupConfig for one UE with the same C-RNTI, if supporting the use case, RAN3 should be involved. Furthermore, if the use case is expected to be supported, one simple solution is to provide different RRCReconfiguration with different C-RNTI, which has less impact on CU-DU interface, but how source DU to determine which configuration should be used is not solved either. Anyway the mobility enhancement is mainly to solve the coverage issue due to UE movement, so it is not essential to take the variation of traffic into consideration.  Hence this is not a valid case. 
Observation 1: It is not a valid use case that different LTM configurations of one candidate cell are provided to UE, due to:
· It is the S-DU determine the target cell but S-DU couldn’t distinguish the difference of the configurations of one candidate cell due to the candidate configuration container is transparent for the S-DU.
· One candidate cell could only reserve one CellGroupConfig for one UE based on current UE CONTEXT SETUP/MODIFICATION procedure.
As for the coexistence of CHO and LTM of the same candidate cell, we think currently current transaction ID space is enough. Furthermore, different C-RNTI could be allocated for CHO and LTM which can help the network to identify the corresponding configuration too.
Observation 2: The existing transaction ID is sufficient.
Proposal 1: [E074] is rejected. Transaction ID space in R18 is not extended.
· [E068] presence condition for securityAlgorithmConfig and keyToUse
[E068] suggest to clarify the securityAlgorithmConfig and keyToUse shouldn’t be present in LTM configuration, due to we have agreed the security updated in LTM cell switch is not supported in R18.  However no agreement was reached for the issue.
The change suggested in [R2-2401383] is as follows,
		Conditional Presence
	Explanation

	RBTermChange
	The field is mandatory present in case of:
-	set up of signalling and data radio bearer, except when RadioBearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE,
-	change of termination point for the radio bearer between MN and SN.
It is optionally present otherwise, Need S.

	RBTermChange1
	The field is mandatory present in case of:
-	set up of signalling and data radio bearer, except when RadioBearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE,
-	change of termination point for the radio bearer between MN and SN,
-	handover from E-UTRA/EPC or E-UTRA/5GC to NR,
-	handover from NR or E-UTRA/EPC to E-UTRA/5GC if the UE supports NGEN-DC.
It is optionally present otherwise, Need S.





However, it can not solve the issue as during the preparation phase, candidate can not determine which RB is to be added or to be modified when UE applies the configuration.
One controversial is that UE may perform RB addition procedure according to current spec when one RB configured in the LTM configuration is not part of UE current configuration. However if this case is taken into consideration, it is ambiguous for candidate cell to provide configuration. The candidate cell configuration is provided based on reference configuration or provided via complete message instead of based on the UE configuration when UE perform LTM cell switch. However the UE apply the candidate configuration is based on UE current RB configuration to determine whether to add/modify/release one RB. That is when candidate cell provide the candidate cell configuration for RB, it couldn’t predict which RB is part of current configuration for the UE when the UE apply the candidate configuration, so the candidate cell couldn’t distinguish which RB is performed by addition way by the UE. So if it allows the securityAlgorithmConfig and keyToUse to be included in the LTM configuration based on the condition of RB setup, the candidate cell still doesn’t have knowledge on when to configure it or not.
Observation 3: Candidate cell provide the RB configuration based on reference configuration or with complete configuration, it couldn’t predict which RB is part of UE configuration when UE apply the configuration upon LTM cell switch. The condition of RB setup is ambiguous for LTM configuration.
And we have agreed security update is not considered for LTM is this Release. And based on current CR we have the following procedure:
	[bookmark: _Toc156129774]5.3.5.18.4	LTM cell switch execution
Upon the indication by lower layers that an LTM cell switch procedure is triggered, or upon performing LTM cell switch following cell selection performed while timer T311 was running, as specified in 5.3.7.3, the UE shall:
1>	for each SRB/DRB in the current UE configuration:
2>	if the LTM cell switch is triggered on the MCG and for the SRB/DRB using the master key; or
2>	if the LTM cell switch is triggered on the SCG and for the SRB/DRB using the secondary key:
3>	keep the associated RLC, PCDP and SDAP entities, their state variables, buffers and timers;
3>	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
1>	if this procedure has been triggered following cell selection performed while timer T311 was running (due to reconfiguration with sync failure), as specified in clause 5.3.7.3:
2>	continue using PDCP entity for SRB1 (if configured) with state variables continuation as specified in TS 38.323 [5];
1>	release/clear all current dedicated radio configuration associated with the cell group for which the LTM cell switch procedure is triggered except for the following:
-	the logicalChannelIdentity and logicalChannelIdentityExt of RLC bearers configured in RLC-BearerConfig and the associated RLC entities, their state variables, buffers, and timers;
-	the UE variables VarLTM-ServingCellNoResetID and VarLTM-ServingCellUE-MeasuredTA-ID;
-	the ltm-Config.
2>	if the LTM cell switch is triggered on the MCG:
-	the MCG C-RNTI;
-	the AS security configurations associated with the master key;
2>	else, if the LTM cell switch is triggered on the SCG:
-	the AS security configurations associated with the secondary key;


According to above procedure, we can find that for LTM triggered on MCG, the AS security associated with the master key is kept, and if the LTM cell switch is triggered on SCG, the AS security associated with the secondary key is kept. So we can assume the RB configuration in the candidate configuration only related to the cell group which triggers the LTM cell switch. And the UE could determine which key and security Algorithm should be used based on the cell group who trigger the LTM cell switch procedure.  Hence, it doesn’t need to include the securityAlgorithmConfig and keyToUse in the LTM configuration. The TP in the annex should be adopted.
Proposal 2: For [E068], SecurityAlgorithmConfig and keyToUse are not included in the LTM configuration. TP in the annex should be adopted.
3. Conclusion
[bookmark: OLE_LINK58][bookmark: OLE_LINK59][bookmark: OLE_LINK60][bookmark: OLE_LINK47][bookmark: OLE_LINK48]This paper discusses the remaining open issues for LTM. And propose:
Observation 1: It is not a valid use case that different LTM configurations of one candidate cell are provided to UE, due to:
· It is the S-DU determine the target cell but S-DU couldn’t distinguish the difference of the configurations of one candidate cell due to the candidate configuration container is transparent for the S-DU.
· One candidate cell could only reserve one CellGroupConfig for one UE based on current UE CONTEXT SETUP/MODIFICATION procedure.
Observation 2: The existing transaction ID is sufficient.
Observation 3: Candidate cell provide the RB configuration based on reference configuration or with complete configuration, it couldn’t predict which RB is part of UE configuration when UE apply the configuration upon LTM cell switch. The condition of RB setup is ambiguous for LTM configuration.

Proposal 1: [E074] is rejected. Transaction ID space in R18 is not extended.
Proposal 2: For [E068], SecurityAlgorithmConfig and keyToUse are not included in the LTM configuration. TP in the annex should be adopted.
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5. TP for E068 on TS 38.331 V18.1.0
[bookmark: _Toc60776777][bookmark: _Toc156129713]5.3.5.6.3	SRB addition/modification
The UE shall:
1>	If any DAPS bearer is configured, for each SRB:
… //omit
1>	for each srb-Identity value included in the srb-ToAddModList that is not part of the current UE configuration (SRB establishment or reconfiguration from E-UTRA PDCP to NR PDCP):
2>	establish a PDCP entity;
2>	if AS security has been activated:
…//omit
3>	else (i.e., UE connected to NR or UE connected to E-UTRA/EPC):
4> if the RRCReconfiguration containing the RadioBearerConfig is applied due to an LTM cell switch execution, and the LTM cell switch is triggered on the MCG:
5> configure the PDCP entity with the security algorithms associated with MCG and apply the keys (KRRCenc and KRRCint) associated with the master key (KgNB);
4> if the RRCReconfiguration containing the RadioBearerConfig is applied due to an LTM cell switch execution, and the LTM cell switch is triggered on the SCG:
5> configure the PDCP entity with the security algorithms associated with SCG and apply the keys (KRRCenc and KRRCint) associated with the secondary key (S-KgNB);
4>else:
5> configure the PDCP entity with the security algorithms according to securityConfig and apply the keys (KRRCenc and KRRCint) associated with the master key (KeNB/ KgNB) or secondary key (S-KgNB) as indicated in keyToUse, if applicable;
2>	if the current UE configuration as configured by E-UTRA in TS 36.331 [10] includes an SRB identified with the same srb-Identity value:
3>	associate the E-UTRA RLC entity and DCCH of this SRB with the NR PDCP entity;
3>	release the E-UTRA PDCP entity of this SRB;
2>	if the pdcp-Config is included:
3>	configure the PDCP entity in accordance with the received pdcp-Config;
2>	else:
3>	configure the PDCP entity in accordance with the default configuration defined in 9.2.1 for the corresponding SRB;
1>	if any DAPS bearer is configured, for each srb-Identity value included in the srb-ToAddModList that is part of the current UE configuration:
2>	if the pdcp-Config is included:
3>	reconfigure the PDCP entity for the target cell group in accordance with the received pdcp-Config;
1>	else, for each srb-Identity value included in the srb-ToAddModList that is part of the current UE configuration:
…//omit
[bookmark: _Toc60776779][bookmark: _Toc156129715]5.3.5.6.5	DRB addition/modification
The UE shall:
1>	for each drb-Identity value included in the drb-ToAddModList that is not part of the current UE configuration (DRB establishment including the case when full configuration option is used):
2>	establish a PDCP entity and configure it in accordance with the received pdcp-Config;
2>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
…omit
3>	else (i.e., UE connected to NR or UE connected to E-UTRA/EPC):
4> if the RRCReconfiguration containing the RadioBearerConfig is applied due to an LTM cell switch execution, and the LTM cell switch is triggered on the MCG:
	5> configure the PDCP entity with the ciphering algorithms associated with MCG and apply the KUPenc key associated with the master key (KgNB);
4>else if the RRCReconfiguration containing the RadioBearerConfig is applied due to an LTM cell switch execution, and the LTM cell switch is triggered on the SCG:
5> configure the PDCP entity with the ciphering algorithms associated with SCG and apply the KUPenc key associated with the secondary key (S-KgNB);
4>	else:
5> configure the PDCP entity with the ciphering algorithms according to securityConfig and apply the KUPenc key associated with the master key (KeNB/KgNB) or the secondary key (S-KgNB/S-KeNB) as indicated in keyToUse;
2>	if the PDCP entity of this DRB is configured with integrityProtection:
3> if the RRCReconfiguration containing the RadioBearerConfig is applied due to an LTM cell switch execution, and the LTM cell switch is triggered on the MCG :
4> configure the PDCP entity with the integrity protection algorithms associated with MCG and apply the KUPint key associated with the master (KgNB);
3>else if the RRCReconfiguration containing the RadioBearerConfig is applied due to an LTM cell switch execution, and the LTM cell switch is triggered on the SCG: 
4> configure the PDCP entity with the integrity protection algorithms associated with SCG and apply the KUPint key associated with the secondary key (S-KgNB);
3>	else:
4> configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master (KeNB/KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
…// omit


[bookmark: _Toc60777338][bookmark: _Toc156130543]–	RadioBearerConfig
The IE RadioBearerConfig is used to add, modify and release signalling, multicast MRBs and/or data radio bearers. Specifically, this IE carries the parameters for PDCP and, if applicable, SDAP entities for the radio bearers.
RadioBearerConfig information element
-- ASN1START
-- TAG-RADIOBEARERCONFIG-START

RadioBearerConfig ::=                   SEQUENCE {
    srb-ToAddModList                        SRB-ToAddModList                                        OPTIONAL,   -- Cond HO-Conn
    srb3-ToRelease                          ENUMERATED{true}                                        OPTIONAL,   -- Need N
    drb-ToAddModList                        DRB-ToAddModList                                        OPTIONAL,   -- Cond HO-toNR
    drb-ToReleaseList                       DRB-ToReleaseList                                       OPTIONAL,   -- Need N
    securityConfig                          SecurityConfig                                          OPTIONAL,   -- Need M
    ...,
    [[
    mrb-ToAddModList-r17                    MRB-ToAddModList-r17                                    OPTIONAL,   -- Need N
    mrb-ToReleaseList-r17                   MRB-ToReleaseList-r17                                   OPTIONAL,   -- Need N
    srb4-ToAddMod-r17                       SRB-ToAddMod                                            OPTIONAL,   -- Need N
    srb4-ToRelease-r17                      ENUMERATED{true}                                        OPTIONAL    -- Need N
    ]],
    [[
    srb5-ToAddMod-r18                       SRB-ToAddMod                                            OPTIONAL,   -- Need N
    srb5-ToRelease-r18                      ENUMERATED{true}                                        OPTIONAL    -- Need N
    ]]
}

SRB-ToAddModList ::=                    SEQUENCE (SIZE (1..2)) OF SRB-ToAddMod

SRB-ToAddMod ::=                        SEQUENCE {
    srb-Identity                            SRB-Identity,
    reestablishPDCP                         ENUMERATED{true}                                        OPTIONAL,   -- Need N
    discardOnPDCP                           ENUMERATED{true}                                        OPTIONAL,   -- Need N
    pdcp-Config                             PDCP-Config                                             OPTIONAL,   -- Cond PDCP
    ...,
    [[
    srb-Identity-v1700                      SRB-Identity-v1700                                      OPTIONAL    -- Need M
    ]],
    [[
    srb-Identity-v1800                      SRB-Identity-v1800                                      OPTIONAL    -- Need M
    ]]
}

DRB-ToAddModList ::=                    SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod

DRB-ToAddMod ::=                        SEQUENCE {
    cnAssociation                           CHOICE {
        eps-BearerIdentity                      INTEGER (0..15),
        sdap-Config                             SDAP-Config
    }                                                                                               OPTIONAL,   -- Cond DRBSetup
    drb-Identity                            DRB-Identity,
    reestablishPDCP                         ENUMERATED{true}                                        OPTIONAL,   -- Need N
    recoverPDCP                             ENUMERATED{true}                                        OPTIONAL,   -- Need N
    pdcp-Config                             PDCP-Config                                             OPTIONAL,   -- Cond PDCP
    ...,
    [[
    daps-Config-r16                         ENUMERATED{true}                                        OPTIONAL    -- Cond DAPS
    ]]
}
DRB-ToReleaseList ::=                   SEQUENCE (SIZE (1..maxDRB)) OF DRB-Identity

SecurityConfig ::=                      SEQUENCE {
    securityAlgorithmConfig                 SecurityAlgorithmConfig                                 OPTIONAL,   -- Cond RBTermChange1
    keyToUse                                ENUMERATED{master, secondary}                           OPTIONAL,   -- Cond RBTermChange
    ...
}

MRB-ToAddModList-r17 ::=                SEQUENCE (SIZE (1..maxMRB-r17)) OF MRB-ToAddMod-r17

MRB-ToAddMod-r17 ::=                    SEQUENCE {
    mbs-SessionId-r17                       TMGI-r17                                                OPTIONAL,   -- Cond MRBSetup
    mrb-Identity-r17                        MRB-Identity-r17,
    mrb-IdentityNew-r17                     MRB-Identity-r17                                        OPTIONAL,   -- Need N
    reestablishPDCP-r17                     ENUMERATED{true}                                        OPTIONAL,   -- Need N
    recoverPDCP-r17                         ENUMERATED{true}                                        OPTIONAL,   -- Need N
    pdcp-Config-r17                         PDCP-Config                                             OPTIONAL,   -- Cond PDCP
    ...
}

MRB-ToReleaseList-r17 ::=               SEQUENCE (SIZE (1..maxMRB-r17)) OF MRB-Identity-r17

-- TAG-RADIOBEARERCONFIG-STOP
-- ASN1STOP
…//omit
	Conditional Presence
	Explanation

	RBTermChange
	The field is absent when RadioBearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE.
The field is mandatory present in case of:
-	set up of signalling and data radio bearer,
-	change of termination point for the radio bearer between MN and SN.
It is optionally present otherwise, Need S.

	RBTermChange1
	The field is absent when RadioBearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE.
The field is mandatory present in case of:
-	set up of signalling and data radio bearer,
-	change of termination point for the radio bearer between MN and SN,
-	handover from E-UTRA/EPC or E-UTRA/5GC to NR,
-	handover from NR or E-UTRA/EPC to E-UTRA/5GC if the UE supports NGEN-DC.
It is optionally present otherwise, Need S.




