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1. [bookmark: _Toc18413600][bookmark: _Toc18404533][bookmark: _Toc18403966]Introduction
[bookmark: OLE_LINK3]In RAN #102 meeting, a SID on solutions for Ambient IoT (Internet of Things) in NR has been agreed in [1].
[bookmark: OLE_LINK22]In this contribution, we will discuss the required control plane functions and related signaling (CP functionality) for AIoT and give our proposals.
2. Discussion
In NR network, the protocol stack for the control plane is shown in figure 1.

Figure 1: NR Control Plane Protocol Stack
About NAS layer necessity in AIoT
Considering the AIoT data payload should be ciphered by NAS or AP layer, encapsulated in NAS and transparent to AS layer, the NAS layer is definitely necessary for AIoT, and the NAS related procedures and functionalities are discussing in SA2 [3], RAN2 can assume that there is NAS PDU in AIoT, and the NAS PDU will be transparent to AS layer.
Proposal 1: RAN2 can assume that there is NAS PDU in AIoT, and the NAS PDU will be transparent to AS layer.

About RRC layer necessity in AIoT
Considering that it has been agreed that there is no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function),etc, the only RRC functions related to AIoT are the following:
-	transfer of AIoT application layer signalling(e.g. inventory, inventory result report, read command, read feedback, write command, write confirmation, device disable command etc)
-	transfer of AIoT device NAS ID
-	transfer of dedicated NAS information, 
-	transfer of device radio capability information
-	coordination between AIoT radio and the NR radio

[bookmark: _GoBack]Considering different AIoT application layer signalling may involve different AIoT Uu singllling procedures, at least the the AIoT application layer signaling type (e.g. the payload size, whether there is subsequent signalling etc) should be known by the reader (e.g. Node B or UE), and should not be ciphered. 
Observation 1: the AIoT application layer signalling type should be visible to AS layer.
RAN2 can discuss where the AIoT application layer signalling is visible to AS layer directly, or NAS transfer the AIoT application layer signalling to several abstract signalling(e.g. UL signalling, DL signalling) with characteristics indication(e.g. the payload size of the subsequent signalling).
Proposal 2: RAN2 discuss how to define the AIoT signalling to transfer the AIoT application layer signaling.

And the AIoT device NAS ID(especially the AIoT device NAS group ID in group paging) also affects the radio resource usage(e.g. the more the devices are included in one paging group, the more more radio resource will be used for RA procedure). and the AIoT device NAS ID will also be used to determine the Device Contention Resolution Identity in RA procedure, the AIoT device NAS ID should also be visible to AS.
Observation 2: The AIoT device NAS ID should also be visible to AS layer.
For the security aspect, the AIoT payload except the AIoT device NAS ID should be ciphered by NAS and including in NAS PDU, which is not visible to AS layer. Whether the NAS PDU is included in AIoT RRC signalling or included in MACPDU directly con be discussed further, e.g. depends on whether RRC layer is necessary in AIoT.
Observation 3: The AIoT payload except the AIoT device NAS ID and AIoT application layer signalling type should be ciphered by NAS and including in NAS PDU.
Proposal 3: RAN2 confirms that the AIoT device NAS ID is visible to AIoT AS layer, and the AIoT payload can be included in NAS PDU and transparent to AS layer.

For the Device radio capability (e.g. the device peak power consumption level, ~1 µW peak power consumption or ≤ a few hundred µW peak power consumption etc), it is necessary to be provided to base station or intermediate node for resource scheduling. Whether the Device radio capability is included in AIoT RRC signalling or included in MAC PDU directly can be discussed further, e.g. depends on whether RRC layer is necessary in AIoT.
Proposal 4: RAN2 confirms that Device radio capability reporting is necessary. Whether it is included in AIoT RRC signaling or included in MAC PDU can be discussed later.

For the coordination between AIoT radio and the NR radio, the SA2 mechanism and RAN3 signalling for topology 2 is relevant. e.g. for topology 2, whether the AIoT signalling is included in the NR NGAP signalling as a NAS PDU, or AIoT signalling is sent to Node B using the same signalling as that in topology 1. If the AIoT signalling is included in the NR NGAP signalling as a NAS PDU, then Node B can only send the AIoT signalling to UE transparently, and UE NAS layer will coordinate with the UE AIoT AS layer, in which case the RRC layer is not essential for AIoT AS protocol stack. If the AIoT signalling is sent to Node B using the same signalling as that in topology 1, then Node B can determine whether to paging the AIoT device directly, or paging the AIoT device by intermediate node(e.g. Node B can paging the AIoT device directly; if not reachable, it can further paging the AIoT device by UE), in which case the RRC layer is suitable to coordinate the AIoT radio and NR radio.
Observation 3: Whether RRC layer is necessary in AIoT AS protocol stack depends on the topology 2 protocol architecture, e.g. for topology 2, whether the AIoT signalling is included in the NR NGAP signalling as a NAS PDU, or AIoT signalling is sent to Node B using the same signalling as that in topology 1.
From RAN2 point of view, same AIoT NGAP signalling for topology 1 and topology 2 is beneficial for Node B resource coordination, e.g. Node B can paging the AIoT device directly when the AIoT device is in the AIoT cell coverage; and when paging the AIoT device by intermediate node(e.g. UE), gNB can coordinate the NR radio resource(e.g. release the NR radio connection or configure a long C-DRX cycle to that UE can communicate with the AIoT device) if the AIoT NGAP signalling is visible to Node B.
Observation 4: From RAN2 point of view, same AIoT NGAP signalling for topology 1 and topology 2 is beneficial for Node B resource coordination.

Proposal 5: RAN2 can make a working assumption that same AIoT NGAP signalling for topology 1 and topology 2 is used, and send LS to SA2 and RAN3 to indicate the RAN2 preference.
Proposal 5a: RAN2 waits for the conclusion on the NGAP signalling design for topology 2 from SA2 and RAN3, and then decide whether RRC signalling is necessary in AIoT AS protocol stack.

About PDCP layer necessity in AIoT
Since there is no radio resource configuration in AIoT radio interface, AS security is not essential for signalling, if available. Thus, from control plain point og view, PDCP layer is not necessary in AIoT protocol stack. 
Proposal 6: It’s suggested PDCP layer is not supported in AIoT CP protocol stack.

About RLC layer necessity in AIoT
Since it has been agreed that there is no RLC ARQ in AIoT, and the RLC segmentation is not so necessary(e.g. for approximately 1000 bits of payload size, a sliding window mechanism with window size of 1 combined with an end of transmission indication would be sufficient). Thus, from CP point of view, the RLC layer is not necessary in AIoT protocol stack.
Proposal 7: It’s suggested RLC layer is not supported in AIoT CP protocol stack.

About MAC and PHY layer necessity in AIoT
For the MAC layer, the same design in UP can be used for CP. 
For the MAC layer, it depends on RAN1 decision. Anyway, PHY layer is necessary 
Based on the above discussion, the overall CP functionality would look like below in Figure 2 for Topology 1, and Figure 3 for Topology 3.
[image: CP stack for TP 1]
Figure 2. AIoT CP protocol stack for topology 1
[image: CP stack for TP 2]
Figure 3. AIoT CP protocol stack for topology 2
3. Conclusion
[bookmark: _Toc18403976][bookmark: _Toc18413612][bookmark: _Toc18404543]According to above discussion on CP aspect, the following proposals are given:
Proposal 1: RAN2 can assume that there is NAS PDU in AIoT, and the NAS PDU will be transparent to AS layer.
Proposal 2: RAN2 discuss how to define the AIoT signalling to transfer the AIoT application layer signaling 
Proposal 3: RAN2 confirms that the AIoT device NAS ID is visible to AIoT AS layer, and the AIoT payload can be included in NAS PDU and transparent to AS layer.
Proposal 4: RAN2 confirms that Device radio capability reporting is necessary. Whether it is included in AIoT RRC signaling or included in MAC PDU can be discussed later.
Proposal 5: RAN2 can make a working assumption that same AIoT NGAP signalling for topology 1 and topology 2 is used, and send LS to SA2 and RAN3 to indicate the RAN2 preference.
Proposal 5a: RAN2 waits for the conclusion on the NGAP signalling design for topology 2 from SA2 and RAN3, and then decide whether RRC signalling is necessary in AIoT AS protocol stack.
Proposal 6: It’s suggested PDCP layer is not supported in AIoT CP protocol stack.
Proposal 7: It’s suggested RLC layer is not supported in AIoT CP protocol stack.
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