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1 Introduction
It was agreed in SID [1] to study on solutions for Ambient IOT in NR.
	E. further research is needed on DO-A (Device-originated autonomous) use cases
· From RAN#104, the study will assess whether the harmonized air interface design (per bullet ‘A’ above) can address the DO-A (Device-originated autonomous) use case, only to identify which part(s) of the harmonized air interface design (per bullet ‘A’ above) is/are not sufficient for the DO-A use case.
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


In this contribution, we will discuss the random access of Ambient IOT.
2 Discussion
[bookmark: OLE_LINK26][bookmark: OLE_LINK27]2.1 Contention-based random access for A-IOT
According to the SID [1], further research is needed on DO-A (Device-originated autonomous) traffic type in RAN#104 meeting, the network triggered random access procedure for DO-DTT and DT traffic types should be discuss first. In the following, we will discuss on the A-IoT device random access procedure for DO-DTT and DT traffic type. 
For DO-DTT and DT traffic type, the random access of A-IOT device should be firstly initiated by network’s triggering similar to NR paging triggered random access. The triggering form network may be inventory or command service request. A-IOT device initiates random access procedure to respond to the control information from the inventory or command signals. 
Proposal 1: A-IOT device initiates random access procedure to respond to the inventory or command control signalling.
In RAN1#116 meeting, the following conclusions of contention-based access procedure for A-IOT device were reached [2].
	From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used. 
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.


For initial inventory to identify multiple A-IoT devices, when a response is expected from multiple devices, an A-IoT contention-based access (CBRA) procedure initiated by the reader is used. For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied. CBRA random access for A-IOT is shown in Figure 1.
Step 0: Access trigger. The reader (e.g. gNB for topology 1, intermediate node UE for topology 2) sends signal to trigger A-IOT device to perform access. The trigger signal may be paging/select/Query/QueryRep/QueryAdjust message. The scheduling information for device subsequent transmission may also include in the message.


Figure 1 CBRA random access for A-IOT
[bookmark: OLE_LINK13]Step 1: A-IOT device sends a sequence like RN16 to reader. During the inventory, after reader sends a query command which contains a Q value, A-IOT device needs to randomly select a value from 0 to 2Q-1 as the initial count value, and when the count value is 0 or it is reduced to 0, A-IOT device can send RN16 which is a 16-bit random or pseudo-random sequences. If the count value of device is not equal to 0, it transmits nothing and waits for the next trigger signal indicating the end of the previous slot and the start of the next slot.
Step 2: Reader acknowledgement the access of A-IOT device. If reader successful reception the RN16, it sends an ACK which at least carries the same RN16 from the A-IOT device. The scheduling information for device next transmission may also include in the ACK. For some cases (e.g. Low collision probability of access), step 1 and 2 may not needed.
Step 3: A-IoT device sends device ID to reader. If the A-IoT device receives the ACK with the same RN16 that it sent in step 1, A-IoT device sends its unique device identity(e.g. like EPC in RFID) to Reader. A-IOT device may also send the device type or capability with the device ID to reader. If ACK is not received or a different RN16 is received, A-IoT device will not transmit the device ID and waits for the next trigger signal.
Step 4: Reader acknowledgement the reception of A-IoT device ID. Reader sends an ACK including at least the same RN16, indicating the A-IoT device is successfully identified. The ACK can also include other information for the subsequent scheduling.
Proposal 2: For CBRA random access procedure for A-IoT, confirm slot-ALOHA based access procedure for RFID as follows can be as the baseline.
· Step 1: A-IOT device sends a sequence like RN16 to reader.
· Step 2: Reader acknowledgement the access of A-IOT device.
· Step 3: A-IoT device sends device ID to reader.
· Step 4: Reader acknowledgement the reception of A-IoT device ID.
After A-IOT device sends device ID to reader, if reader has subsequent transmission with device, the step 4 may not needed. The subsequent transmission implicitly indicates that the step 3 are successful.
Proposal 3: Step 4 in CBRA random access may not be needed if reader has subsequent transmission with device. 
2.2 Contention-free random access for A-IOT
For dedicated inventory or command for a identified A-IoT device, the specific A-IOT device ID will included in trigger signal in step 1. Only the device ID of A-IOT device match the device ID in step 1, it can initiate access, so it can be a contention-free random access (CFRA). CFRA based access procedure is shown in Figure 2.


Figure 2 CFRA random access for A-IOT
Step 0: Access trigger. The reader (e.g. gNB for topology 1, intermediate node UE for topology 2) sends signal to trigger A-IOT device to perform access. The trigger signal may be paging/Query or command (read/write etc.) message which the device ID is include in. 
Step 1: A-IOT device sends device ID to reader. If the A-IoT device correctly reception the trigger signal and find the device ID matched, it sends device ID as response. A-IOT device may also send the device type or capability with the device ID to reader.
Step 2: Reader acknowledgement the reception of A-IoT device ID. After A-IOT device sends device ID to reader, if reader has subsequent transmission with device, the step 2 may not needed. The subsequent transmission implicitly indicates that the step 1 are successful. A-IOT device may also send the device type or capability with the device ID to reader.
Proposal 4: The CFRA random access procedure for A-IOT as follows can be supported in R19.
· Step 1: A-IOT device sends device ID to reader.
· Step 2: Reader acknowledgement the reception of device ID.
Proposal 5: Step 2 in CFRA random access may not be needed if reader has subsequent transmission with device. 
3 Conclusion
[bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK5][bookmark: OLE_LINK8]In this contribution we discuss the random access procedure of A-IOT device, with the following proposals:
Proposal 1: A-IOT device initiates random access procedure to respond to the inventory or command control signalling.
Proposal 2: For CBRA random access procedure for A-IoT, confirm slot-ALOHA based access procedure for RFID as follows can be as the baseline.
· Step 1: A-IOT device sends a sequence like RN16 to reader.
· Step 2: Reader acknowledgement the access of A-IOT device.
· Step 3: A-IoT device sends device ID to reader.
· Step 4: Reader acknowledgement the reception of A-IoT device ID.
Proposal 3: Step 4 in CBRA random access may not be needed if reader has subsequent transmission with device.
Proposal 4: The CFRA random access procedure for A-IOT as follows can be supported in R19.
· Step 1: A-IOT device sends device ID to reader.
· Step 2: Reader acknowledgement the reception of device ID.
Proposal 5: Step 2 in CFRA random access may not needed if reader has subsequent transmission with device.
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