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1. Introduction
In the RAN plenary meeting #102, the A-IoT SID has been approved, as descripted in [1]. In this paper, we would like to analyze whether various control plane functions are needed for the A-IoT system,
2. Discussion
According to [2], RRC layer provides following functions mainly:
-	Broadcast of System Information related to AS and NAS;
-	Paging initiated by 5GC or NG-RAN;
-	Establishment, maintenance and release of an RRC connection between the UE and NG-RAN including:
-	Addition, modification and release of carrier aggregation;
-	Addition, modification and release of Dual Connectivity in NR or between E-UTRA and NR.
-	Security functions including key management;
-	Establishment, configuration, maintenance and release of Signalling Radio Bearers (SRBs) and Data Radio Bearers (DRBs);
-	Mobility functions including:
-	Handover and context transfer;
-	UE cell selection and reselection and control of cell selection and reselection;
-	Inter-RAT mobility.
-	QoS management functions;
-	UE measurement reporting and control of the reporting;
-	Detection of and recovery from radio link failure;
-	NAS message transfer to/from NAS from/to UE.
In the following, we would like to discuss the control-plane functions other than paging one by one. The paging functionality has been addressed in our another accompany paper [3].
2.1 System Information
Firstly, recalled in legacy, according to [2], System Information (SI) consists of Minimum SI and other SI. Specifically, Minimum SI provides the required parameters for initial access and information for acquiring other SI, and other SI contains information such as cell reselection, ETWS, GPS and UTC timing, etc. Generally, system information could be broadcasted to UEs in the periodic way. For example, if the SFO accuracy of A-IoT devices is concluded to be high enough and synchronous RACH procedure is feasible, RACH configuration needs to be broadcast in the SI to enable A-IoT devices to perform RACH procedure. On the other hand, if the SFO accuracy is low, 3GPP might need to adopt the asynchronous system for A-IoT. In such case, there seems no strong need to send some configurations in the periodical way. If there is any configuration required by the A-IoT devices, that could be sent in the on-demand manner. 
In our opinion, although broadcasting system information is good at reducing signalling overhead to provide common control plane message towards devices distributed in the coverage, reception of the periodical system information requires good timing-drift performance of the device. Since by now, other RAN groups, either RAN1 or RAN4 has not made any conclusion on the SFO accuracy of A-IoT devices, we propose RAN2 to defer the discussion of the necessity of the system information.
2.2 Mobility and measurement reporting
In legacy, UE measurement reporting is to trigger mobility in the RRC_connected state. After reception of the measurement configuration including measurement objects and reporting triggering criteria, the UE will perform DL measurement in the configured measurement gap. Subsequently, the UE will report the measurement result towards the network, upon triggering reporting criteria. 
Handover is for the ongoing service continuity, which involves radio resource reservation at the target gNB, UE performing RACH procedure towards the target UE, establishing data bearer at the target gNB, data forwarding to the target gNB, etc. 
Since the WID has already excluded the mobility from the general scope, we think RAN2 can exclude the A-IoT device mobility from discussion. Regarding the intermediate UE mobility, this should be further discussed in topology 2 agenda item.
2.3 RRC Connection maintenance between A-IoT device and the network
Regarding management of the RRC connection between A-IoT devices and the gNB, as stated in the objective of SID [1], no RRC state is considered for A-IoT devices are confirmed, which implies that the legacy RRC state machine to be switched in three states: RRC_Inactive, RRC_Idle, and RRC_Connected is not needed to be maintained. Therefore, RRC connection between A-IoT devices and the gNB, which is dedicated to the RRC_Connected state, does not need to be maintained for A-IoT system.
2.4 AS security functionality and key management
In 5G NR legacy system, for initiating the AS security mechanism, the gNB generates the AS Security Mode Command message based on the selected security algorithms contained in the previous Attach Accept message and sends it to the UE. Then, UE acknowledges with an AS Security Mode Complete message. Finally, the AS security functionality is activated on the following messages between the UE and the gNB. In our opinion, due to the high complexity, we think that A-IoT devices may not be able to support L2 AS security and corresponding functionalities.
2.5 QoS management and radio bearer management aspects.
In legacy 5G NR, for QoS management, the RRC message configures the SDAP PDCP, RLC, logical channel configuration, etc for each radio bearer. Radio bearer management aspects includes establishment, configuration and release of the radio bearers. In our opinion, since the A-IoT traffic is rather simple, i.e., QoS differentiation for the DL and UL data/signalling may be not required, and therefore QoS management and radio bearer management is not needed. 


2.6 Detection of and recovery from radio link failure
According to [2], in legacy 5G NR, radio link failure can be declared in following scenarios:
-	Expiry of a radio problem timer started after indication of radio problems from the physical layer (if radio problems are recovered before the timer is expired, the UE stops the timer)
-	Expiry of a timer started upon triggering a measurement report for a measurement identity for which the timer has been configured while another radio problem timer is running.
-	Random access procedure failure
-	RLC failure
After detection of radio link failure, the UE needs to perform radio link failure: performing certain actions in RRC_Connected state or come back to the RRC_IDLE state to perform the RRC re-establishment. 
In our understanding, since no RRC state is maintained for the A-IoT device, there is no need for the A-IoT device to perform radio link failure detection and recovery
2.7 NAS message transfer to/from NAS from/to UE
In legacy 5G NR, NAS message is accommodated in the RRC container included in the RRC DL/UL Information Transfer message to be transmitted between the UE and the network. If there is still NAS layer and NAS messages for A-IoT, we think such functionality needs to be supported in the AS layer. However, whether to do it in RRC layer or in other layers (e.g. directly in MAC layer) can be further studied.
2.8 Summary 
In conclusion, we think that following functionalities could be excluded from A-IoT system:
· Mobility and measurement reporting
· RRC Connection maintenance between A-IoT device and the network
· AS security functionality and key management
· QoS management and radio bearer management aspects
· Detection of and recovery from radio link failure
Proposal 1: RAN2 excludes following functionalities from A-IoT system:
· Mobility and measurement reporting
· RRC Connection maintenance between A-IoT device and the network
· AS security functionality and key management
· QoS management and radio bearer management aspects
· Detection of and recovery from radio link failure
In addition, following functionalities may need to be supported in the A-IoT system. It can be FFS on which AS layer to accommodate them. 
· System information delivery (at least for synchronous system, if confirmed by RAN1)
· NAS message transfer to/from NAS from/to UE
Proposal 2: RAN2 to study including following functionalities in the A-IoT system, FFS which layer to embed these functions:
· System information delivery (for synchronous system, if confirmed by RAN1)
· NAS message transfer to/from NAS from/to UE
2. Conclusion and proposals
In this paper, following observations and proposals have been made by us:
Proposal 1: RAN2 excludes following functionalities from A-IoT system:
· Mobility and measurement reporting
· RRC Connection maintenance between A-IoT device and the network
· AS security functionality and key management
· QoS management and radio bearer management aspects
· Detection of and recovery from radio link failure
Proposal 2: RAN2 to study including following functionalities in the A-IoT system, FFS which layer to embed these functions:
· System information delivery (for synchronous system, if confirmed by RAN1)
· NAS message transfer to/from NAS from/to UE
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