Page 4
Draft prETS 300 ???: Month YYYY
3GPP TSG-RAN WG2 Meeting #125bis	R2-2402180
Changsha, China, April 15th – 19th, 2024

Agenda Item:	8.2.3.2
Source: 	CATT
[bookmark: OLE_LINK8]Title: 	Discussion on Data Transmission and Protocol Stack of Ambient IoT
Document for: 	Discussion and Decision
[bookmark: _Ref35586532]1. Introduction
In accordance with the SID [1], the Ambient IoT (A-IoT) will be studied in Rel-19. In this contribution, the data transmission and corresponding protocol stack for A-IoT will be discussed.
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


2. Discussion
2.1	 Data transmission
There are two way forwards for the end-to-end data transmission.
For the first option, the data transmission is over the control plane, i.e. via the NAS connection established between device and AMF (could be AMF with A-IoT function or a new network element similar with AMF, which is depends on SA2). So that the data can be protected by the NAS security while AS security is not needed. For the detailed procedure, take the UL transmission as an example, the data is carried on SRB in AS layer and then contained in NAS packet. When gNB as reader receives NAS packet from the device, the gNB forwards the NAS packet to the AMF. Then the AMF will route the data to the server.
For the second option, the data transmission is based on PDU session establishment. Take the legacy mechanism [2] as an example, the PDU session is carried on NG-U tunnel between RAN node and UPF, and data radio bearer between UE and RAN node. On the radio side, the data is protected by AS security. For A-IoT, with considering the limited device capability, it is unclear whether the device can support DRB and AS security. Also, this solution is not fully discussed by SA2.
Based on the analyzation, it can be seen that, the former is simpler and can be supported without obvious challenge. But the how to support the latter is unclear now. From RAN2’s perspective, we could start from the control plane solution, i.e. data transmission via NAS layer, and we could further study the user plane solution if there is progress on SA2/SA3.
Observation 1: For data transmission of A-IoT, contains the data in NAS layer is simpler and can be supported without obvious challenge, while the option of establishes PDU session is not fully studied by SA2 and may be limited by device capability on DRB establishment and AS security.
Proposal 1: From RAN2’s perspective, for A-IoT, data transmission via NAS layer can be studied with high priority.
[bookmark: _GoBack]2.2	 Protocol stack
Based on proposal 1, with the goal of supporting data transmission via NAS layer for A-IoT, the protocol stack is discussed in this section. 
[bookmark: OLE_LINK11]The user plane protocol stack and control plane protocol stack of the NR system is excerpted as figure 1 [2], based on the protocol stacks whether these functions are needed in A-IoT are analysed.


         
     Figure 1(a): Control Plane Protocol stack.           Figure 1(b): User Plane Protocol stack
· MAC: Random access, Scheduling, HARQ;
It has been agreed by RAN1 that the random access procedure is studied. For scheduling function, by managing and allocating the radio resources, the system capacity can be improved especially when there are massive of A-IoT devices. However, the scheduling mechanism depends on the multiple access methods, e.g., TDM and FDM, which are still under discussion of RAN1. For example, if FDM is finalized supported, the NW could schedule multiple devices in parallel with multiple frequency points. The scheduling function can be further discussed by RAN2 based on RAN1 progress. No HARQ according to the SID [1].
Based on the above analyzation, the MAC layer is needed at least supporting random access. The scheduling function can be further discussed based on RAN1 progress.
· RLC: ARQ, Segmentation of upper layer SDU, Transmission modes;
No ARQ according to the SID [1]. According to the TR [3], the maximum message size of data transmission for A-IoT is approximately 1000 bits, that the physical TB size can support it, segmentation is not needed in the first release of Ambient IoT. Since there is no ARQ and segmentation, different transmission modes are also not needed.
Based on the above analyzation, the RLC layer is not needed.
· PDCP: In order delivery, Ciphering and Integrity, Split bearers;
Since there is no ARQ, in order delivery function is not needed. Based on the analyzation in section 2.1, Ciphering and Integrity for AS layer are not needed. For the split bearers function, DRB is not needed based on section 2.1, and takes the device capability into consideration, it is not essential for device to support multiple SRBs, that the function of split bearers is not needed.
Based on the above analyzation, the PDCP layer is not needed.
· [bookmark: OLE_LINK9][bookmark: OLE_LINK10]SDAP: QoS flow mapping
Based on section 2.1, data transmission based on PDU session is not be taken into consideration, that the QoS function is not needed.
Based on the above analyzation, the SDAP layer is not needed.
· RRC: RRC connection, control functions, e.g. legacy paging, mobility, measurement, and so on.
With considering the requirements of A-IoT based on the SID [1], it is not essential to support these legacy control functions for A-IoT. And necessary control functions and data/signalling bear for A-IoT at least could be implemented in MAC layer. But if RRC layer is supported with the ASN.1 structure used, the scalability of the protocol can be better, facilitating subsequent version enhancements.
Based on the above analyzation, the RRC layer can be supported for scalability.
In summary, the figure of Protocol Stack of A-IoT can be summarized as below:


Figure 2: Protocol Stack of A-IoT
[bookmark: OLE_LINK23]The proposals are given as:
Proposal 2: From RAN2’s perspective, the necessity of the protocol layers for A-IoT including:
· MAC layer is needed, at least supporting random access function. The scheduling function can be further discussed based on RAN1 progress;
· [bookmark: OLE_LINK6][bookmark: OLE_LINK7]RLC layer functions including ARQ, Segmentation, Transmission modes are not needed;
· PDCP layer functions including In order delivery, Ciphering and Integrity, Split bearers are not needed;
· SDAP functions including QoS flow mapping is not needed;
· RRC layer can be supported for scalability.
Proposal 3: The protocol stack in Annex can be taken as baseline.
3. Conclusion
In this contribution, the data transmission and corresponding protocol stack for A-IoT are discussed with giving corresponding observation and proposals:
Observation 1: For data transmission of A-IoT, contains the data in NAS layer is simpler and can be supported without obvious challenge, while the option of establishes PDU session is not fully studied by SA2 and may be limited by device capability on DRB establishment and AS security.
Proposal 1: From RAN2’s perspective, for A-IoT, data transmission via NAS layer can be studied with high priority.
Proposal 2: From RAN2’s perspective, the necessity of the protocol layers for A-IoT including:
· MAC layer is needed, at least supporting random access function. The scheduling function can be further discussed based on RAN1 progress;
· RLC layer functions including ARQ, Segmentation, Transmission modes are not needed;
· PDCP layer functions including In order delivery, Ciphering and Integrity, Split bearers are not needed;
· SDAP functions including QoS flow mapping is not needed;
· RRC layer can be supported for scalability.
Proposal 3: The protocol stack in Annex can be taken as baseline.
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5. Annex


Figure 2: Protocol Stack of A-IoT
	4/4	
image1.emf
gNB

PHY

UE

PHY

MAC

RLC

MAC

AMF

RLC

NAS NAS

RRC RRC

PDCP PDCP


oleObject1.bin
gNB


PHY


UE


PHY


MAC


RLC


MAC


AMF


RLC


NAS


NAS


RRC


RRC


PDCP


PDCP



image2.emf
gNB

PHY

UE

PHY

MAC

RLC

MAC

PDCP PDCP

RLC

SDAP SDAP


oleObject2.bin
gNB


PHY


UE


PHY


MAC


RLC


MAC


PDCP


PDCP


RLC


SDAP


SDAP



image3.emf
Reader(gNB/UE)

IoT-PHY

Device

IoT-PHY

IoT-MAC IoT-MAC

AMF

IoT-NAS IoT-NAS

IoT-RRC IoT-RRC


oleObject3.bin
Reader(gNB/UE)


IoT-PHY


Device


IoT-PHY


IoT-MAC


IoT-MAC


AMF


IoT-NAS


IoT-NAS


IoT-RRC


IoT-RRC



image4.emf
Reader(gNB/UE)

IoT-PHY

Device

IoT-PHY

IoT-MAC IoT-MAC

AMF

IoT-NAS IoT-NAS

IoT-RRC IoT-RRC


oleObject4.bin
Reader(gNB/UE)


IoT-PHY


Device


IoT-PHY


IoT-MAC


IoT-MAC


AMF


IoT-NAS


IoT-NAS


IoT-RRC


IoT-RRC



