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1. Introduction
In RAN2#123bis, the following agreements on subsequent CPAC were achieved:
	P5: The candidate and reference configuration for subsequent CPAC can include both MCG and SCG part configurations. It can be up to the NW implementation whether to include the MCG part.
P6: The MN generates the MCG part of the reference configuration (if any), while the SN (source or candidate) generates the SCG part of the reference configuration.
P8: The MN is responsible for the reference configuration generation for MN/SN initiated inter-SN SCPAC.
P10: The MN can request an SCG reference configuration from any of the involved SNs.
P17: RAN2 assumes that the coexistence of subsequent CPAC and legacy CPAC is supported. [Check with RAN3]
For one UE, for CPC only either MN format or SN format (only intra-SN case is possible) is used.
MN format is supported for intra-SN (in addition to SN format) 
Mod P3: UE include the selected SK-counter value in the MN RRC Reconfiguration Complete message when UE selects new SK-counter value as part of S-CPAC execution.



However:
-	the reference configuration is currently not used in the RRC running CR;
-	it is not clear how to ensure that "for CPC only either MN format or SN format (only intra-SN case is possible) is used";
-	how to exactly detect key mismatch on the network side is unclear.
Also, RAN2 did not discuss UE capabilities for SCPAC. In this contribution, we discuss all these aspects.
2. Discussion
2.1	Reference configuration and subsequent CPAC execution procedure
RAN2#121bis has confirmed that the reference configuration of subsequent CPAC follows the similar design as LTM in principle. For the usage of reference configuration in LTM, RAN2 made the following agreements in RAN2#123bis:
RRC
Combination of Ref + Cand configuration will use legacy delta config procedure (simplification of current Running CR), where the UE considers the Ref config as current config and applies the candidate config using legacy delta configuration procedure. 
Will be specified as if it is done in real time, but with R2 understanding that UE implementation is allowed to pre-generate configurations.
No reconfiguration procedure is specified for applying the reference configuration in LTM, the reference configuration is applied as part of the LTM execution procedure. The LTM execution procedure includes details on what is released and what is not, and there is no detail on how to apply the reference configuration, except that this does not mean executing the existing reconfiguration procedures.
In the running RRC CR for SCPAC, when SCPAC execution is triggered, the UE applies the legacy RRC reconfiguration procedure, i.e. in subclause 5.3.5.3, and the reference configuration is not used, so the use of the reference configuration is currently not supported and a new procedure is needed.
According to RAN2 agreement, the reference configuration can include an MCG part, but it can also not include it and in that case, the UE maintains the MCG configuration. This implies two different UE behaviours, one in which the reference configuration includes an MCG part and some part of the current UE MCG/MN configuration is to be cleared and one in which it is not to be cleared. In each case, the details of UE behaviour need to be specified.
Observation 1: To use the reference configuration, a new reconfiguration procedure in which some part of the UE configuration is to be cleared, with two cases, one in which the reference configuration includes and MCG part and one in which the reconfiguration does not include any MCG part, with different UE behaviours in each case.
For MN-configured subsequent CPAC (allowing inter-SN subsequent CPAC), there is the need to perform PDCP re-establishment for all SN-terminated bearers and to do RLC re-establishment for all RLC bearers serving these bearers, which may be MCG or SCG RLC bearers. Depending on the source configuration, a particular DRB may be an MCG, an SCG or a split bearer which may require different handling and it is difficult to determine a procedure to handle every case. The full configuration procedure is already suitable to apply a candidate configuration from any source configuration, so for simplicity, it should be supported.
In addition, RAN2 agreed to support MN-configured SCPAC for intra-SN SCPAC. In this case, the network may be able to provide SCPAC configurations that are suitable, with the legacy delta signalling, regardless of the source configuration, and without the need for full configuration, so there is some use to support the legacy reconfiguration procedures, without using a reference configuration.
Proposal 1: For MN-configured SCPAC execution, support using the existing reconfiguration procedure (i.e. 5.3.5.3), possibly using the fullConfig flag (and then the UE executes 5.3.5.11, like in Rel-15).
For SN-configured subsequent CPAC, i.e. intra-SN subsequent CPAC without MN involvement, it seems even easier to use the legacy reconfiguration procedure with delta signalling. The legacy reconfiguration procedure does not allow to trigger the complete release of the SCG configuration, but if the SN considers it needed, it could initiate the procedure involving the MN and ask the MN to set the mrdc-ReleaseAndAdd flag or even the fullConfig flag in order to also clear the SN-configured DRBs.
Proposal 2: For SN-configured SCPAC execution, support the existing reconfiguration procedure (i.e. 5.3.5.3). If the SN wants to clear the previous configuration, the SN can configure SCPAC via the MN, and ask the MN to set the mrdc-ReleaseAndAdd or the fullConfig flag.
We are open to discuss the "SCPAC complete configuration procedure" regarding the application of reference configuration if time allows.
Proposal 3: Work on a new "SCPAC complete configuration procedure" only if time allows.
2.2 Key mismatch
RAN2 has confirmed that the UE includes the selected sk-counter value in the MN RRCReconfigurationComplete message. However, RAN2 still expects that the MN provides SN keys to the SN in advance and it is not clear how the MN is supposed to know which SN key the SN has selected, and the SN normally does not know the sk-counter values. We see at least two possible solutions:
Solution 1:
1) when the MN provides SN keys to the candidate SN, it also provides the sk-counter value associated with each SN key;
2) upon reception of the RRCReconfigurationComplete message, the MN forwards the received sk-counter value to the (target) SN;
3) the (target) SN can verify whether the sk-counter from the UE is the values associated with the SN key that the SN is using;
4) if there is a mismatch, the SN can ask the MN to perform an explicit reconfiguration with key change.
Solution 2:
1) following the reception of the RRCReconfigurationComplete message from the MN or detection of the RA from the UE, the (target) SN informs the MN of the SN key that it has decided to use (e.g. it sends SN Modification Required message;
2) the MN can see whether the sk-counter from the UE corresponds with the SN key that the (target) SN has decided to use;
3) upon detection of mismatch, the MN can reconfigure the sk-counter/SN key by a legacy reconfiguration message;

Proposal 4: To detect the key mismatch using the sk-counter value sent by the UE to the MN, chose either solution 1 or solution 2
Solution 1:
1. when the MN provides SN keys to the candidate SN, it also provides the sk-counter value associated with each SN key;
2. upon reception of the RRCReconfigurationComplete message, the MN forwards the received sk-counter value to the (target) SN;
3. the (target) SN can verify whether the sk-counter from the UE is the value associated with the SN key that the SN is using;
4. If there is a mismatch, the SN can ask the MN to reconfigure the sk-counter/SN key by a legacy reconfiguration message.
Solution 2:
1. following the reception of the RRCReconfigurationComplete message from the MN or detection of RA from the UE, the (target) SN informs the MN of the SN key that it has decided to use (e.g. it sends SN Modification Required message;
2. the MN can see whether the sk-counter from the UE corresponds with the SN key that the (target) SN has decided to use;
3. upon detection of mismatch, the MN can reconfigure the sk-counter/SN key by a legacy reconfiguration message.
2.3 UE capabilities
The MN-initiated inter-SN SCPAC, SN-initiated inter-SN SCPAC and SN-initiated intra-SN SCPAC are introduced in this WI. The SCPAC candidate configurations can be provided to UE in either MN format or SN format of RRC message. Separate UE capabilities should be defined accordingly. 
[bookmark: _Hlk149575035]Proposal 5: Define the following UE capabilities:
· MN-initiated inter-SN SCPAC (MN-configured, MN event)
· MN-configured SN-initiated inter-SN or intra-SN SCPAC (MN-configured, SN event)
· SN-configured SN-initiated intra-SN SCPAC (SN configured, SN event)
2.4 Coexistence of MN-configured and SN-configured (S)CPAC
In Rel-17, the coexistence of SN-initiated Rel-17 CPC and Rel-16 CPC (intra-SN CPC without MN involvement) is supported without introducing any coordination. This implies that the UE can store and handle MN-configured and SN-configured CPC, without even the need for a specific UE capability. However, RAN2 agreed that only either MN format or SN format for Rel-18 subsequent CPC is used for one UE, i.e. the coexistence of inter-SN SCPAC and intra-SN SCPAC without MN involvement is not supported. At the same time, RAN2 has agreed to support the coexistence of subsequent CPAC and legacy CPAC.
If the coexistence of MN and SN format is not supported for subsequent CPC, it is  whether the coexistence of MN-configured Rel-16 CHO/Rel-17 CPAC and SN-configured SCPAC is supported, and whether the coexistence of SN-configured Rel-16 CPC and MN-configured SCPAC. If these are supported, there does not seem to be any reason to exclude coexistence of Rel-18 MN-configured SCPAC and SN-configured SCPAC.
In addition, to avoid that SCPAC is configured by the MN and the SN simultaneously, additional MN-SN coordination is necessary, while if coexistence is supported, no work is required.
Proposal 6: RAN2 discuss whether the coexistence of MN-configured Rel-16 CHO/Rel-17 CPAC and SN-configured SCPAC, and of SN-configured Rel-16 CPC and MN-configured SCPAC is supported.
Proposal 7: If it is supported, Rel-18 MN-configured SCPAC and SN-configured SCPAC can be configured simultaneously (no specification impact).
3. Conclusion
In this contribution, we further discussed the remaining issues on subsequent CPAC, and proposed the following:
Reference configuration and subsequent CPAC execution procedure
Proposal 1: For MN-configured SCPAC execution, support using the existing reconfiguration procedure (i.e. 5.3.5.3), possibly using the fullConfig flag (and then the UE executes 5.3.5.11, like in Rel-15).
Proposal 2: For SN-configured SCPAC execution, support the existing reconfiguration procedure (i.e. 5.3.5.3). If the SN wants to clear the previous configuration, the SN can configure SCPAC via the MN, and ask the MN to set the mrdc-ReleaseAndAdd or the fullConfig flag.
Proposal 3: Work on a new "SCPAC complete configuration procedure" only if time allows.
Key mismatch
Proposal 4: To detect the key mismatch using the sk-counter value sent by the UE to the MN, chose either solution 1 or solution 2
Solution 1:
5. when the MN provides SN keys to the candidate SN, it also provides the sk-counter value associated with each SN key;
6. upon reception of the RRCReconfigurationComplete message, the MN forwards the received sk-counter value to the (target) SN;
7. the (target) SN can verify whether the sk-counter from the UE is the value associated with the SN key that the SN is using;
8. If there is a mismatch, the SN can ask the MN to reconfigure the sk-counter/SN key by a legacy reconfiguration message.
Solution 2:
4. following the reception of the RRCReconfigurationComplete message from the MN or detection of RA from the UE, the (target) SN informs the MN of the SN key that it has decided to use (e.g. it sends SN Modification Required message;
5. the MN can see whether the sk-counter from the UE corresponds with the SN key that the (target) SN has decided to use;
6. upon detection of mismatch, the MN can reconfigure the sk-counter/SN key by a legacy reconfiguration message.
UE capabilities
Proposal 5: Define the following UE capabilities:
· MN-initiated inter-SN SCPAC (MN-configured, MN event)
· MN-configured SN-initiated inter-SN or intra-SN SCPAC (MN-configured, SN event)
· SN-configured SN-initiated intra-SN SCPAC (SN configured, SN event)
Coexistence of MN-configured and SN-configured (S)CPAC
Proposal 6: RAN2 discuss whether the coexistence of MN-configured Rel-16 CHO/Rel-17 CPAC and SN-configured SCPAC, and of SN-configured Rel-16 CPC and MN-configured SCPAC is supported.
Proposal 7: If it is supported, Rel-18 MN-configured SCPAC and SN-configured SCPAC can be configured simultaneously (no specification impact).



