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[bookmark: _Ref165266342]Introduction
A WID on Further NR mobility enhancements [1] has been approved. In the WID, one of the objectives is to specify mechanism and procedures of NR-DC with selective activation of the cell groups, as described below:
	2. To specify mechanism and procedures of NR-DC with selective activation of the cell groups (at least for SCG) via L3 enhancements:
· To allow subsequent cell group change after changing CG without reconfiguration and re-initiation of CPC/CPA [RAN2, RAN3, RAN4]
Note 5: A harmonized RRC modelling approach for objectives 1 and 2 could be considered to minimize the workload in RAN2.


In RAN2#122 meeting [2], RAN 2 agreed terminology is “Subsequent CPAC”. In this contribution, we provide our understandings for the remaining issues of selective activation of the cell groups (i.e. subsequent CPAC). 
The following remaining issues captured in the running CR [3] can be discussed:
· ENs for the configuration of subsequent CPAC 
· Editor’s Note: FFS on how to configure the subsequent execution conditions configuration. 
· Editor’s Note: FFS on how updates to subsequent target configurations are done.
· ENs for UE behaviours when other mobility operation occurs
· Editor’s Note: FFS on how to start conditional reconfiguration evaluation for subsequent CPAC for the following cases: after SCG is release；upon pscell change/addition completion；upon pcell change completion.
· ENs for the reference and delta configuration
· Editor’s Note: Wait for LTM on the complete configuration generation/application related part.
· Editor’s Note: FFS on whether to rely on the full configuration procedure as specified in 5.3.5.11 or new complete configuration procedure when the UE applies a complete configuration.
· Editor’s Note: FFS whether to restrict full configuration flag for subsequent CPAC candidate configuration if complete configuration procedure is used.
· Editor’s Note: FFS whether to have separate handling on execution for subsequent CPAC configured using MN format and SN format.
· Editor’s Note: FFS on the IE/message to transfer the reference configuration.
· EN for the security of subsequent CPAC
· Editor note: whether to remove the selected SK-Counter upon security update.
· Editor’s Note: FFS on how to remove the entries within the VarServingSecurityCellSetID when NW explicitly removes all the SCPAC configurations.
· Editor’s Note: FFS on the how to update/release the sk-counters.
· Editor’s Note: FFS on how to guarantee the validity of sourceSecurityCellSetID after normal PSCell change, i.e. leave to NW implementation.
· Editor’s Note: FFS on the maximum number of maxSecurityCellSet-r18 and maxSK-Counter-r18.
Discussion
The configuration of subsequent CPAC
FFS on how to configure the subsequent execution conditions configuration.
Both subsequent CPC and subsequent CPA are supported in Rel-18, and one candidate PSCell configuration can be used for both CPA and CPC with different execution conditions. Hence, how to configure the subsequent execution for CPC and CPC conditions configuration should be discussed separately.
1) For subsequent CPC
For subsequent CPC, in previous meetings, RAN2 has agreed for SN/MN initiated subsequent CPAC, the candidate SN generates execution conditions for subsequent CPC. But how to provide the conditions generated by candidate SN to UE via RRC signalling is FFS. There are two options can be considered for the configuration of execution conditions generated by candidate SN.
· Option 1: Using nested configuration to configure the execution conditions generated by candidate SN. 
For option 1, the execution conditions can be included in the candidate cell configuration (i.e. the RRCReconfiguration associated with the candidate PSCell), and the execution conditions for subsequent CPC are contains in the conditionalReconfiguration included in the RRCReconfiguration.
· Option 2: Introducing a new field in CondReconfigToAddMod IE to include a list of execution conditions generated by candidate SN. Each condition included in the list is associated with one candidate cell. Option 2 is the method captured in the 38.331 running CR for subsequent CPAC [3]
For option 2, when the UE executes CPAC and applies the candidate configuration in the CondReconfigToAddMod, these conditions can be used for subsequent CPC.
Because RAN2 has agreed “Will not spend specific efforts for supporting nested configurations for candidate cell configuration.” Hence, option 1 is de-prioritized and option 2 is a more straightforward method.
Proposal 1：The following method can be considered for the configuration of execution conditions generated by the candidate SN for subsequent CPC.
· A new field can be introduced in CondReconfigToAddMod IE to include a list of execution conditions generated by candidate SN. Each condition included in the list is associated with one candidate cell. (already captured in the running CR)
2) For subsequent CPA
For subsequent CPA, s simple way is to introduce a new field to configure the subsequent CPA condition which differs from the conditions of subsequent CPC. 
In the 38.331 running CR for subsequent CPAC [3], whether subsequentCondReconfig is configured can be used to indicate the support of subsequent CPAC or not for the conditional configuration. Hence, similar to the execution conditions for subsequent CPC, the CPA condition can also be included in the SubsequentCondReconfig IE.
The following ASN.1 example can be considered (the 38.331 running CR for subsequent CPAC as the reference [3]): 
CondReconfigToAddModList information element
-- ASN1START
-- TAG-CONDRECONFIGTOADDMODLIST-START

CondReconfigToAddModList-r16 ::= SEQUENCE (SIZE (1.. maxNrofCondCells-r16)) OF CondReconfigToAddMod-r16

CondReconfigToAddMod-r16 ::=     SEQUENCE {
    condReconfigId-r16               CondReconfigId-r16,
    condExecutionCond-r16            SEQUENCE (SIZE (1..2)) OF MeasId                      OPTIONAL,    -- Need M
    condRRCReconfig-r16              OCTET STRING (CONTAINING RRCReconfiguration)          OPTIONAL,    -- Cond condReconfigAdd
    ...,
    [[
    condExecutionCondSCG-r17         OCTET STRING (CONTAINING CondReconfigExecCondSCG-r17) OPTIONAL     -- Need M
]]
[[
subsequentCondReconfig-r18       SubsequentCondReconfig-r18                            OPTIONAL     -- Need M
securityCellSetId-r18            SecurityCellSetId-r18                                 OPTIONAL     -- Need M
]]
}

CondReconfigExecCondSCG-r17 ::=  SEQUENCE (SIZE (1..2)) OF MeasId

SubsequentCondReconfig-r18 ::=   SEQUENCE {
condExecutionCondToReleaseList-r18   CondExecutionCondToReleaseList-r18                OPTIONAL,   -- Need N
condExecutionCondToAddModList-r18    CondExecutionCondToAddModList-r18                 OPTIONAL    -- Need N
condExecutionCondCPA-r18             SEQUENCE (SIZE (1..2)) OF MeasId                  OPTIONAL,   -- Need M
}

CondExecutionCondToAddModList-r18 ::= SEQUENCE (SIZE (1.. maxNrofCondCells-r16)) OF CondExecutionCondToAddMod-r18

CondExecutionCondToAddMod-r18 ::=    SEQUENCE {
condReconfigId-r16               CondReconfigId-r16,
condExecutionCond-r16       ::=  SEQUENCE (SIZE (1..2)) OF MeasId                     OPTIONAL,    -- Need M
CondReconfigExecCondSCG-r17 ::=  SEQUENCE (SIZE (1..2)) OF MeasId                     OPTIONAL     -- Need M
}

CondExecutionCondToReleaseList-r18 ::= SEQUENCE (SIZE (1.. maxNrofCondCells-r16)) OF condReconfigId-r16

	SubsequentCondReconfig field descriptions

	condExecutionCondCPA 
Contains the execution condition for subsequent CPA execution. If the field is present, the configuration of candidate PSCells can be used for subsequent CPA after SCG release. The execution condition for subsequent CPA is used for conditional reconfiguration evaluation for the candidate cells to trigger CPA after SCG release.



The condExecutionCondCPA can be introduced to configure the CPA condition. And the condExecutionCondCPA is generated by MN and the associated measId(s) refer to the measConfig associated with MCG. 
Proposal 2: A new field (i.e. condExecutionCondCPA) can be introduced in SubsequentCondReconfig IE for the execution condition of subsequent CPA. And the above ASN.1 structure can be considered.
FFS on how updates to subsequent target configurations are done
In 38.331 running CR, both legacy CPAC and subsequent CPAC use the same signalling for configuration. Naturally, legacy signalling CondReconfigToAddModList-r16 and CondReconfigToRemoveList-r16 can be used to update the candidate/target configuration for subsequent CPAC, which is similar to the legacy CPAC.
Proposal 3: The legacy signalling CondReconfigToAddModList-r16 and CondReconfigToRemoveList-r16 can be used to update the candidate configuration for subsequent CPAC (similar to the legacy CPAC).
1.1 How to start evaluation for subsequent CPAC 
FFS on how to start conditional reconfiguration evaluation for subsequent CPAC for the following cases: after SCG is release；upon pscell change/addition completion；upon pcell change completion.
1) After SCG release
RAN2 has agreed “If there are maintained subsequent CPAC configurations with CPA execution conditions after SCG release, the maintained configurations can be used for the subsequent CPA execution”. 
To support subsequent CPA, UE shall evaluate the CPA execution condition (i.e. condExecutionCondCPA) after SCG release. To follow the similar design of UE behaviours after CPC, the UE shall replace the initial execution conditions (i.e. condExecutionCond) using the value indicated by the CPA execution condition. 
For the maintained subsequent CPAC configurations without CPA execution conditions, the maintained configurations cannot be used for the subsequent CPA execution. To avoid unnecessary evaluation and uncontrolled UE behaviours, UE shall remove the initial execution conditions (i.e. condExecutionCond) included in the maintained subsequent CPAC configurations without CPA execution conditions.
The below TP can be considered:
	[bookmark: _Toc60776761][bookmark: _Toc146780718]5.3.5.4	Secondary cell group release
The UE shall:
1>	as a result of SCG release triggered by E-UTRA (i.e. (NG)EN-DC case) or NR (i.e. NR-DC case):
2>	reset SCG MAC, if configured;
2>	for each RLC bearer that is part of the SCG configuration:
3>	perform RLC bearer release procedure as specified in 5.3.5.5.3;
2>	for each BH RLC channel that is part of the SCG configuration:
3>	perform BH RLC channel release procedure as specified in 5.3.5.5.10;
2>	release the SCG configuration;
2>	remove all the entries within the SCG VarConditionalReconfig, if any;
2>	if SCG release was triggered by NR (i.e. NR-DC case):
3>	remove all the entries in the condReconfigList within the MCG VarConditionalReconfig for which the RRCReconfiguration within condRRCReconfig does not include the masterCellGroup with reconfigurationWithSync and for which subsequentCondReconfig is not present, if any;
2>	else (i.e. EN-DC case):
3>	perform VarConditionalReconfiguration CPC removal as specified in TS 36.331 [10] clause 5.3.5.9.7;
2>	stop timer T310 for the corresponding SpCell, if running;
2>	stop timer T312 for the corresponding SpCell, if running;
2>	stop timer T304 for the corresponding SpCell, if running.
2>	for each condReconfigId within the VarConditionalReconfig:
3>	if condExecutionCondCPA is configured in subsequentCondReconfig:
4>	replace condExecutionCond within the VarConditionalReconfig with the value of condExecutionCondsubCPA;
3>	else:
4>	remove condExecutionCond within the VarConditionalReconfig;
3>	initiate the conditional reconfiguration evaluation procedure, as specified in 5.3.5.13.4;
NOTE:	Release of cell group means only release of the lower layer configuration of the cell group but the RadioBearerConfig may not be released.



Proposal 4: After SCG release, UE shall use the CPA execution condition (i.e. condExecutionCondCPA in P2) to replace the initial execution conditions (i.e. condExecutionCond) and then initiate the conditional reconfiguration evaluation. 
Proposal 5: If the CPA execution conditions is not configured, UE shall remove the initial execution conditions in the maintained subsequent CPAC configurations after SCG release. 
2) Upon PSCell change/addition completion and Upon PCell change completion
In previous meeting, RAN2 has reached the following agreements for UE behaviours when other mobility occurs:
	· UE autonomously releases the subsequent CPAC configurations in the following cases: upon RRC re-establishment and RRC release (to RRC_IDLE and/or RRC_INACTIVE)
· No need for an optimized single-indication-release of CPAC configuration. Can rely on explicit release for other cases.



Based on above agreements, upon PSCell change/addition or PCell change, UE will not autonomously releases the subsequent CPAC configurations and may maintain some candidate configurations for subsequent CPAC. How to start the conditional reconfiguration evaluation for subsequent CPAC is FFS. 
In current specification [3], the PSCell change/addition completion and PCell change completion don’t trigger that UE autonomously stops the conditional reconfiguration evaluation, if network adds or modifies conditional reconfiguration, UE will re-start the evaluation. If the network doesn’t reconfigure the maintained conditional reconfiguration, it means the maintained subsequent CPAC configurations are valid and the ongoing conditional reconfiguration evaluation are useful and don’t need to be re-started.
Hence, no specification changes is needed for UE behaviour to start conditional reconfiguration evaluation for subsequent CPAC upon PSCell change/addition completion and upon PCell change completion. These issue can be solved by NW configuration.
Proposal 6: No specification changes is needed for UE behaviour to start conditional reconfiguration evaluation for subsequent CPAC upon PSCell change/addition completion and upon PCell change completion.

1.2 Reference and delta configuration
How to generate and apply the complete configuration
For the above issue, the following FFSs can be discussed:
· FFS whether to have separate handling on execution for subsequent CPAC configured using MN format and SN format.
· FFS on whether to rely on the full configuration procedure as specified in 5.3.5.11 or new complete configuration procedure when the UE applies a complete configuration.
· FFS whether to restrict full configuration flag for subsequent CPAC candidate configuration if complete configuration procedure is used.
In previous meeting, how to perform the execution of subsequent CPAC has been discussed and RAN2 prefer it solved by a simple solution.
For SN-format, the reference and candidate configuration can only include SCG part configuration. But for MN-format, the reference and candidate configuration for subsequent CPAC can include the MCG and SCG part configuration. For different format, the content of the complete configuration generated based on the candidate and reference configuration are different. Hence, the separate handling is needed on the execution for subsequent CPAC configured using MN format and SN format.
For SN format, a simple way has been provided in [4] and the UE releases the SCG (including the SCG configuration) and applies the generated complete configuration according to the Rel-15 delta reconfiguration procedure. The method can be confirmed by RAN2.
Proposal 7: For SN format, when the UE executes the subsequent CPAC, the UE releases the SCG and then applies the generated complete configuration.
For MN format, [4] provided a methods that at execution of MN-configured subsequent CPC (needed for inter-SN subsequent CPAC), the UE applies the generated complete configuration according to the Rel-15 full configuration procedure (5.3.5.11). It is a simple and straightforward way, but it results in the interruption of MCG transmission. Actually, network configuration can guarantee the UE configuration is correct when UE directly applies the complete configuration based on the legacy procedure. If needed, the full configuration flag can be included in the reference or candidate configuration, based on the network implementation. Based on above analyses, there is no spec change for the execution of subsequent CPAC with MN format.
Proposal 8: When the UE executes the subsequent CPAC configured by MN format, the UE applies the generated complete configuration based on the legacy procedure. It is left to network configuration to guarantee the UE configuration is correct and the full configuration flag can be included in the reference or candidate configuration if needed, based on the network implementation. 
1.3 Security issues for subsequent CPAC
Whether to remove the selected SK-Counter upon security update.
RAN2 agreed to provide multiple sk-Counters for one candidate SN and a sk-Counter list associated with one candidate SN can be pre-configured by the network. Naturally, the simple way is that UE always selects the first unused entry in the sk-Counter list that corresponds to the candidate SN. 
In the post email discussion for subsequent CPAC security [5], there are two methods have been provided for how to handle the used Sk-counter to ensure the UE can always select the first unused SK-counter in SK-counter list. 
· Method 1: The SK-counter is marked as used within the list after generation of SN key.
· Method 2: The UE can remove the selected sk-Counter from the sk-Counter list upon security update.
Actually, we don’t need to specify how to handle the used sk-Counter by UE. And based on UE implementation, UE can always select the first unused sk-Counter in the sk-Counter list.
Proposal 9：Upon security update, the UE always selects the first unused entry in the sk-Counter list that corresponds to the candidate SN. It is up to UE implementation to ensure the UE can select the first unused sk-Counter in the sk-Counter list and the UE doesn’t need to autonomously remove the selected SK-Counter.
How to update/release the sk-counters
In [3], the rapporteur has captured a method for the addition/modification/removal of sk-Counter configurations, which is specified in clause 5.3.5.13.x2 in the running CR, as shown below:
	5.3.5.13.x2	sk-Counter configuration addition/modification/removal
The UE shall:
1>	for each securityCellSetId received in the sk-CounterConfigToAddModList IE:
2>	if an entry with the matching securityCellSetId exists in the sk-CounterConfigToAddModList within the VarConditionalReconfig:
3>	replace the sk-CounterList within the VarConditionalReconfig with the value received for this securityCellSetId;
2>	else:
3>	add a new entry for this securityCellSetId within the VarConditionalReconfig;
1>	for each securityCellSetId value included in the sk-CounterConfigToRemoveList that is part of the current sk-CounterConfigToAddModList in VarConditionalReconfig:
2>	remove the entry with the matching securityCellSetId from the sk-CounterConfigToAddModList;



In [3], the network can add/modify/remove the sk-Counters via the add/mod/remove list, which is a common method to update the configuration stored in the UE variable. Hence, RAN2 can confirm the method for the addition/modification/removal of sk-Counter configurations.
Proposal 10: RAN2 should confirm the network adds/modifies/removes the sk-Counters via the add/mod/remove list, i.e. the sk-CounterConfigToAddModList and the sk-CounterConfigToRemoveList (already captured in the running CR)
How to remove the entries within the VarServingSecurityCellSetID when NW explicitly removes all the SCPAC configurations.
In Running CR [3], VarServingSecurityCellSetID has been introduced to include the security cell set ID of serving PSCell. For the above issue, there are two methods can be considered when NW explicitly removes all the SCPAC configurations:
Option 1: The UE autonomously remove the entries within the VarServingSecurityCellSetID
Option 2: The network explicitly removes the entries within the VarServingSecurityCellSetID
Proposal 11: When NW explicitly removes all the SCPAC configurations, the following options can be considered to remove the entries within the VarServingSecurityCellSetID:
· Option 1: The UE autonomously remove the entries within the VarServingSecurityCellSetID
· Option 2: The network explicitly removes the entries within the VarServingSecurityCellSetID

FFS on how to guarantee the validity of sourceSecurityCellSetID after normal PSCell change, i.e. leave to NW implementation.
In Running CR [3], the entry in VarServingSecurityCellSetID can be added/updated by network, which is specified in clause 5.3.5.13.1 in the running CR, as shown below:
	1>	if the ConditionalReconfiguration contains the servingSecurityCellSetId:
2>	if the current VarServingSecurityCellSetID includes servingSecurityCellSetId: 
3>	replace the servingSecurityCellSetId value within VarServingSecurityCellSetID with the received servingSecurityCellSetID;
2>	else:
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]3>	store the received servingSecurityCellSetId within VarServingSecurityCellSetID.


After normal PSCell change, the network can update the servingSecurityCellSetId value within VarServingSecurityCellSetID based on network implementation, and there is no extra spec impact.
Proposal 12: After normal PSCell change, the network can update the servingSecurityCellSetId value within VarServingSecurityCellSetID based on network implementation (there is no extra spec impact).
FFS on the maximum number of maxSecurityCellSet-r18.
For the case where all candidate PSCells and the serving PSCells are from different SNs, all candidate PSCells and the serving PSCell should be associated with different security cell sets. Hence, the maximum number of maxSecurityCellSet-r18 should be the maximum number of conditional candidate SpCells (maxNrofCondCells) plus 1, i.e. 9.
[bookmark: _GoBack]Proposal 13: The maximum number of maxSecurityCellSet-r18 is 9 (i.e. maxNrofCondCells+1).
Conclusions
According to the analysis given above, we have the following observations and proposals:
2.1 The configuration of subsequent CPAC
Proposal 1：The following method can be considered for the configuration of execution conditions generated by the candidate SN for subsequent CPC.
· A new field can be introduced in CondReconfigToAddMod IE to include a list of execution conditions generated by candidate SN. Each condition included in the list is associated with one candidate cell. (already captured in the running CR)
Proposal 2: A new field (i.e. condExecutionCondCPA) can be introduced in SubsequentCondReconfig IE for the execution condition of subsequent CPA. And the above ASN.1 structure can be considered.
Proposal 3: The legacy signalling CondReconfigToAddModList-r16 and CondReconfigToRemoveList-r16 can be used to update the candidate configuration for subsequent CPAC (similar to the legacy CPAC).
2.2	How to start evaluation for subsequent CPAC
Proposal 4: After SCG release, UE shall use the CPA execution condition (i.e. condExecutionCondCPA in P2) to replace the initial execution conditions (i.e. condExecutionCond) and then initiate the conditional reconfiguration evaluation. 
Proposal 5: If the CPA execution conditions is not configured, UE shall remove the initial execution conditions in the maintained subsequent CPAC configurations after SCG release. 
Proposal 6: No specification changes is needed for UE behaviour to start conditional reconfiguration evaluation for subsequent CPAC upon PSCell change/addition completion and upon PCell change completion.
2.3	Reference and delta configuration
Proposal 7: For SN format, when the UE executes the subsequent CPAC, the UE releases the SCG and then applies the generated complete configuration.
Proposal 8: When the UE executes the subsequent CPAC configured by MN format, the UE applies the generated complete configuration based on the legacy procedure. It is left to network configuration to guarantee the UE configuration is correct and the full configuration flag can be included in the reference or candidate configuration if needed, based on the network implementation. 
2.4	Security issues for subsequent CPAC
Proposal 9：Upon security update, the UE always selects the first unused entry in the sk-Counter list that corresponds to the candidate SN. It is up to UE implementation to ensure the UE can select the first unused sk-Counter in the sk-Counter list and the UE doesn’t need to autonomously remove the selected SK-Counter.
Proposal 10: RAN2 should confirm the network adds/modifies/removes the sk-Counters via the add/mod/remove list, i.e. the sk-CounterConfigToAddModList and the sk-CounterConfigToRemoveList (already captured in the running CR)
Proposal 11: When NW explicitly removes all the SCPAC configurations, the following options can be considered to remove the entries within the VarServingSecurityCellSetID:
· Option 1: The UE autonomously remove the entries within the VarServingSecurityCellSetID
· Option 2: The network explicitly removes the entries within the VarServingSecurityCellSetID
Proposal 12: After normal PSCell change, the network can update the servingSecurityCellSetId value within VarServingSecurityCellSetID based on network implementation (there is no extra spec impact).
Proposal 13: The maximum number of maxSecurityCellSet-r18 is 9 (i.e. maxNrofCondCells+1).
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