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1. Introduction
At RAN2 #122[1], the following was agreed.  
· For subsequent CPAC it is useful to support use of A3 A5
· A3 A5 is supported with SN-initiated subsequent CPAC
· For MN-initiated subsequent CPAC,  MN initially triggers the candidate cell preparation of subsequent CPAC procedure, i.e. MN triggers the procedure as defined in Section 10.5.2 and Section 10.2.2 of TS 37.340 in the endorsed running CR.
· For SN-initiated inter-SN subsequent CPAC, SN initially triggers the candidate cell preparation of subsequent CPAC procedure, i.e. source SN triggers the procedure as defined in Section 10.5.2 of TS 37.340 in the endorsed running CR.
· (option2): For MN-initiated subsequent CPAC, the execution condition configuration is provided as following:
　　　・MN generates the execution conditions (A4 event) for initial CPAC execution, and the measID refers to the measurement configuration associated with MCG;
　　　・candidate SN generates the execution conditions (A3/A5 event)  for subsequent CPC execution, and the measID refers to the measurement configuration associated with SCG.
· UE autonomously releases the subsequent CPAC configurations in the following cases: upon RRC re-establishment and RRC release (to RRC_IDLE and/or RRC_INACTIVE)
· No need for an optimized single-indication-release of CPAC configuration. Can rely on explicit release for other cases.
· Will support the SA3 solution, i.e. update of Sk-counter at inter-SN-mobility, based on pre-configured multiple Sk-counter. UE need to know when Sk counter need to change.
· Detailed solution discussed in long Post-meeting email discussion
In this paper, we discussed about more detail of NR-DC with selective activation of the cell groups.
2. Discussion
2.1 Procedure of Subsequent CPAC
In RAN2#119bis-e meeting, RAN2 agreed the UE continues the evaluating of the execution condition of candidate cell, however, the timing when the UE starts evaluating of the execution condition was not discussed.
	· Baseline procedure to support subsequent secondary cell group change (FFS if UE keeps all configurations or if those are indicated by the network, FFS support of nested configs):
a. Step 1: when the execution condition of a CPC candidate PScell is met, a UE performs the execution of CPC towards this candidate PScell. 
b. Step 2: After finishing the PSCell addition or change, the UE doesn’t release conditional configuration of other candidate PSCells for subsequent CPAC, the UE continues evaluating the execution conditions of other candidate PScells. 
c. Step 3: When the execution condition of a candidate PScell is met, the UE performs the execution of CPC towards this candidate PSCell.


In Rel-17, the UE starts the evaluation of execution condition upon receiving conditional reconfiguration from MN. However, in subsequent CPAC, the UE needs to start evaluation of execution condition without indication from MN after PSCell change for subsequent PSCell change. Therefore, we think RAN2 should clarify when to start condition evaluation for subsequent PSCell change.
Proposal 1: RAN2 to clarify when to start condition evaluation for subsequent PSCell change.
In subsequent CPAC, RAN2 did not discuss about failure cases. In Rel-17, RAN2 agreed SCGFailureInformation procedure can be taken as the baseline for CPAC failure ‎handling in Rel-17 ‎scenarios. On SON discussion in last meeting, RAN2 agreed that UE log the CPAC related information (such as first triggered event, time duration, if any). For subsequent CPAC, it is useful for the UE to send the same SCGFailureInformation as CPAC. Then, if UE needs to send the subsequent CPAC specific information for failure handling, RAN2 to clarify the detail of failure message. For example, if the UE fails the random access to target-SN, the UE sends SCGFailureInformation to NW for indication of random-access problems. In Rel-17 CPAC, the UE removes all candidate configuration upon applying RRCReconfiguration. However, in subsequent CPAC, since the UE maintains conditional reconfiguration for subsequent PSCell change, it may occur some problems and then, it may need failure recovery procedure enhancement. As one example of enhancement, in subsequent CPAC, it may be beneficial to use the recovery procedure for SCG failure with stored candidate configurations, for example UE applies another candidate configuration which satisfies condition as new PSCell or, UE reports candidate cells which satisfy conditions to NW.  
Proposal 2: The SCGFailureInformation message with CPAC related information can be reused for failure handling procedure in subsequent CPAC. FFS whether subsequent CPAC-specific information is included in SCGFailureInformation. 
Proposal 3: In subsequent CPAC failure cases, utilizing stored candidate cell information and evaluation results are beneficial in failure recovery.

2.2 Security Issue
[bookmark: _Hlk142264753]In Rel-17, the UE derives the new KSN when sk-counter value is included in RRCReconfiguration received from MN (or applying the RRCReconfiguration stored in condRRCReconfig in a case of CPC). However, in subsequent CPAC, the UE needs to select unused sk-counter value from the list of sk-counter value upon every SN change. Furthermore, in subsequent CPC, since the sk-counter value may not be included in RRCReconfiguration stored in condRRCReconfig, UE cannot start to derive the KSN upon applying the RRCReconfiguration stored in condRRCReconfig. From these reasons, RAN2 needs to the procedure of KSN derivation for subsequent CPAC.
Proposal 4:  RAN2 to discuss procedure of KSN derivation for subsequent CPAC, such as selection of unused sk-counter in UE and, the start timing of KSN derivation for subsequent CPC
In this scenario, for ensuring the security communication between the UE and the SN, the SN needs to set the same security key with UE’s one. Therefore, security key update mechanism is needed for the SN after every SN Changes same as the UE. 
Observation 1: SN needs to set the same security key with UE when the UE updates the own security key.
However, in our understanding, the security key for the SN is indicated by SN Addition Request in Rel-17 inter-SN CPC. Therefore, if the UE updates own security key upon SN changes, the SN cannot detect the security key change and may set the different key from UE’s one. This may cause communication error between the UE and the SN. As the simplest solution is that the MN send the new key to SN for ensuring the security communication. However, in this solution, MN needs to know the latest sk-counter which selected by UE. If the UE has two or more unused sk-counter values for target-SN, the MN (or SN) cannot identify the security key used in UE.  From these reasons, the UE needs to send the using sk-counter value (or KSN) to MN for security key update on SN. Therefore, we think the sharing mechanism of security key between the UE and the SN is needed for selective activation of PSCell. 
Proposal 5: Sharing mechanism of security key between the UE and SN is needed for subsequent CPC. For example, UE sends the using sk-counter value (or KSN) to MN for security key update on SN.

3. Summary and proposal
This paper discussed the procedure of the subsequent conditional PSCell change after a cell group change. In summary, the followings were proposed:
Observation 1: SN needs to set the same security key with UE when the UE updates the own security key.
	
Proposal 1: RAN2 to clarify when to start condition evaluation for subsequent PSCell change.
Proposal 2: The SCGFailureInformation message with CPAC related information can be reused for failure handling procedure in subsequent CPAC. FFS whether subsequent CPAC-specific information is included in SCGFailureInformation. 
Proposal 3: In subsequent CPAC failure cases, utilizing stored candidate cell information and evaluation results are beneficial in failure recovery.
Proposal 4: RAN2 to discuss the procedure of KSN derivation for subsequent CPAC, such as selection of unused sk-counter in UE and, the start timing of KSN derivation for subsequent CPC
Proposal 5: Sharing mechanism of security key between the UE and SN is needed for subsequent CPC. For example, UE sends the using sk-counter value (or KSN) to MN for security key update on SN.
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