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1 Introduction
RAN2 discussed the network verified UE location in RAN2#121, the agreements are summarized as follows:
	Agreements:
1.
For network verified UE location, the verification procedure can only be triggered by the CN.

2.
Network initiated verification procedure can be triggered by the NW when the UE is in RRC Connected. FFS whether the NTN UE can perform/report measurements also when in Inactive state.
3.
RAN2 will not specify an AS mechanism to prevent UEs not supporting the required RAT dependent positioning methods to access the network
Agreement:

1.
RAN2 assumes that in general the mirror point issue can be resolved by properly configuring neighbor cell measurement to UE, for example, measurement of two neighbor cells in the opposite side of a satellite beam. FFS if there are any cases that require anything in the specs.


In this paper, we will provide some considerations on the following issues based on the progress of other working groups:

· UE’s RRC state for location verification 

· The mirror point issue
· The UE capability issue
· The overall procedure of location verification 
2 Discussion 

2.1 UE’s RRC state for location verification 
In the last RAN2 meeting, whether UE can perform/report measurements in RRC_INACTIVE was left for further study. In this subsection, we discuss whether UE can stay in RRC_INACTIVE when performing measurement for location verification. According to TS 38.305, for NR, positioning can be performed when a UE is in RRC_INACTIVE. Specifically, measurement configuration and reporting can be supported for UE in RRC_INACTIVE if the UE can initiate data transmission with UL SDT. As SDT is also supported in NTN, it should be straightforward to allow the UE to perform measurement for location verification in RRC_INACTIVE.
Observation 1: Positioning in RRC_INACTIVE is supported in legacy.
Proposal 1: Location verification can be performed in RRC_INACTIVE.
2.2 Mirror point

The mirror image ambiguity is an inherent problem for the single satellite positioning scenario which is with higher priority in the current scope. In this scenario, it is assumed that the propagation delay (e.g., RTT) is measured by a single satellite at multiple times. Figure 2 shows an example of the Multi-RTT based positioning method where 3 times measurements are performed by a single satellite (or the satellites from a single orbit). When the centers of the circles (or the spheres for 3-D) lie in the projection line of the orbit, the two intersection points (marked in green and red in Figure 2) of these circles (or spheres) are the mirror images of each other relative to the satellite’s orbital plane. The network may not be able to differentiate which location the UE is actually at, based the measured RTTs. This issue should be addressed to make the verification work in all cases.
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Figure 1. Mirror image ambiguity of Single satellite positioning

During the last meeting, RAN2 assumes that in general the mirror point issue can be resolved by properly configuring neighbour cell measurement to UE. But this solution may not be possible in all cases since there may not be any neighbour cell around or the neighbour cell for the mirror points are the same. So we should think how to solve the mirror image issue in this case. 

Basically, other measurement, e.g., beam measurement, can be used for these cases, which can be based on NW implementation. For example, network can configure different reference signals towards the candidate locations (i.e., the real UE location and the mirror point) and wait for the beam measurement results from UE. Then the network can tell from the beam measurement results which location should be the correct location of the UE. 

Proposal 2: The gNB can configure different reference signals towards the real UE location and the mirror point and then, based on UE’s beam measurement report, tell which one is the correct UE location. 
2.3 UE capability
According to the revised WID [3], the Network verified UE location is an optional UE feature.
	Note 1: Enhancements assume reuse of the RAT dependent positioning framework

Note 2: The specification of DL-TDOA enhancements will be subject to the study of the impact of realistic UE clock drift onto DL-TDOA performance

Note 3: The target accuracy for position verification purposes is as documented in clause « recommendations » of the 3GPP TR 38.882 (i.e. 10 km granularity)

Note 4 : Multiple satellite in view by the UE may be considered if time allows

Note 5 : The enhancements may be subject to relevant SA WGs (e.g. SA3/SA3-LI) feedbacks on the reliability of UE reports involved

Note 6 : The enhancements should take into account the mirror-image ambiguity

Note 7 : Network verified UE location is an optional UE feature


It means that there exits amount of UEs (e.g., some R18 UEs and earlier release UEs) that do not support this new feature. Thus, how to handle this kind of UEs should be discussed. If the network let these UEs access and acquire the service without any restriction, the UE may make a deceptive report of its location verification capability to escape the verification. On the contrary, if the network reject the access request of these UEs due to their location verification capabilities, these UEs might cannot acquire communication service (also the life-concerning services, e.g., Emergency services (EMS), and Public Warning System (PWS), et. al) even when they are in emergency situation. Thus, both of the two actions mentioned above are unreasonable. RAN2 should discuss how to handle the UEs that do not support the new feature of location verification.
Proposal 3: RAN2 to discuss how to handle the UEs that do not support the new feature of location verification.
2.4 Overall procedure of verification

In the existing positioning architecture, the LMF requests the UE and/or the gNB(s) to perform the necessary measurement, and the LMF is responsible for calculating UE location based on the measurement results collected from the UE and/or the gNB(s). RAN2/RAN3 agreed to reuse the LCS framework for the network verification procedure in previous meetings and sent an LS to SA2. According to the LS reply from SA2, SA2 confirms that AMF should be in charge of providing the location verification decision [1]. 

Furthermore, SA2 also provides some detailed conclusions as basis for the verification procedure, and the details are as follows:

	SA2 has concluded that the following aspects are used as basis for normative work:

-
Verification of UE location provided via satellite access should be performed leveraging the LCS framework at the 5GC.

-
The AMF is the entity in charge of providing the location verification decision, in line with Rel-17 mechanism of UE location verification.

-
The AMF may trigger location service procedures as defined in TS 23.273 to determine the UE location verification decision and optional TAI determination. Location information received at AMF is provided by LMF via the NI-LR procedure. The LMF may decide specific positioning methods to be used for verification based on RAN WG decisions.

-
The AMF may receive assistance information from NWDAF (i.e. analytics containing UE location information) to perform the location verification decision.


Based on the above description, SA2’s understanding of the verification procedure should be that the AMF first sends an indication to LMF to trigger the verification procedure as defined in TS 23.273. Then, LMF performs the positioning procedure by using the specific positioning methods. After the positioning procedure is finished, the LMF sends the location information back to AMF. After that, AMF uses the location information to perform verification, e.g., AMF determines based on the location information whether the verification is passed. The overall procedure of location verification is shown in the following figure:
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Figure 1. Location verification procedure based on SA2’s LS

It is worth noting that in this procedure, however, there is no mentioning what is the UE location that is being verified. Based on R17 mechanism and also SA2’s discussion, the AMF may only verify whether the selected PLMN is correct based on the location information provided by LMF.
Observation 2: The AMF may only verify whether the selected PLMN is correct based on the location information provided by LMF according to the reply LS from SA2.

We understand that SA2 is mainly considering the use case of the PLMN selection when UE located at the country borders. Also the verification results can only ensure that a correct core network node is selected by the UE. However, this is not quite aligned with the use cases and requirements for Network verified UE location in R18 NTN in the TR 38.882 [2].

Specifically, enabling country discrimination and selection of an appropriate core network is just one of the motivation to perform location verification procedure. Another motivation is to verify whether the reported UE location is trustable. That is, the location information reported by the UE could be erroneous due to intentional (e.g. maliciously tampering by user or by the 3rd party) or unintentional (e.g. interference) causes, hence it cannot be considered trusted by network operators [2]. Finally, due to the requirement of supporting all the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing), the required granularity for the verified UE location is finer (i.e., within 5-10 km as discussed) than that is required for selection the correct PLMN. So RAN2 needs to further discuss whether the verification procedure in SA2’s LS is enough to fulfil the requirements and use cases identified by RAN. 
Observation 3: There is some misalignment between SA2 and RAN on the requirements and use cases of Network verified UE location in R18.
Proposal 4: RAN2 to discuss whether the UE location verification procedure in SA2’s LS is sufficient to fulfill the requirements and use cases identified by RAN.
3 Conclusion

In this contribution, we discussed the network verified UE location and have the following observations and proposals:
Observation 1: Positioning in RRC_INACTIVE is supported in legacy.
Observation 2: The AMF may only verify whether the selected PLMN is correct based on the location information provided by LMF according to the reply LS from SA2.

Observation 3: There is some misalignment between SA2 and RAN on the requirements and use cases of Network verified UE location in R18.
Proposal 1: Location verification can be performed in RRC_INACTIVE.
Proposal 2: The gNB can configure different reference signals towards the real UE location and the mirror point and then, based on UE’s beam measurement report, tell which one is the correct UE location. 
Proposal 3: RAN2 to discuss how to handle the UEs that do not support the new feature of location verification.
Proposal 4: RAN2 to discuss whether the UE location verification procedure in SA2’s LS is sufficient to fulfil the requirements and use cases identified by RAN.
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