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Introduction
In RAN2#121 meeting, one CR related to UE location info in RLF report for NB-IoT has been discussed as below:
	UE location Info in RLF report
Moved from 7.2.1

R2-2300886	NB-IoT UE location Info in RLF report	Qualcomm Incorporated	discussion	Rel-17	LTE_NBIOT_eMTC_NTN
· Proposal 1 In NTN, the NB-IoT UE does not include UE location information in RLF report without user consent. Discuss which one of the following is considered as solution.
· #1: If the network has not obtained user consent, network will never set bit for RLF request in UEInformationRequest-NB message (i.e., no user consent, no RLF report).
· #2: In NTN, it is assumed the user consent is implicit, i.e., connectivity to NTN is assumed the user consent has been implicitly provided.
· #3: Introduce a new indication in UEInformationRequest-NB message whether network has obtained user consent and UE should include the UE location information in RLF report.
· #4: The UE location information is not included in RLF report.
· Offline 111

R2-2300887	Correction on UE location information in NB-IoT RLF report	Qualcomm Incorporated	CR	Rel-17	36.331	17.3.0	4906	-	F	LTE_NBIOT_eMTC_NTN
· Offline 111
· QC thinks we need a NW indication for this. Could also be discussed in legacy but the problem is for IoT. Would like to at least capture in the minutes that the UE may not send the location info. Apple agrees with QC
· Nokia thinks we should discuss this in the legacy session. HW agrees
· Samsung thinks RLF report itself is optional
· Ericsson would like to further check this. ZTE wonders what happens when an NB IoT NTN UE is served by a TN network
· Postponed to next meeting (check whether we need a general discussion for legacy NB-IoT or whether we can restrict this to NB-IoT NTN case)


In this document, we will give some analysis on this issue and give our suggestion.
Discussion
The ASN.1 signaling definition and the related procedure for RLF report for NB-IoT are copied in the ANNEX section for reference. 
Generally, the proponent companies think the location information can be reported only when there is user consent. As explained by the proponent companies, the main issue is that, for legacy NB-IoT, the location information is generally unavailable. Therefore, even without user consent, there is no issue as the condition for including location info cannot be fulfilled. However, for NB-IoT NTN scenario, as the UE should also have GNSS capability, it means the NB-IoT NTN UE would always have available location information. Therefore, according to the current specification description, if the UE in NB-IoT NTN is required to report RLF records, it should include location information in RLF-report IE. The proponent companies think this process violates the "user consent" principle.
Firstly, per our understanding, this issue not only exists in NB-IoT NTN, but also exists in eMTC TN and eMTC NTN, and also in legacy LTE. So if the issue that RLF report violates “user consent” rule can be confirmed and companies also agree to address it, we’ d better to find a common solution for not only NB-IoT NTN, but also for eMTC and even for LTE. If the issue is only addressed for NB-IoT NTN, it may cause additional confusion in future.
Observation 1: The issue that RLF report may violate “user consent” rule not only exists in NB-IoT NTN, but also exists in eMTC TN and eMTC NTN, and also in legacy LTE. If RAN2 agree to address this issue, it’s better to address them all with a common solution.
Secondly, per our knowledge, there are some discussion about user consent in SON/MDT topic. For example, in last RAN2 meeting, RAN2 have discussed some RAN3 LSs to SA3 which are related to user consent. The content of one of them [R2-2300024_R3-225250] is copied as below:
	RAN3 thanks SA3 for their LS.
On SA3's request: "SA3 opines that RAN2, RAN3, and SA5 do not need to make user consent mandatory for RLF/CEF cases but should provide a possibility so that the operator has an option to collect and handle user consent"
RAN3 would like to inform SA3 that there is no consensus in RAN3 on whether and how network signalling can be enhanced for the above purpose in Rel-17.
RAN3 would like to ask SA3:
Q1: Whether user consent should be used to allow/disallow transfer of information from RAN to Trace Collection Entity (TCE), or whether it should also be used to allow/disallow collection of information over the air interface for RAN internal use only.
Q2: To provide feedback on feasibility and benefit of a Rel-18 user consent mechanism where an operator can provision, via OAM, which information is subject to user consent, depending on the law and regulations in place.


According to the contents in this LS, we feel that, before introducing any support of user consent or any restriction for the case without user consent for RLF report, more clarifications are needed:
· Since “SA3 opines that RAN2, RAN3, and SA5 do not need to make user consent mandatory for RLF/CEF cases”, the necessity of considering user consent for location info in RLF report is doubtful.
· Even RAN3 LS may be talking about the SON/MDT function other than RLF report, e.g., trace reporting, some questions, e.g., “which information is subject to user consent” may be common, e.g., also applicable to the RLF report case. This question may be further related to other questions, e.g., whether such user consent can also be known by UE itself? Whether several user consents are needed for each specific SON/MDT function separately or a common user consent for the whole SON/MDT function?
· It’s not clear whether user consent should also be used to allow/disallow collection of information over the air interface for RAN internal use only. Per our understanding, location info in RLF report also belongs to this unclear case, e.g., it collects information over the air interface for RAN internal use only.
Observation 2: There are already some discussion about user consent in SON/MDT topic. But there are still some questions that RAN3 want to clarify with SA3, e.g., which information is subject to user consent.
In summary, before we can clarify the details on user consent in SON/MDT with SA3 and/or some other WGs, we suggest not to introduce any restriction for RLF report in NB-IoT NTN.
Proposal 1: Before we can clarify the details on user consent in SON/MDT with SA3, it’s suggested not to introduce any restriction for RLF report in NB-IoT NTN.
[bookmark: _Hlk83889356][bookmark: _Hlk83889312]Conclusion
[bookmark: _Hlk83889481]In previous sections, the following observations and proposals were made: 
Observation 1: The issue that RLF report may violate “user consent” rule not only exists in NB-IoT NTN, but also exists in eMTC TN and eMTC NTN, and also in legacy LTE. If RAN2 agree to address this issue, it’s better to address them all with a common solution.
Observation 2: There are already some discussion about user consent in SON/MDT topic. But there are still some questions that RAN3 want to clarify with SA3, e.g., which information is subject to user consent.

Proposal 1: Before we can clarify the details on user consent in SON/MDT with SA3, it’s suggested not to introduce any restriction for RLF report in NB-IoT NTN.
Annex
[bookmark: OLE_LINK82]UEInformationResponse-NB message
-- ASN1START

UEInformationResponse-NB-r16		::=		SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		ueInformationResponse-r16			UEInformationResponse-NB-r16-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

UEInformationResponse-NB-r16-IEs ::=	SEQUENCE {
	rach-Report-r16							RACH-Report-NB-r16					OPTIONAL,
	rlf-Report-r16							RLF-Report-NB-r16					OPTIONAL,
	anr-MeasReport-r16						ANR-MeasReport-NB-r16				OPTIONAL,
	lateNonCriticalExtension				OCTET STRING						OPTIONAL,
	nonCriticalExtension					SEQUENCE {}							OPTIONAL
}

RACH-Report-NB-r16 ::=					SEQUENCE {
	numberOfPreamblesSent-r16				INTEGER (1..64),
	contentionDetected-r16					BOOLEAN,
	initialNRSRP-Level-r16					INTEGER (0..2),
	edt-Fallback-r16						BOOLEAN
}

RLF-Report-NB-r16 ::=					SEQUENCE {
	failedPCellId-r16						CellGlobalIdEUTRA,
	reestablishmentCellId-r16				CellGlobalIdEUTRA					OPTIONAL,
	locationInfo-r16						LocationInfo-r10					OPTIONAL,
	measResultLastServCell-r16				SEQUENCE {
		nrsrpResult-r16							NRSRP-Range-NB-r14,
		nrsrqResult-r16							NRSRQ-Range-NB-r14				OPTIONAL
	},
	timeSinceFailure-r16					TimeSinceFailure-r11				OPTIONAL
}

-- ASN1STOP

	UEInformationResponse-NB field descriptions

	anr-MeasReport
Indicates the ANR measurement information.

	contentionDetected
Value TRUE indicates that contention was detected for at least one of the transmitted preambles, see TS 36.321 [6]. 

	edt-Fallback
Value TRUE indicates that EDT fallback indication was received from the lower layers, see TS 36.321 [6].

	failedPCellId
Indicates the PCell in which RLF is detected.

	initialNRSRP-Level
Indicates the NRSRP level of the NPRACH resource selected for the first preamble transmission.

	measResultLastServCell
Refers to the last measurement results taken in the PCell, where radio link failure happened.

	numberOfPreamblesSent
Indicates the number of RACH preambles that were transmitted. Corresponds to parameter PREAMBLE_TRANSMISSION_COUNTER in TS 36.321 [6].

	reestablishmentCellId
Indicates the cell in which the re-establishment attempt was made after connection failure.

	timeSinceFailure
Indicates the time that elapsed since the connection failure. Value in seconds. The maximum value 172800 means 172800s or longer.
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The UE shall:
1>	in case any DAPS bearer is configured, only the target PCell is considered in the following;
1>	upon T310 expiry; or
1>	upon T312 expiry; or
1>	upon T318 expiry; or
1>	upon random access problem indication from MCG MAC while neither T300, T301, T304 nor T311 is running; or
1>	upon indication from MCG RLC, which is allowed to be send on PCell, that the maximum number of retransmissions has been reached for an SRB or DRB:
2>	consider radio link failure to be detected for the MCG i.e. RLF;
2>	discard any segments of segmented RRC messages received;
2>	store the following radio link failure information in the VarRLF-Report (VarRLF-Report-NB in NB-IoT) by setting its fields as follows:
3>	clear the information included in VarRLF-Report (VarRLF-Report-NB in NB-IoT), if any;
3>	set the plmn-IdentityList to include the list of EPLMNs stored by the UE (i.e. includes the RPLMN);
3>	set the measResultLastServCell to include the RSRP and RSRQ, if available, of the PCell based on measurements collected up to the moment the UE detected radio link failure;
3>	except for NB-IoT, set the measResultNeighCells to include the best measured cells, other than the PCell, ordered such that the best cell is listed first, and based on measurements collected up to the moment the UE detected radio link failure, and set its fields as follows;
4>	if the UE was configured to perform measurements for one or more EUTRA frequencies, include the measResultListEUTRA;
4>	if the UE was configured to perform measurement reporting for one or more neighbouring UTRA frequencies, include the measResultListUTRA;
4>	if the UE was configured to perform measurement reporting for one or more neighbouring GERAN frequencies, include the measResultListGERAN;
4>	if the UE was configured to perform measurement reporting for one or more neighbouring CDMA2000 frequencies, include the measResultsCDMA2000;
4>	if the UE was configured to perform measurement reporting, not related to NR sidelink communication, for one or more neighbouring NR frequencies, include the measResultListNR;
4>	for each neighbour cell included, include the optional fields that are available;
NOTE 1:	The measured quantities are filtered by the L3 filter as configured in the mobility measurement configuration. The measurements are based on the time domain measurement resource restriction, if configured. Exclude-listed cells are not required to be reported.
3>	except for NB-IoT, if available, set the logMeasResultListWLAN to include the WLAN measurement results, in order of decreasing RSSI for WLAN APs;
3>	except for NB-IoT, if available, set the logMeasResultListBT to include the Bluetooth measurement results, in order of decreasing RSSI for Bluetooth beacons;
3>	if detailed location information is available, set the content of the locationInfo as follows:
4>	include the locationCoordinates;
4>	include the horizontalVelocity, if available;
3>	set the failedPCellId to the global cell identity, if available, and otherwise , except for NB-IoT, to the physical cell identity and carrier frequency of the PCell where radio link failure is detected;
3>	except for NB-IoT, set the tac-FailedPCell to the tracking area code, if available, of the PCell where radio link failure is detected;
3>	except for NB-IoT, if an RRCConnectionReconfiguration message including the mobilityControlInfo was received before the connection failure:
4>	if the last RRCConnectionReconfiguration message including the mobilityControlInfo concerned an intra E-UTRA handover:
5>	include the previousPCellId and set it to the global cell identity of the PCell where the last RRCConnectionReconfiguration message including mobilityControlInfo was received;
5>	set the timeConnFailure to the elapsed time since reception of the last RRCConnectionReconfiguration message including the mobilityControlInfo;
4>	if the last RRCConnectionReconfiguration message including the mobilityControlInfo concerned a handover to E-UTRA from UTRA and if the UE supports Radio Link Failure Report for Inter-RAT MRO:
5>	include the previousUTRA-CellId and set it to the physical cell identity, the carrier frequency and the global cell identity, if available, of the UTRA Cell in which the last RRCConnectionReconfiguration message including mobilityControlInfo was received;
5>	set the timeConnFailure to the elapsed time since reception of the last RRCConnectionReconfiguration message including the mobilityControlInfo;
4>	if the last RRCConnectionReconfiguration message including the mobilityControlInfo concerned a handover to E-UTRA from NR and if the UE supports Radio Link Failure Report for Inter-RAT MRO NR:
5>	include the previousNR-PCellId and set it to the global cell identity of the PCell where the last RRCConnectionReconfiguration message including mobilityControlInfo was received embedded in NR RRC message MobilityFromNRCommand message as specified in TS 38.331 [82] clause 5.4.3.3;
5>	set the timeConnFailure to the elapsed time since reception of the last RRCConnectionReconfiguration message including the mobilityControlInfo embedded in NR RRC message MobilityFromNRCommand message as specified in TS 38.331 [82] clause 5.4.3.3.
3>	except for NB-IoT, if the UE supports QCI1 indication in Radio Link Failure Report and has a DRB for which QCI is 1:
4>	include the drb-EstablishedWithQCI-1;
3>	except for NB-IoT, set the connectionFailureType to rlf;
3>	except for NB-IoT, set the c-RNTI to the C-RNTI used in the PCell;
3>	except for NB-IoT, set the rlf-Cause to the trigger for detecting radio link failure;
2>	if the UE is configured with (NG)EN-DC; and
2>	if T316 is configured; and
2>	if SCG transmission is not suspended; and
2>	if the SCG is not deactivated; and
2>	if neither NR PSCell change nor NR PSCell addition is ongoing (i.e. T304 for the NR PSCell is not running as specified in TS 38.331 [82], clause 5.3.5.5.2, in (NG)EN-DC):
3>	initiate the MCG failure information procedure as specified in 5.6.26 to report MCG radio link failure;
2>	else:
3>	if AS security has not been activated:
4>	if the UE is a NB-IoT UE:
5>	if the UE is connected to EPC and the UE supports RRC connection re-establishment for the Control Plane CIoT EPS optimisation; or
5>	if the UE is connected to 5GC, the UE supports RRC connection re-establishment for the Control Plane CIoT 5GS optimisation and the UE is configured with a truncated 5G-S-TMSI:
6>	initiate the RRC connection re-establishment procedure as specified in 5.3.7;
5>	else:
6>	perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause 'RRC connection failure';
4>	else:
5>	perform the actions upon leaving RRC_CONNECTED as specified in 5.3.12, with release cause 'other';
3>	else:
4>	initiate the connection re-establishment procedure as specified in 5.3.7;
In case of DC or NE-DC, the UE shall:
1>	upon T313 expiry; or
1>	upon random access problem indication from SCG MAC; or
1>	upon indication from SCG RLC, which is allowed to be sent on PSCell, that the maximum number of retransmissions has been reached for an SCG, for a split DRB or for a split SRB:
2>	consider radio link failure to be detected for the SCG i.e. SCG-RLF;
2>	if the UE is configured with DC; or
2>	if the UE is configured with NE-DC and MCG transmission is not suspended:
3>	initiate the SCG failure information procedure as specified in 5.6.13 to report SCG radio link failure;
2>	else:
3>	initiate the connection re-establishment procedure as specified in TS 38.331 [82], clause 5.3.7.
In case of CA PDCP duplication, the UE shall:
1>	upon indication from an RLC entity, which is restricted to be sent on SCell only, that the maximum number of retransmissions has been reached:
2>	initiate the failure information procedure as specified in 5.6.21 to report RLC failure of type duplication;
If any DAPS bearer is configured and T304 is running, the UE shall:
1>	upon T310 expiry for the source PCell; or
1>	upon random access problem indication from source MCG MAC; or
1>	upon indication from source MCG RLC, which is allowed to be sent on source PCell, that the maximum number of retransmissions has been reached for an DRB:
2>	consider radio link failure to be detected for the source MCG;
2>	suspend the transmission of all DRBs in the source MCG;
2>	reset MAC for the source MCG;
2>	release the source connection;
The UE may discard the radio link failure information, i.e. release the UE variable VarRLF-Report (VarRLF-Report-NB in NB-IoT), 48 hours after the radio link failure is detected, upon power off or upon detach, and for NB-IoT, upon entering another RAT.
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