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[bookmark: Proposal_Pattern_Length]Introduction
This paper is to discuss the following aspects (as indicated by RAN2#121b-e agenda):
Including discussion on the new SRB (“SRB5”) configuration and procedure details (e.g. leg change, RRC configuration, QoE reporting aspects, etc.).
[bookmark: _Hlk131424328]Including discussion on how to achieve splitting of QoE configuration identities between MN and SN.
Including discussion on different m-based QoE configurations for MN/SN (pending RAN3 decisions).

In addition, RAN3 progress is also considered, and some FFSes will be also discussed.

[bookmark: _Toc462880706][bookmark: _Toc463066102][bookmark: _Toc462960524][bookmark: _Toc462957202]Discussion
[bookmark: _Hlk47445522]RAN2 related issues
New SRB
Details for new SRB
For the new SRB (SRB5 for short), we think it can follow most of the design principles of SRB4, including:
· SRB5 is for RRC messages which include application layer measurement report information (i.e. MeasurementReportAppLayer), all using DCCH logical channel. 
· SRB5 has a lower priority than SRB3 and can only be configured by the network after AS security activation.
· Once AS security is activated, all RRC messages on SRB5 are integrity protected and ciphered by PDCP.
· Split SRB is not supported for SRB5.
· The integrity protection algorithm is common for SRB1, SRB2, SRB3 (if configured), SRB4 (if configured), SRB5 (if configured) and DRBs configured with integrity protection, with the same keyToUse value. The ciphering algorithm is common for SRB1, SRB2, SRB3 (if configured), SRB4 (if configured), SRB5 (if configured) and DRBs configured with the same keyToUse value. 
· SRB5 release is supported, e.g. via srb5-ToRelease IE
· During RRC connection resume, the UE resumes SRB5 (if configured)
· SRB5 can be used for transfer of segments of ULDedicatedMessageSegment

Proposal 1: For the new SRB (SRB5 for short), it is proposed:
· SRB5 is for RRC messages which include application layer measurement report information (i.e. MeasurementReportAppLayer), all using DCCH logical channel. 
· SRB5 has a lower priority than SRB3 and can only be configured by the network after AS security activation.
· Once AS security is activated, all RRC messages on SRB5 are integrity protected and ciphered by PDCP.
· Split SRB is not supported for SRB5.
· The integrity protection algorithm is common for SRB1, SRB2, SRB3 (if configured), SRB4 (if configured), SRB5 (if configured) and DRBs configured with integrity protection, with the same keyToUse value. The ciphering algorithm is common for SRB1, SRB2, SRB3 (if configured), SRB4 (if configured), SRB5 (if configured) and DRBs configured with the same keyToUse value. 
· SRB5 release is supported, e.g. via srb5-ToRelease IE
· During RRC connection resume, the UE resumes SRB5 (if configured)
· SRB5 can be used for transfer of segments of ULDedicatedMessageSegment

Configuration for new SRB
In TS 37.340, the following definitions are for SRB3.

	SRB3 is supported in EN-DC, NGEN-DC and NR-DC, but not in NE-DC.
The decision to establish SRB3 is taken by the SN, which provides the SRB3 configuration using an SN RRC message. SRB3 establishment and release can be done at Secondary Node Addition and Secondary Node Change. SRB3 reconfiguration can be done at Secondary Node Modification procedure.
SRB3 may be used to send SN RRC Reconfiguration, SN RRC Reconfiguration Complete, SN Measurement Report, SN Failure Information (i.e., in case of failure for an SCG RLC bearer), SN UE Assistance Information message and SN IABOtherInformation, only in procedures where the MN is not involved. SN RRC Reconfiguration Complete messages are mapped to the same SRB as the message initiating the procedure. SN Measurement Report messages are mapped to SRB3, if configured, regardless of whether the configuration is received directly from the SN or via the MN. No MN RRC messages are mapped to SRB3.
If split SRB1 is not configured, SRB3 may be used by the UE to transmit to the MN an encapsulated MCG Failure Information message in the ULInformationTransferMRDC message and receive in response an encapsulated RRC reconfiguration message, MobilityFromNRCommand message, MobilityFromEUTRACommand message or RRC release message in the DLInformationTransferMRDC message.
SRB3 is modelled as one of the SRBs defined in TS 38.331 [4] and uses the NR-DCCH logical channel type. RRC PDUs on SRB3 are ciphered and integrity protected using NR PDCP, with security keys derived from S-KgNB. The SN selects ciphering and integrity protection algorithms for the SRB3 and provides them to the MN within the SCG Configuration for transmission to the UE.
NOTE:	A NR SCG RRC message sent via E-UTRA MCG SRB is protected by E-UTRA MCG SRB security (NR security is not used in this case).
SRB3 is of higher scheduling priority than all DRBs. The default scheduling priorities of split SRB1 and SRB3 are the same.
There is no requirement on the UE to perform any reordering of RRC messages between SRB1 and SRB3.
When SCG is released, SRB3 is released.



For SRB5 handling (setup, modification, release), we think it can be included in SN RRC Reconfiguration, and then it can be sent from SN to UE either via SRB3 or SRB1 (via MN). In addition, when SCG is released, SRB5 should be released as well.

Proposal 2: SRB5 handling (setup, modification, release) is configured via SN RRC Reconfiguration message. When SCG is released, SRB5 should be released as well.

Impacts on SRB3
In TS 37.340, it mentions:
SRB3: in EN-DC, NGEN-DC and NR-DC, a direct SRB between the SN and the UE.

If SRB5 is to be introduced, the SRB3 definition may need some updates, e.g. to clarify that SRB3 is not the only direct SRB between the SN and the UE anymore (stage-2 impacts).
Proposal 3: In TS 37.340, SRB3 definition needs to be updated due to SRB5 introduction. 


Common reporting leg indication

RAN3#119 agreed on the following:
To determine which node(s) provide the bearers carrying an application session, a node can configure RVQoE measurements at a UE in NR-DC:
For the first RVQoE configuration, it is blindly configured by MN or SN.
From the PDU session ID and QFI in the first RVQoE report this node determines which node(s) provide the bearer(s) associated to the corresponding application session.
After the node determines which node(s) carry the session including bearer type change, the RVQoE configuration may be modified.

Regarding which network node should receive the RAN visible QoE reports, it would make most sense if the reports were sent directly to the node which serves the service for which QoE is reported, but RAN does not initially know which node is handling the QoS flows which the service is using. Therefore, a reporting leg for RAN visible QoE may need to be switched after the initial configuration (based on the above RAN3 progress). Since the reporting leg switching needs to be supported for container based QoE as per RAN3 agreements anyway, the same indication can be used to switch RAN visible QoE reporting. 
Proposal 4: [bookmark: _Hlk131431647]A common reporting leg indication is used to indicate reporting leg that is used by the UE for both container-based and RAN visible QoE if both have been configured by the network.

Splitting of QoE configuration identities
RAN3 agreed the following:
	The MN is responsible for RRC ID allocation for m-based sessions configured by the MN or SN, and notifies the allocated RRC ID(s) to the SN.



In TS 37.340, it has been defined:
[bookmark: _Hlk131697914]Measurements can be configured independently by the MN and by the SN (intra-RAT measurements on serving and non-serving frequencies). The MN indicates the maximum number of frequency layers and measurement identities of intra-frequency and inter-frequency measurement that can be used in the SN to ensure that UE capabilities are not exceeded.

For measurement functionality, each measurement is associated with a measurement identity, and the above definition shows a co-ordination mechanism on measurement configuration identities between MN and SN. For QoE measurement functionality, each QoE measurement is associated with RRC ID and we think the same coordination mechanismcan be applied for QoE configuration identities.

Proposal 5: To ensure MN and SN do not use the same set of QoE configuration RRC identities and that UE capabilities are not exceeded, MN indicates the maximum number of QoE configurations and QoE configuration RRC identities that can be used by SN using inter-node RRC message.


QoE reporting in MR-DC
RAN2 agreed that both SRB4 and SRB5 can be used for QoE reporting in MR-DC scenarios. There are two questions that RAN2 needs to answer:
1. Can SRB4 and SRB5 be configured simultaneously?
2. How is the reporting done for SN QoE configurations in case SRB5 is not configured?

When it comes to the first issue, we think it is natural that both of them can be configured simultaneously, since both MN and SN can have their own QoE configurations, e.g. for RAN visible QoE and it is usually beneficial that the results are reported directly to the node which configured the measurements. Also, in case the reporting leg is indicated per QoE configuration (as proposed in Proposal 4) it is possible to share the reporting load between MN and SN flexibly. Finally, we see no technical obstacles with allowing such flexibility.

Proposal 6: UE can be configured with SRB4 and SRB5 simultaneously.

Second question is about QoE results reporting when SRB5 is not configured. In MR-DC, SRB3 is optional. If SRB3 is not configured, UE transfers the SN MeasurementReport, SN RRCReconfigurationComplete, SN UEAssistanceInformation, SN FailureInformation, and SN IABOtherInformation messages in the MN ULInformationTransferMRDC message. In MR-DC, the MN ULInformationTransferMRDC is transmitted via the SRB1 and the scheduling priorities of this message and the SN information included in this message are the same.
In R17 QoE measurement, the QoE results are transmitted in the MeasurementReportAppLayer message via SRB4. The scheduling priorities of QoE results sent to MN and SN are the same. Therefore, in case SRB5 is not configured, we suggest that the SN QoE results are included in the MN MeasurementReportAppLayer message. UE can reuse the existing R17 IEs in MeasurementReportAppLayer message to transfer the SN QoE results. RAN3 and RAN2 has agreed that if both MN and SN send the QoE configurations to the UE, MN and SN should not use the same set of measConfigAppLayerId. Therefore the MN knows whether the QoE results received from UE is associated to the SN QoE measurement configuration and can forward the QoE results to SN based on this. 
Also, according to the agreements of RAN3, both nodes may be interested in knowing the RAN visible QoE results. In such case, if the SN MeasurementReportAppLayer is included in the MN ULInformationTransferMRDC message, MN needs to send the SN MeasurementReportAppLayer to SN and only then SN sends the RAN visible QoE results back to MN. It will increase the delay of RAN visible QoE results and increase signaling over Xn interface. 

Proposal 7: If SRB5 is not configured, UE sends the SN QoE results in MeasurementReportAppLayer message via SRB4 and MN forwards them to SN.


RAN visible QoE
In the previous meetings, RAN3 made the following agreements and FFS on the RAN visible QoE.
	RAN3#117b-e
Proposal 5a: The MN can generate an RVQoE configuration for a UE.
Proposal 5b: The SN can generate an RVQoE configuration for a UE. FFS whether MN can modify the SN generated RVQoE configuration
Proposal 6a: The MN can send an RVQoE configuration to the UE.

RAN3#118
WA: SN can send an RVQoE configuration to the UE. FFS whether SN can send RVQoE configuration directly to UE via SRB3 or via split SRB1 or explicit over Xn (if MN can modify RVQoE).

RAN3#119
· To determine which node(s) provide the bearers carrying an application session, a node can configure RVQoE measurements at a UE in NR-DC:
· For the first RVQoE configuration, it is blindly configured by MN or SN.
· From the PDU session ID and QFI in the first RVQoE report this node determines which node(s) provide the bearer(s) associated to the corresponding application session.
· After the node determines which node(s) carry the session including bearer type change, the RVQoE configuration may be modified.
· If a node receives an RVQoE report from a UE in NR-DC, and determines that the bearers for the application session are also or only provided by the peer node, this node can send the received RVQoE report to the peer node.
· Turn WA to agreement: SN can send an RVQoE configuration to the UE.



In our understanding, RAN3 only agreed that both MN and SN can generate RAN visible QoE configuration. It does not mean both MN and SN will send the RAN visible QoE configuration corresponding to the same QoE measurement to the UE. In order to avoid the complexity of the UE, we think only one node should configure the RAN visible QoE corresponding to each QoE measurement. In the last meeting, RAN3 has confirmed that the network does not know in advance which of the two nodes carries the application session. Since we do not know which node will benefit from the results anyway, it is straightforward that only the node which generates the QoE measurement configuration container should configure the RAN visible QoE. In NR-DC, the RRC configurations from MN and SN are independent. Therefore, each node should be able to update or modify only these RAN visible QoE configurations which it configured to the UE (i.e. not the ones configured by the other node).
Proposal 8: RAN visible QoE configuration is generated by the same node which generates the configuration for container based QoE. The other node will not send the RRC message to update/modify the RAN visible QoE configuration which was not configured by this node.
Pause of QoE measurement
In R17 QoE, the network can send the pause command to the UE. Based on such indication, the UE will pause the QoE reporting, but the transmission of QoE start indication and RAN visible application layer measurement reports is not paused.
For the QoE measurements in NR-DC, there can be situations where both MN and SN are overloaded. In these cases, the network can still send the pause command to the UE and the UE can use the same principle as in R17.

Proposal 9: If the UE configured with NR-DC receives the QoE pause command from the network, UE uses the same principles as in R17, i.e.
· the transmission of QoE report container is paused
· the transmission of QoE start indication and RAN visible application layer measurement reports is not paused

Conclusion
Based on the discussion in the paper, we have the following proposals:
Proposal 1: For the new SRB (SRB5 for short), it is proposed:
· SRB5 is for RRC messages which include application layer measurement report information (i.e. MeasurementReportAppLayer), all using DCCH logical channel. 
· SRB5 has a lower priority than SRB3 and can only be configured by the network after AS security activation.
· Once AS security is activated, all RRC messages on SRB5 are integrity protected and ciphered by PDCP.
· Split SRB is not supported for SRB5.
· The integrity protection algorithm is common for SRB1, SRB2, SRB3 (if configured), SRB4 (if configured), SRB5 (if configured) and DRBs configured with integrity protection, with the same keyToUse value. The ciphering algorithm is common for SRB1, SRB2, SRB3 (if configured), SRB4 (if configured), SRB5 (if configured) and DRBs configured with the same keyToUse value. 
· SRB5 release is supported, e.g. via srb5-ToRelease IE
· During RRC connection resume, the UE resumes SRB5 (if configured)
· SRB5 can be used for transfer of segments of ULDedicatedMessageSegment

Proposal 2: SRB5 handling (setup, modification, release) is configured via SN RRC Reconfiguration message. When SCG is released, SRB5 should be released as well.

Proposal 3: In TS 37.340, SRB3 definition needs to be updated due to SRB5 introduction. 

Proposal 4: A common reporting leg indication is used to indicate reporting leg that is used by the UE for both container-based and RAN visible QoE if both have been configured by the network.

Proposal 5: [bookmark: _GoBack]To ensure MN and SN do not use the same set of QoE configuration RRC identities and that UE capabilities are not exceeded, MN indicates the maximum number of QoE configurations and QoE configuration RRC identities that can be used by SN using inter-node RRC message.

Proposal 6: UE can be configured with SRB4 and SRB5 simultaneously.

Proposal 7: If SRB5 is not configured, UE sends the SN QoE results in MeasurementReportAppLayer message via SRB4 and MN forwards them to SN.

Proposal 8: RAN visible QoE configuration is generated by the same node which generates the configuration for container based QoE. The other node will not send the RRC message to update/modify the RAN visible QoE configuration which was not configured by this node.

Proposal 9: If the UE configured with NR-DC receives the QoE pause command from the network, UE uses the same principles as in R17, i.e.
· the transmission of QoE report container is paused
· the transmission of QoE start indication and RAN visible application layer measurement reports is not paused

7

