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1. [bookmark: OLE_LINK14][bookmark: OLE_LINK13]Introduction
At the last RAN2#121 meeting, RAN2 has reached the following agreement on lossless data delivery issue [1].
Agreement:
RAN2 consider that lossless data delivery in the inter-gNB i2x cases needs to be addressed.  Solutions can be considered next meeting (including the possibility of solutions needing work from RAN3).  Solutions based on the PDCP status report mechanism are the baseline.
Meanwhile, potential issue on emergency service was raised in [2], but there was no consensus yet.
In this contribution, we will focus on the above two issues and give our views correspondingly.

2. Discussion
2.1. Issue 1: Lossless data delivery
Regarding whether and how to support Lossless data delivery, it will be discussed separately for DL and UL.
DL lossless data delivery 
Regarding how to address the DL lossless data delivery, there are mainly three solutions on the table.
[bookmark: _Ref118454734]Observation 1 	To address DL lossless data delivery in the inter-gNB i2x cases, there are three solutions on table.
· Option 1: Remote UE sends PDCP status report to the S-gNB after receiving the path switch command. The S-gNB forwards the DL packets to T-gNB as legacy.
· Option 2: Remote UE sends PDCP status report to the T-gNB, the T-gNB requests the S-gNB to forward the DL packets that have not been acknowledged by Remote UE to it.
· Option 3: Relay UE reports to the S-gNB the DL packets that have not been successfully transmitted to Remote UE. The S-gNB forwards the DL packets to T-gNB as legacy.
For Option 1, there is high probability that the Remote UE’s PDCP status report cannot be successfully delivered to the S-gNB as remote UE would soon disconnect with the S-gNB after receiving the path switch command from the S-gNB. Therefore, we suggest to exclude Option 1 firstly. 
For Option 2, it’s expected that T-gNB would trigger PDCP re-establishment with a PDCP status report in the path switch command configuration for remote UE (e.g., set statusReportRequired and reestablishPDCP as legacy in TS 38.331). And upon Remote UE successfully path switch to T-gNB, its behaviour follows legacy PDCP re-establishment procedure with a PDCP status report. No extra impact to the Uu interface. The only enhancement is that when the T-gNB receives the PDCP status report from the remote UE, it would further request the S-gNB to forward the PDCP SDUs that have not been received by remote UE to it. 
For Option 3, the relay UE should maintain the transmission status correspondingly between the RLC PDU in the Uu hop and RLC PDU in the PC5 hop, which is complex.
As to Option 2 v.s. Option 3, we think the DL lossless data delivery performance is more or less the same. However, Option 2 and Option 3 imply different specification efforts, i.e., Option 2 needs more RAN3 work and Option 3 needs more RAN2 work. Option 2 is preferred since it is more aligned with remote UE legacy behavior’s in the Uu interface. And relying on RAN3’s solution on inter-gNB mobility scenario would be simpler. 
[bookmark: _Ref115438283][bookmark: _Ref118454737]Proposal 1	Adopt the following solution to address DL lossless data delivery in the inter-gNB i2x cases:
· the T-gNB triggers a PDCP status report as legacy and Remote UE sends PDCP status report to the T-gNB upon Remote UE’ path switch to T-gNB (w/o additional Uu impact)
· the T-gNB requests the S-gNB to forward the PDCP SDUs that have not been acknowledged by Remote UE to it (with potential Xn impact)
UL lossless data delivery 
The Rel-17 conclusion on intra-gNB i2d path switch is shown as following i.e.:
Agreement:
[bookmark: OLE_LINK4][bookmark: OLE_LINK3]No spec impact for ensuring UL PDCP lossless behaviour in indirect-to-direct path switch (assume it is a corner case or can be addressed by network implementation).
When it comes to Rel-18 inter-gNB i2x cases, we think the situation of UL packets loss on the indirect path is similar compared with Rel-17 intra-gNB i2d case. Therefore, we suggest to follow Rel-17 conclusion on how to address the UL lossless data delivery. 
[bookmark: _Ref131694110]Observation 2 	When it comes to Rel-18 inter-gNB i2x cases, the situation of UL packets loss on the indirect path is similar compared with Rel-17 intra-gNB i2d case.
[bookmark: _Ref131694234][bookmark: OLE_LINK2][bookmark: OLE_LINK1]Proposal 2	Follow Rel-17 agreement on intra-gNB i2d path switch to address UL lossless data delivery in the inter-gNB i2x cases, i.e., No spec impact for ensuring UL PDCP lossless behaviour.
2.2. Issue 2: Emergency service
Emergency cause value setting behavior at relay UE side
According to SA2 spec TS 23.304 [3], as highlighted as below, the relay UE can set the cause value to ‘emergency’ based on emergency RSC received from remote UE.
5.4.4	Support of emergency service from 5G ProSe Remote UE via 5G ProSe UE-to-Network Relay
5.4.4.1	General
If the 5G ProSe UE-to-Network Relay needs to establish RRC Connection when the 5G ProSe Remote UE has requested emergency service over the PC5 link, the 5G ProSe UE-to-Network Relay shall use RRC establishment cause "emergency".
6.5.2.1.2	Connection Management
Connection Management for the 5G ProSe Layer-2 Remote UE and the 5G ProSe Layer-2 UE-to-Network Relay follows the principles and procedures defined in TS 23.501 [4] and TS 23.502 [5] with the following modifications.
The 5G ProSe Layer-2 UE-to-Network Relay may only relay data/signalling for the 5G ProSe Layer-2 Remote UE(s) when the 5G ProSe Layer-2 UE-to-Network Relay is in CM-CONNECTED state. If the 5G ProSe Layer-2 UE-to-Network Relay is in CM_IDLE state and receives a connection request from the 5G ProSe Layer-2 Remote UE for relaying, the 5G ProSe Layer-2 UE-to-Network Relay shall trigger Service Request procedure to enter CM_CONNECTED state before relaying the 5G ProSe Layer-2 Remote UEs traffic. If the 5G ProSe Layer-2 UE-to-Network Relay in RRC_IDLE receives a connection request from the 5G ProSe Layer-2 Remote UE using emergency RSC, then 5G ProSe Layer-2 UE-to-Network Relay sets the establishment cause to "emergency".
However, as currently specified in RRC spec TS 38.331 [4], the relay UE can set the cause value to ‘emergency’ only based on the cause value received in the SL-RLC0 message from remote UE, as below.
	5.3.3.3	Actions related to transmission of RRCSetupRequest message
NOTE 2:	In case the L2 U2N Relay UE initiates RRC connection establishment triggered by reception of message from a L2 U2N Remote UE via SL-RLC0 or SL-RLC1 as specified in 5.3.3.1a, the L2 U2N Relay UE sets the establishmentCause by implementation, but it can only set the emergency, mps-PriorityAccess, or mcs-PriorityAccess as establishmentCause if the same cause value is in the message received from the L2 U2N Remote UE via SL-RLC0.
5.3.13.2	Initiation
NOTE 2:	In case the L2 U2N Relay UE initiates RRC connection resume triggered by reception of message from a L2 U2N Remote UE via SL-RLC0 or SL-RLC1 as specified in 5.3.13.1a, the L2 U2N Relay UE sets the resumeCause by implementation, but it can only set the emergency, mps-PriorityAccess, or mcs-PriorityAccess as resumeCause, if the same cause value in the message received from the L2 U2N Remote UE via SL-RLC0.



[bookmark: _Ref131694112]Observation 3 	There is misalignment between SA2 and RRC specifications on how to set the cause value setting behaviour in case of emergence service relaying.
In order to resolve the misalignment issue between RAN2 and SA2, we think there are two ways:
· Option 1: RAN2 to support new relay UE cause value setting behavior based on RSC instead of reception of the SL-RLC0 message from remote UE.
· In this option, RRC spec TS 38.331 needs update and SA2 spec TS 23.304 will be kept.
· Option 2: RAN2 to rely on the existing relay UE cause value setting behavior based on reception of the SL-RLC0 message from remote UE.
· In this option, SA2 spec TS 23.304 needs update and RRC spec TS 38.331 will be kept.
Between the two Options, Option 2 is preferred. Because the relay UE cause value setting behavior has been specified in RRC spec since Rel-17, such new relay UE behavior would cause Non-Backward Compatibility  issues. For example, how to handle the consequence in case of emergence service relaying when the Rel-17 remote UE triggers Rel-18 idle/inactive relay UE’s RRC connection establishment/resume, or the Rel-18 remote UE triggers Rel-17 idle/inactive relay UE’s RRC connection establishment/resume. Given that the emergence service relaying feature is to be supported in SA2 Rel-18 and has not been frozen yet, it’s better that we send LS to SA2 for our decision and up to SA2 on how to update their spec.
[bookmark: _Ref131694243]Proposal 3	RAN2 to confirm that the relay UE cause value setting behaviour for emergence service relaying is based on SL-RLC0 message from remote UE as Rel-17. 
[bookmark: _Ref131694244]Proposal 4	Inform SA2 on RAN2 conclusion based on above Proposal 3 and it’s up to SA2 how to update their specification.
Start/stop of emergency service at remote UE side
According to SA2 spec TS 23.304 as highlighted as below, there are two requirements specified for emergency service relaying:
· Requirement-1: always prioritize direct Uu connection over U2N relay connection. 
· Requirement-2: the emergency service run over the PC5 unicast link setup for emergency service only.
5.4.4	Support of emergency service from 5G ProSe Remote UE via 5G ProSe UE-to-Network Relay
5.4.4.1	General
When a 5G ProSe enabled UE does not have direct connection to the network for emergency service, the UE may attempt to obtain emergency service via 5G ProSe Layer-2 or Layer-3 UE-to-Network Relay.
A PC5 link associated with a dedicated emergency RSC is only used for emergency service.
Therefore, from RAN perspective, it’s beneficial for gNB to know the start/stop of emergency service at remote UE side for mobility control in U2N relay scenario. For example, when the indirect link quality at either PC5 or Uu hop becomes worse, if the emergency service is on-going, the gNB would prioritize i2d path switch over i2i path switch for remote UE. 
[bookmark: _Ref131694113]Observation 4 	It’s beneficial for gNB to know the start/stop of emergency service at remote UE side in order to prioritize path switch to direct path over indirect path.
Moreover, we think how gNB would know the start/stop of emergency and non-emergency service at remote UE side can be fulfilled by current mechanism without the need of additional enhancements to Uu interface:
· For the start of emergency service at remote UE side, the gNB would know there is emergency service arrival according to the cause value of remote UE’s own RRCSetupRequest or RRCResumeRequest message.
· For the stop of emergency service at remote UE side, as the emergency PDU session established for remote UE’s emergency service would be released by CN. So, our understanding is that it’s up to interaction between RAN and CN on how the gNB would know the stop of emergency service at remote UE side. No need to report assistance information from remote UE via Uu. 
[bookmark: _Ref131694114]Observation 5 	For the start of emergency service at remote UE side, the gNB would know according to the cause value of remote UE’s own RRCSetupRequest or RRCResumeRequest message.
[bookmark: _Ref131694115]Observation 6 	For the stop of emergency service at remote UE side, the gNB would know based on interaction between RAN and CN upon release of remote UE’s emergency PDU session.
Based on above observations, we suggest to further confirm the understanding in RAN2.
[bookmark: _Ref131694246]Proposal 5	RAN2 assumes that how the gNB would get information of the start/stop of emergency service at remote UE side has no impact to the Uu interface.
Supported service (emergency, non-emergency) of candidate relay UE
A potential issue was raised for mobility control in U2N relay scenario, i.e., when there is on-going emergency service at the remote UE side, how to avoid the gNB performs i2x path switch to a candidate relay UE which doesn’t support emergency service. Our views on this potential issue are analyzed as below:
Firstly, according to SA2 spec TS 23.304 (see subclause 6.3.2.3), if there is on-going emergency service at the remote UE side, the U2N relay discovery procedures guarantees that only the relay UE(s) advertising the emergency RSC(s) will be considered as suitable relay UE.
Secondly, as currently specified in TS 38.331on the content of sidelink measurement report to gNB, the remote UE will only include the candidate relay UE(s) which has met both of the AS criterion and upper layer criterion (e.g., including the matched emergency RSC(s) between remote UE and relay UE). 
Therefore, in our understanding, only the candidate relay UEs which supports emergency service relaying will be reported in current sidelink measurement report to gNB. As a result, the potential issue that the gNB may perform i2x path switch to a candidate relay UE which doesn’t support emergency service can be avoided without the need of reporting the supported service (emergency, non-emergency) of candidate relay UEs.
[bookmark: _Ref131694247]Proposal 6	RAN2 to confirm that, if there is on-going emergency service at the remote UE side, the upper layer criterion for suitable relay guarantees that the remote UE will only include the candidate relay UE which supports emergency service in sidelink measurement report. No extra RAN2 impact.

3. Conclusion
This contribution discussed the remaining issues on serving continuity enhancement for L2 U2N relay. The contribution concludes with:
Lossless data delivery
Observation 1 	To address DL lossless data delivery in the inter-gNB i2x cases, there are three solutions on table.
· Option 1: Remote UE sends PDCP status report to the S-gNB after receiving the path switch command. The S-gNB forwards the DL packets to T-gNB as legacy.
· Option 2: Remote UE sends PDCP status report to the T-gNB, the T-gNB requests the S-gNB to forward the DL packets that have not been acknowledged by Remote UE to it.
· Option 3: Relay UE reports to the S-gNB the DL packets that have not been successfully transmitted to Remote UE. The S-gNB forwards the DL packets to T-gNB as legacy.
Observation 2 	When it comes to Rel-18 inter-gNB i2x cases, the situation of UL packets loss on the indirect path is similar compared with Rel-17 intra-gNB i2d case.
Proposal 1	Adopt the following solution to address DL lossless data delivery in the inter-gNB i2x cases:
· the T-gNB triggers a PDCP status report as legacy and Remote UE sends PDCP status report to the T-gNB upon Remote UE’ path switch to T-gNB (w/o additional Uu impact)
· the T-gNB requests the S-gNB to forward the PDCP SDUs that have not been acknowledged by Remote UE to it (with potential Xn impact)
Proposal 2	Follow Rel-17 agreement on intra-gNB i2d path switch to address UL lossless data delivery in the inter-gNB i2x cases, i.e., No spec impact for ensuring UL PDCP lossless behaviour
Emergency service
Observation 3 	There is misalignment between SA2 and RRC specifications on how to set the cause value setting behaviour in case of emergence service relaying.
Observation 4 	It’s beneficial for gNB to know the start/stop of emergency service at remote UE side in order to prioritize path switch to direct path over indirect path.
Observation 5 	For the start of emergency service at remote UE side, the gNB would know according to the cause value of remote UE’s own RRCSetupRequest or RRCResumeRequest message.
Observation 6 	For the stop of emergency service at remote UE side, the gNB would know based on interaction between RAN and CN upon release of remote UE’s emergency PDU session.
Proposal 3	RAN2 to confirm that the relay UE cause value setting behaviour for emergence service relaying is based on SL-RLC0 message from remote UE as Rel-17.
Proposal 4	Inform SA2 on RAN2 conclusion based on above Proposal 3 and it’s up to SA2 how to update their specification.
Proposal 5	RAN2 assumes that how the gNB would get information of the start/stop of emergency service at remote UE side has no impact to the Uu interface.
Proposal 6	RAN2 to confirm that, if there is on-going emergency service at the remote UE side, the upper layer criterion for suitable relay guarantees that the remote UE will only include the candidate relay UE which supports emergency service in sidelink measurement report. No extra RAN2 impact.
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