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Introduction
In RAN2#119bis-e meeting, RAN2 briefly discussed whether network verification of UE location in NTN may impact the latency of targeted services. RAN2 requested input from SA1 and SA2 on any latency constraint of verification procedure and if it can be performed in parallel to target services [1]:  
	Therefore, RAN2 would kindly ask SA1 and SA2 whether they can provide any input on the requirement to “not impact significantly the latency of the targeted services”. 
Specifically:
•	Is there any constraint on the latency (from trigger to result) of the verification procedure?
•	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?


In this contribution, we discuss SA1 and SA2 reply LSs in [2] and [3], respectively, on the issue of latency impact of network verification of UE location in NTN.    
Discussion
In RAN2#119bis-e meeting, RAN2 sent an LS to SA1 and SA2 with the following questions [1]:
	Therefore, RAN2 would kindly ask SA1 and SA2 whether they can provide any input on the requirement to “not impact significantly the latency of the targeted services”. 
Specifically:
•	Is there any constraint on the latency (from trigger to result) of the verification procedure?
•	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?



Observation 1: RAN2 requested SA1 and SA2 view on:  
· whether there is any time restriction on performing location verification procedure;
· whether the network can perform the location verification for the UE independently from the target services. 
In RAN2#120 meeting, SA1 and SA2 provided inputs on Latency impact for NTN verified UE location. 
SA1 indicated no concern on any latency impact due to verification procedure and confirmed that this procedure can be performed independently to target services [2]. 
	•Q1: Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer from SA1: There are no related 3GPP SA1 requirements.
•Q2:Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer from SA1: Yes



Observation 2: No SA1 requirements on latency impact of the verification procedure, which can be performed independently to the targeted services.
Similarly to SA1, SA2 clarified that location verification can occur when a UE attempts to access the network (e.g. initial registration, registration update, service request, TAU, etc.) [3]. 
	Q1 Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
In Release 17 and 18, location verification for regulatory services (e.g. Public Warning System, Charging and Billing, Emergency calls, Lawful Intercept, Data Retention Policy in cross-border scenarios and international regions, Network access) can occur when a UE performs some access to an AMF or MME at a NAS level, such as for initial PLMN Registration or Attach, Registration update or TAU, Service Request, PDU session or PDN connection establishment.



Observation 3: In Release 17 and 18, the AMF verifies the UE reported location when the UE performs some access procedures in NTN.
Moreover, the verification process is performed after completion of the associated NAS procedure of the UE access to the serving AMF. In other words, the location verification procedure would not impact the latency of the target services for the UE. Additionally, the AMF can perform the location verification procedure in parallel to any other UE related activity.
	Q1 Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
... The associated NAS procedure is first completed and then the serving AMF or MME can initiate location verification for the UE …

Q2 Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer:
As indicated above, location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity. SA2 is not aware of any constraint at a 5GC level that might impede or delay the location verification once started.



Observation 4: According to SA2, in Release 17 and 18, the location verification procedure can be performed when the UE accesses the network and in parallel to the targeted services.
Observation 5: SA2 understanding is that the network verification procedure of UE location may not cause delay to UE targeted services.  
In summary, both SA1 and SA2 agree that the verification procedure has no significant impact on the latency of the targeted services. This outcome is aligned with the following recommendation in the TR 38.882 for the network to verify the UE location related to latency of services [4]:
	The solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location.



Proposal 1: RAN2 agrees that the location verification procedure has no (significant) impact on the latency of the targeted services in NTN.

However, SA2 raised a concern on the case of the network performing location verification for a long period of time, as it could impact the UE’s power saving and more seriously could allow a UE to obtain service at a location in which this UE is not allowed any services [3]. 


	Q1 Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
In Release 17 and 18, …. However, a long period of location verification is not preferred because it could interfere with power saving for UEs which need to access a PLMN for only very short periods, and would allow a UE that was not at an allowed location to obtain service from the PLMN that might violate regulatory requirements. Hence, SA2 requests that location verification be capable of being completed within a period of approximately 1 minute maximum and 30 seconds preferably.



In other words, allowing UE access to services before the network verifying the UE location, to determine whether a UE is allowed to obtain service at a given location, could violate regulatory requirements.
Observation 6: Assuming the NW may allow the UE access to services before verifying the UE reported location, may violate regulatory requirements, if the UE manages to obtain service at a location in which the UE is not allowed any services.
However, considering that in RAN2#120 meeting, RAN2 agreed to allow UE access to service before verifying the UE reported location [5]:   
	 Agreements:
1. From RAN2 point of view, assuming the NW may allow the UEs access to services before verifying the UE reported location, the latency of the NW verification can be handled by the NW.



Hence, considering SA2 reply LS [3] and RAN2#120 agreement, RAN2 may need to request feedback from SA2 on whether they see any issue or concern on allowing UE access to services before verifying the UE reported location in NTN.
Proposal 2: RAN2 to discuss whether allowing the UE access to service before verifying the UE reported location may violate regulatory requirements in NTN.

According to the latest WID on network verification of UE location, RAN1 will work on multi-RTT as a method for performing verification of the UE location [6]:
	Based on RAN1 conclusions of the study phase, RAN to prioritize the specification of necessary enhancements to multi-RTT to support the network verified UE location in NTN assuming a single satellite in view [RAN1, 2, 3, 4]. DL-TDoA methods for verification may be considered as lower priority and if time permits and condition in Note is satisfied.



Multi-RTT is an optional feature in NR introduced in Rel-16 that is not mandatory for an NR NTN Rel-17 UE. Depending on how RAN2 handles the capabilities, it is not clear if such a capability would be mandatory for a Rel-18 UE or how the network would handle the access of those UEs to NTN cells. For example, one question is whether the network should simply reject those UEs access to services in NTN cells or whether they should not be allowed access in the first place. It may make sense to allow UEs access in order to check whether they have the required capabilities. This way, UEs without location verification capabilities would not be served, as their access might violate regulatory requirements in some countries. For example, in the case that those UEs have reported incorrect, fake, not trustworthy location information, which is another aspect 5GS may need to deal with. 
Proposal 3: RAN2 to discuss whether the network needs to reject or bar UEs that cannot support location verification feature from accessing services in NTN cells. 
Conclusions
In this contribution we discussed aspects of SA1 and SA2 inputs on whether location verification procedure would impact latency of the target services in NTN. The following are observations and proposals in this contribution: 
Observation 1: RAN2 requested SA1 and SA2 view on:  
· whether there is any time restriction on performing location verification procedure;
· whether the network can perform the location verification for the UE independently from the target services. 
Observation 2: No SA1 requirements on latency impact of the verification procedure, which can be performed independently to the targeted services.
Observation 3: In Release 17 and 18, the AMF verifies the UE reported location when the UE performs some access procedures in NTN.
Observation 4: According to SA2, in Release 17 and 18, the location verification procedure can be performed when the UE accesses the network and in parallel to the targeted services.
Observation 5: SA2 understanding is that the network verification procedure of UE location may not cause delay to UE targeted services.  
Observation 6: Assuming the NW may allow the UE access to services before verifying the UE reported location, may violate regulatory requirements, if the UE manages to obtain service at a location in which the UE is not allowed any services.
Proposal 1: RAN2 agrees that the location verification procedure has no (significant) impact on the latency of the targeted services in NTN.
Proposal 2: RAN2 to discuss whether allowing the UE access to service before verifying the UE reported location may violate regulatory requirements in NTN.
Proposal 3: RAN2 to discuss whether the network needs to reject or bar UEs that cannot support location verification feature from accessing services in NTN cells. 
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Annex A (LS from RAN2 to SA1/SA2, R2-2211044 [1])

	3GPP TSG RAN WG2#119bis-e	R2-2211044
Online, October 10-19th, 2022	

Title:	Latency impact for NTN verified UE location 
Response to:	-
Release:	Release 18
Work Item:	NR-NTN-enh

Source:	RAN2
To:	SA1, SA2
Cc:	RAN1, RAN3, RAN

Contact Person:	
Name:	Quentin Baradat

E-mail Address:	quentin.baradat@thalesaleniaspace.com

Send any reply LS to:	3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org

Attachments:	None


1. Overall Description:

[bookmark: _Hlk117028050]RAN plenary made a feasibility study, reported in the TR 38.882, on the need for the network to verify the UEs location to within an accuracy of 5 to 10 km in order to comply with regulatory services (e.g. Public Warning System, Charging and Billing, Emergency calls, Lawful Intercept, Data Retention Policy in cross-border scenarios and international regions, Network access). 
The TR contains one recommendation for the network to verify the UE location related to latency of services:
The solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location.
Therefore, RAN2 would kindly ask SA1 and SA2 whether they can provide any input on the requirement to “not impact significantly the latency of the targeted services”. 
Specifically:
•	Is there any constraint on the latency (from trigger to result) of the verification procedure?
•	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?

2. Actions:
[bookmark: _Hlk46227635]To SA1; SA2
Cc RAN1; RAN3; RAN
ACTION:	RAN2 would like to respectfully ask SA1 and SA2 to provide some input on the questions above.
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	3GPP TSG SA WG 1 Meeting #100		 S1-223539
Toulouse, France, 14 – 18 November 2022

Title:	Reply LS on Latency impact for NTN verified UE location
Response to:	LS R2-2211044/S1-223261 on Latency impact for NTN verified UE location from RAN2
Release:	Release 18
Work Item:	NR-NTN-enh

Source:	SA1
To:	RAN2, SA2
Cc:	RAN1, RAN3, RAN

Contact person:	Chunhui Zhu
	zhuchunhui@xiaomi.com
	
Send any reply LS to:	3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org

Attachments:	None

1	Overall description
SA1 thanks RAN2 for the information and questions highlighted in S1-223261/R2-2211044 LS on Latency impact for NTN verified UE location. 

SA1 would like to provide the following answers to the questions:

•Q1:	Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer from SA1: There are no related 3GPP SA1 requirements.

•Q2:	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer from SA1: Yes
2	Actions
To RAN2, SA2
SA1 asks RAN2 and SA2 to take this information into account.




Annex C (SA2 reply LS in S2-2211199 [3])

	[bookmark: Title][bookmark: DocumentFor][bookmark: OLE_LINK57][bookmark: OLE_LINK58]Title:	LS Response on Latency impact for NTN verified UE location
Response to:	S2-2210193 / R2-2211044
[bookmark: OLE_LINK59][bookmark: OLE_LINK60][bookmark: OLE_LINK61]Release:	Rel-18
Work Item:	5GSAT_ARCH

Source:	SA2
To:	RAN2
[bookmark: OLE_LINK45][bookmark: OLE_LINK46]Cc:	SA1, RAN1, RAN3, RAN

Contact person:	Stephen Edge
	sedge AT qti.qualcomm.com
	
Send any reply LS to:	3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org

Attachments:	
1	Overall description
SA2 thanks RAN2 for their LS on Latency impact for NTN verified UE location. SA2 has the following answers to the 2 questions from RAN2.
Q1	Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
In Release 17 and 18, location verification for regulatory services (e.g. Public Warning System, Charging and Billing, Emergency calls, Lawful Intercept, Data Retention Policy in cross-border scenarios and international regions, Network access) can occur when a UE performs some access to an AMF or MME at a NAS level, such as for initial PLMN Registration or Attach, Registration update or TAU, Service Request, PDU session or PDN connection establishment. The associated NAS procedure is first completed and then the serving AMF or MME can initiate location verification for the UE from an LMF or E-SMLC, respectively. Because the initial NAS procedure is first completed, there is no real time restriction on the latency of the location verification. Hence a latency of more than 10 seconds could be tolerated. However, a long period of location verification is not preferred because it could interfere with power saving for UEs which need to access a PLMN for only very short periods, and would allow a UE that was not at an allowed location to obtain service from the PLMN that might violate regulatory requirements. Hence, SA2 requests that location verification be capable of being completed within a period of approximately 1 minute maximum and 30 seconds preferably.

Q2	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer:
As indicated above, location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity. SA2 is not aware of any constraint at a 5GC level that might impede or delay the location verification once started.
2	Actions
To RAN2
ACTION: 	SA2 asks RAN2 to take the above answers into account when defining support for UE location verification in Release 18.






