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1 Introduction
In last R2 meeting (R2#120), there were the agreements regarding procedure/signaling aspects for SLPP.
Agreement:

Sidelink positioning supports a session-based concept in SLPP, in which signalling messages within a session can be associated with one another by the involved UEs.  The relationship to upper-layer designs from SA2 can be discussed during normative work.

FFS if there is also sessionless operation and what aspects of session-based operation would not be included.

Agreement:

At least in the case that positioning methods are supported that do not require a mutual exchange of SLPP messages associated with one another among UEs, SLPP sessionless operation can be supported.  FFS if sessionless operation can be operated with security.

In this contribution, we discuss about the designing SLPP protocol in the session perspective. 
2 Discussion
2.1 Session-based SLPP operation 
We introduced session based SLPP, and session-less SLPP in the last R2#120 meeting. However, there was no specific definition of the session in the SLPP perspective even though the discussion was held with some implicit background among companies. By defining the exact terminology, it is easy to find the new consideration points. 
In our understanding, the core concept regarding the session of SLPP is that the session is associated with a single location service request regardless of which entity has instigated that, and the signaling/messages are all related to that purpose. The definition of LPP session can be used as the reference for defining the session of the SLPP, and cropped from 37.355 as below:
	2.1.1 4.1.2
LPP Sessions and Transactions

An LPP session is used between a Location Server and the target device in order to obtain location related measurements or a location estimate or to transfer assistance data. A single LPP session is used to support a single location request (e.g., for a single MT-LR, MO-LR or NI-LR). Multiple LPP sessions can be used between the same endpoints to support multiple different location requests (as required by TS 23.271 [3]). Each LPP session comprises one or more LPP transactions, with each LPP transaction performing a single operation (capability exchange, assistance data transfer, or location information transfer). In E-UTRAN and NG-RAN, the LPP transactions are realized as LPP procedures. The instigator of an LPP session will always instigate the first LPP transaction, but subsequent transactions may be instigated by either end. LPP transactions within a session may occur serially or in parallel. LPP transactions are indicated at the LPP protocol level with a transaction ID in order to associate messages with one another (e.g., request and response).
Messages within a transaction are linked by a common transaction identifier.



The yellow highlighted part above, that is also applicable to the SLPP session, except that the end point is not location server, but UE. Therefore, for defining session-based SLPP operation, we propose to discuss the following statements. 

Proposal 1-1. For session-based SLPP, RAN2 agree that an SLPP session is used between or among UEs in order to obtain location related measurements or a location estimate or to transfer assistance data. 
Also, regarding green part, single SLPP session is used to support a single location request. Therefore, we also propose to discuss on the following.
Proposal 1-2. For session-based SLPP, RAN2 agree that a single SLPP session is used to support a single location request for sidelink positioning.

However, for that “a single location request” in the P1-2, it is not known that legacy LCS service request cases (i.e., MT-LR, MO-LR or NI-LR) can be applied to sidelink positioning cases as it is. Obviously, the whole call flow of sidelink positioning service request must be different with the legacy LCS request cases due to that the involved CN/RAN entity would be changed. And this needs SA2 confirm. Therefore, we propose to consult SA2 on this.

Proposal 1-3. RAN2 agree to send LS to SA2 to inform the agreed session-based SLPP definitions and ask for the procedure on how a single SLPP session is invoked by the LCS service request for sidelink positioning.
Regarding cyan part, multiple SLPP sessions can be used between or among same UEs, which is a marginal difference between LPP and SLPP. So, except this, other part can be reused.

Proposal 1-4. For session-based SLPP, RAN2 agree that the following TP:

Multiple SLPP sessions can be used between/among the same endpoints to support multiple different location requests. Each SLPP session comprises one or more SLPP transactions, with each SLPP transaction performing a single operation (capability exchange, assistance data transfer, or location information transfer). In NG-RAN, the SLPP transactions are realized as SLPP procedures. The instigator of an SLPP session will always instigate the first SLPP transaction, but subsequent transactions may be instigated by other end. SLPP transactions within a session may occur serially or in parallel. 

Regarding pink part, as LPP, SLPP transactions are indicated at the SLPP protocol level with a transaction ID to identify the same functionality of the message, as already agreed as below:

Agreement:

Proposal 3 (modified): In order to enable sidelink positioning, SLPP/RSPP shall support at least the following functionalities:

1.
SL Positioning Capability Transfer

2.
SL Positioning Assistance Data exchange

3.
SL Location Information Transfer

4.
Error handling

5.
Abort

This agreement does not imply any specific signalling structure.

Therefore, we propose the following:

Proposal 1-5. For session-based SLPP, RAN2 agree that SLPP transactions are indicated at the SLPP protocol level with a transaction ID in order to associate messages with one another (e.g., request and response).

For the grey part, we don’t know how the details of SLPP messages, and its structure can be made yet, so it is FFS. 

Proposal 1-6. For session-based SLPP, it is FFS that Messages within a transaction are linked by a common transaction identifier.
2.2 Session-less SLPP operation and cast type
Session-less means there is no SLPP session in this type of operation. The other interpretation R2 made was that there is no mutual SLPP message exchange. The simplest example is that a UE transmits the static information of SL-PRS, and its location information as an anchor UE, then the target UE find its location based on these two given information. 
In our view, there is no restriction with the cast type for session-less SLPP. In above example, anchor UE’s transmission on location information as an anchor, and the SL-PRS configuration could be either unicast or multicast or broadcast transmission, and whichever UE can use that information if it can decode the received information. 
Proposal 2-1. RAN2 agree that there is no need to restrict the used cast type for session-less SLPP.

The other issue which was also indicated in the last meeting is security on session-less case. 
Agreement:

At least in the case that positioning methods are supported that do not require a mutual exchange of SLPP messages associated with one another among UEs, SLPP sessionless operation can be supported.  FFS if sessionless operation can be operated with security.
As in our example above, the transmitted information from the UE is the location of that UE, and also SL-PRS configurations transmitted from that UE. Assuming that the UE is a public device such as PRU, then there is no harm to broadcast the location of the PRU, and SL-PRS configuration can be known by any UE’s in the vicinity. Therefore, we think session-less operation has, at least, the case that public purpose can transmit the information to be used by the other UEs, and it can be no need of security. 
Observation 1. At least, some public location service using PRU can use the session-less SLPP, and there is no need to secure the information transmitted over the air from the PRU.

However, the normal vehicles sensing / ranging also might need this session-less operation. In that case, the location of each anchor UE which is a normal personal vehicle should be secured. The security might be facilitated in the AS layer. Or not only AS layer but also upper layer or application layer can handle those security functionality. In our view, with variable possibility of realizing the security function, there is no problem to work on the session-less operation with security.
Observation 2. There is also the case that security is necessary for session-less SLPP operation.
Observation 3. Application or upper-layer or AS layer can support the necessary security functionality for sidelink positioning in session-less SLPP operation.

Therefore, we also propose the following:
Proposal 2-2. RAN2 agree that session-less operation can work with security. 
In the final, SLPP protocol would have both of session-based and session-less operation based on the expected service examples. 37.355 can describe the both session-based and session-less SLPP operation. 

Proposal 3. RAN2 agree that both the session-less and session-based SLPP operation are necessary to be described in the SLPP protocol specification.

Conclusion

Based on the above discussion, we have the following proposals and observations as a conclusion:
