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1	Introduction
In NR Rel-18 WI on NTN enhancement, the objective on network verified UE location is defined as follows
· Based on RAN1 conclusions of the study phase, RAN to prioritize the specification of necessary enhancements to multi-RTT to support the network verified UE location in NTN assuming a single satellite in view [RAN1, 2, 3, 4]. 
· DL-TDoA methods for verification may be considered as lower priority and if time permits and condition in Note is satisfied.

Note 1: Enhancements assume reuse of the RAT dependent positioning framework
Note 2: The specification of DL-TDOA enhancements will be subject to the study of the impact of realistic UE clock drift onto DL-TDOA performance
Note 3: The target accuracy for position verification purposes is as documented in clause « recommendations » of the 3GPP TR 38.882 (i.e. 10 km granularity)
Note 4: Multiple satellite in view by the UE may be considered if time allows
Note 5: The enhancements may be subject to relevant SA WGs (e.g. SA3/SA3-LI) feedbacks on the reliability of UE reports involved
Note 6: The enhancements should take into account the mirror-image ambiguity
Note 7: Network verified UE location is an optional UE feature
 
Based on the above objective and notes, we discuss the following issues/aspects in this paper.
1. whether UE is allowed to run the corresponding service while the verification procedure on the UE location is running?
2. Discussions on some protocol aspects for multi-RTT based positioning method
3. How to handle the case where a UE doesn’t support any RAT dependent positioning method?
4. How to handle the case where a UE doesn’t support network verified UE location? 
[bookmark: _Ref178064866]2	Discussion
2.1 The service
Whether UE is allowed to run the corresponding service before UE location is verified has been discussed in RAN2#120. RAN2 has made the following initial agreement
Agreements:
1. From RAN2 point of view, assuming the NW may allow the UEs access to services before verifying the UE reported location, the latency of the NW verification can be handled by the NW.
After further check with the TR 38.882 where the following recommendation is given

-	Assume that the UE is attached to a network (so that its context has been set up in the network) for the purpose of positioning

The above recommendation indicates that the UE’s initial connection/attachment to the core network is solely for the purpose of positioning. The UE shall not run the corresponding service via the connection/attachment which is solely for the purpose of positioning. The purpose of the verification procedure is to ensure that the UE shall select an AMF corresponding to the UE’s real location. It is worth to note that it is the AMF that is responsible to trigger the verification procedure after reception of the NAS Registration Request and responds to the UE with NAS Registration Accept after the UE’s location has been verified. The AMF is in control of both the verification procedure and allowing the UE to start services during the initial attachment phase, and it does not make sense to allow the UE to use a wrong AMF to run the service if the UE has faked its position, therefore the AMF will not initiate other services until the UE location has been verified.  

[bookmark: _Toc127432950]According to the TR 38.882, during the procedure of network-initiated verification of UE location, the UE’s initial connection/attachment is solely for the purpose of positioning. 
 
[bookmark: _Toc127433207]From a RAN2 point of view, it is the AMF that is in control of services for a UE and AMF will not allow the UE to run services before the network has verified the UE's location during the initial connection setup (i.e., attachment) phase.

In addition, the network may trigger a verification procedure to verify the UE’s location at a later stage other than the initial connection setup phase. In this case, the UE may be already running some services. The network may allow the UE to continue operating the existing services regardless of whether the UE’s location is verified or not.
[bookmark: _Toc127433208]NTN UE may be allowed by the network to continue operating the existing services before the network has verified the UE’s location after the initial connection setup (i.e., attachment) phase.

2.2 Protocol aspects for multi-RTT based positioning
2.2.1 The issue on TA
Even though the UE reports an incorrect UE location, the UE must still use the true UE location for calculating the TA and doppler pre-compensation, otherwise the UE can likely not communicate with the NTN (or transmissions arriving at the gNB will be well outside the cyclic prefix and non-aligned with the intended frequency band). 
Thus, a fake reported UE location means the 3GPP chipset is already handling two UE locations, and it would be super simple for the UE to report a TA corresponding to the reported fake UE position. 
In this sense, the reported TA cannot be considered “independent from the location information reported by the UE” as stated in the TR recommendations. 

Whether TA report can be trusted and therefore used to derive UE’s Rx-Tx time difference measurement have been discussed in both RAN1 and RAN2 during the SI phase. However, there were no conclusion.

In our view, the UE measured Rx-Tx time difference (RTTD) is different from TA report given the following reasons
1) TA is calculated by the UE referring to DL SSB timing, while RTTD is measured by UE referring to PRS and SRS, which has smaller measurement errors than SSB.
2) In addition, TA is estimated by UE in upper layer (e.g., MAC layer) based on GNSS location, which can be easily faked. While RTTD can be categorized as L1 measurement results, which can be trusted since RAN2 has already agreed that 3GPP measurements can be considered to be trusted.

[bookmark: _Toc127432951]TA is calculated by the UE referring to DL SSB timing, while Rx-Tx time difference is measured by UE referring to PRS and SRS, which has smaller measurement errors than SSB. 
[bookmark: _Toc127432952]TA is estimated by UE in upper layer (e.g., MAC layer) based on GNSS location, which can be easily faked while RTTD can be categorized as a L1 measurement result, which can be trusted. 

[bookmark: _Hlk125676271][bookmark: _Toc127433209]UE’s TA report is not trusted in NTN and therefore is not used during a network initiated verification procedure of UE’s location.

Given the above reasons, it is reasonable to decouple the discussion on the TA trustworthiness from the discussion on multi-RTT positioning method. In other words, RAN1 and RAN2 can just focus on discussion of multi-RTT positioning framework without considering whether TA can be trusted.
RAN1 has made the following agreement regarding multi-RTT in RAN1#111, 

For network verification of UE location in NR NTN based on multi-RTT using UE RX-TX time difference report, if the UE reports needed to perform multi-RTT can be assumed to be trusted, existing multi-RTT framework may be reused with potential enhancements to adapt it to NTN context. This may include, but not limited to:
· If justified: NTN-specific definition of UE RX-TX time difference, including as an example, potential modifications to UE Rx – Tx time difference to enable network verification of UE location without introducing any additional measurements at the UE (with respect to Rel-17 NTN)
· The following is not precluded: the UE Rx – Tx time difference is defined as TUE-RX – TUE-TX, where TUE-RX – TUE-TX is directly derived from the timing advance TTA applied by the UE at a given subframe.
· Above does not imply that the relevant work is prioritized.
· Other assistance data (e.g. ephemeris) to be transferred from gNB to the LMF.
· If justified: Other assistance data (e.g. to resolve ambiguity on mirror position issue) to be transferred from UE to LMF
· If justified: Adaptations enabling Rx-TX measurements for Multi-RTT involving multiple cells within the same satellite

In the above conclusions, Rx-Tx time difference measurement directly derived from the TA (report) by UE is not precluded. Given arguments that we have elaborated in the above, we think UE RTTD measurement results directly derived from the TA shall be precluded. 

[bookmark: _Toc127433210]In multi-RTT based positioning for NTN UE, a UE’s Rx-Tx time difference measurement shall not be directly derived from the TA applied by the UE.
2.2.2 The trigger
During the SI phase, how to trigger the verification procedure has been discussed and RAN2 has made the below agreement
1. RAN2 assumes that the UE location verification procedure can be triggered by the CN and it is up to the CN to decide when to trigger the procedure

During the SI phase, most companies think it is sufficient to only leave it to CN to trigger the network verified UE location. There were no benefits foreseen with the additional RAN trigger. Therefore, we suggest RAN2 to conclude that the UE location verification procedure can only be triggered by the CN in this release.
[bookmark: _Toc127432953]During the SI phase, no benefits were seen with RAN trigger for the verification procedure. 

[bookmark: _Toc127433211]For network verified UE location, the verification procedure can only be triggered by the CN.
2.3 The procedure
As described in clause 5.2 of TS 38.305, the overall sequence of events applicable to the UE, NG-RAN and LMF for any location service is shown in Figure 1.
Note that when the AMF receives a Location Service Request in case of the UE is in CM-IDLE state, the AMF performs a network triggered service request in order to establish a signalling connection with the UE and assign a specific serving gNB or ng-eNB. The UE is assumed to be in connected mode before the beginning of the flow shown in the Figure 1; that is, any signalling that might be required to bring the UE to connected mode prior to step 1a is not shown. The signalling connection may, however, be later released (e.g. by the NG-RAN node as a result of signalling and data inactivity) while positioning is still ongoing.


Figure 1/Figure 5.2-1: Location Service (LCS) Support by NG-RAN in TS 38.305 V 17.3.0
[bookmark: _Toc127432954]UE runs the procedures of the LCS framework in RRC CONNECTED. 
Therefore, in order to leverage the LCS framework for the network verification of UE reported location, NTN UE needs to go to RRC CONNECTED. 
[image: ]
Figure 2: The network verification procedure of UE location where the verification is successful
The network-initiated verification procedure is illustrated in Figure 2 where the UE’s location is successfully verified. In the procedure, the UE first goes to RRC_CONNECTED. The UE can send NAS Registration Request message to the AMF to trigger the registration procedure. After the NAS authentication and security procedure is completed, the AMF may trigger a location service request for the UE. If the UE’s location is verified, the AMF completes the registration procedure. After that, the UE can establish the PDU session and the corresponding DRBs for the concerned service. The UE then runs the service.
[bookmark: _Toc127433212]As in the legacy LCS framework, NTN UE needs to be in RRC_CONNECTED in order to perform the network initiated verification procedure.

[image: ]
Figure 3: The network verification procedure of UE location where the verification is failed.
As shown in Figure 3, if the UE’s location is not verified, the AMF sends NGAP initial context release message to the gNB. In this case, a failure cause can be indicated to the gNB by the AMF where the LMF notifies a failure saying “unable to verify UE location”. RAN3 has already agreed to reuse the existing failure cause in Rel-17, i.e., “UE not in PLMN serving area” for this purpose. 
[bookmark: _Toc127432955]RAN3 has already agreed to reuse the existing failure cause in Rel-17, I.E., “UE not in PLMN serving area” in NGAP signaling to indicate the failure of the verification on UE’s location. 
This also means that both the gNB and the UE don’t need to be aware of the failure cause. The UE and the gNB can just follow the legacy procedure to perform actions.
[bookmark: _Toc127433213]If the NTN UE’s location is not verified, the gNB is signaled of the existing failure cause i.e., “UE not in PLMN serving area” by the AMF and no new failure cause is needed.

2.4 UE capabilities
In the RAN2#120, RAN2 has agreed that
1. RAN2 agrees the re-use of the LCS framework of the LMF for the network verification of UE reported location information in NTN. 
2. RAN2 will work on the details of radio protocol aspects of the verification procedure based on the solution investigated by RAN1 
From the above agreements, it is observed that the NTN network will rely on the RAT dependent positioning methods to perform the verification for UE. 
First, whether to support a RAT dependent positioning method is indicated via a specific UE capability, which is optional. In other words, it is possible that a UE doesn’t support any RAT dependent positioning method which is required by the CN to verify UE location. Second, the UE doesn’t support the feature of network verified UE location, since the feature of network verified UE location will be optional to UE.  
For the latter case, it is not feasible that UE supports the required RAT dependent positioning method without supporting network verified UE location. This is because that the feature of network verified UE location is a network initiating feature (see P2), meaning that the network determines whether and when to enable the verification procedure for a UE. Therefore, the common fact for both cases is that the required RAT dependent positioning methods are not available for the UE. Therefore, it is unnecessary to define any new UE capability indicating whether UE supports the feature of network verified UE location.


[bookmark: _Toc127433214]Reuse the existing UE capabilities on positioning to indicate whether the UE supports the feature of network verified UE location. A new additional UE capability is not needed.

If there is not any RAT dependent positioning method that the UE supports that is feasible to fulfil the required positioning accuracy in order to verify the location of the UE, the NTN network node may attempt to use a NW based solution (without involving the UE’s positioning measurement activities) to verify the location of the UE fulfilling the required positioning accuracy. Such NW based solutions may comprise at least one of the following e.g., 
1) UL-AoA
2) UL-TDOA
In this case, the NTN network node (e.g., the location server) sends signaling to the gNB indicating the possible NW based positioning methods which can be applied to verify the UE’s location. The gNB further performs measurements towards the UE. After that, the gNB provides corresponding measurement results to the location server for the verification. The location server further replies to the UE and/or the gNB of the verification outcome. 
In this case, whether or not to achieve the required positioning accuracy would be based on the network’s implementation. As indicated in R1-2211765 [1], the UE position can then be obtained from the intersection of the earth surface and the ray that originates at the satellite position with direction given by UL-AoA. Since these methods rely on angular resolution, the positioning accuracy will depend on the antenna panels at the satellite: the more the antenna elements, the higher the angular resolution. It is further pointed out in in R1-2211765 [1] that, if we solely rely on UL-AoA for location verification in an NTN cell, then an 8x8 antenna array can roughly achieve a resolution of 1° which shall be feasible to achieve a positioning accuracy of 10 km for LEO satellite orbits up to 600 km. If we use a combination of UL-AoA with another positioning method, we can further relax the positioning requirement for UL-AoA to 100 km. As a result, an angular resolution of around 9.6° will be needed for LEO at 600 km altitude, which can be realized with fewer antenna elements. 

[bookmark: _Toc127433215]For network verification of an NTN UE location (especially if multi-RTT is not supported by the UE), adopt UL-AoA based positioning as one candidate positioning method for the UE.
If it is not possible for the CN solely based on network implementation or other RAT positioning method to verify the UE’s location fulfilling the required positioning accuracy, the network can block the UE’s access for the corresponding service same as handling other UEs which are failed to pass the location verification procedure. However, that can be handled by NW implementation (e.g., AMF implementation).
For an NTN UE which doesn’t support the required RAT dependent positioning methods, it is up to NW (e.g., AMF) implementation on how to refrain the UE from accessing the corresponding service. 
[bookmark: _Toc117683016]
[bookmark: _Toc70424553][bookmark: _Ref189046994]3 Conclusion
In the previous sections we made the following observations: 
Observation 1	According to the TR 38.882, during the procedure of network-initiated verification of UE location, the UE’s initial connection/attachment is solely for the purpose of positioning.
Observation 2	TA is calculated by the UE referring to DL SSB timing, while Rx-Tx time difference is measured by UE referring to PRS and SRS, which has smaller measurement errors than SSB.
Observation 3	TA is estimated by UE in upper layer (e.g., MAC layer) based on GNSS location, which can be easily faked while RTTD can be categorized as a L1 measurement result, which can be trusted.
Observation 4	During the SI phase, no benefit were seen with RAN trigger for the verification procedure.
Observation 5	UE runs the procedures of the LCS framework in RRC CONNECTED.
Observation 6	RAN3 has already agreed to reuse the existing failure cause in Rel-17, I.E., “UE not in PLMN serving area” in NGAP signaling to indicate the failure of the verification on UE’s location.

Based on the discussion in the previous sections we propose the following:
Proposal 1	From a RAN2 point of view, it is the AMF that is in control of services for a UE and AMF will not allow the UE to run services before the network has verified the UE's location during the initial connection setup (i.e., attachment) phase.
Proposal 2	NTN UE may be allowed by the network to continue operating the existing services before the network has verified the UE’s location after the initial connection setup (i.e., attachment) phase.
Proposal 3	UE’s TA report is not trusted in NTN and therefore is not used during the network initiated verification procedure of UE’s location.
Proposal 4	In multi-RTT based positioning for NTN UE, a UE’s Rx-Tx time difference measurement shall not be directly derived from the TA applied by the UE.
Proposal 5	For network verified UE location, the verification procedure can only be triggered by the CN.
Proposal 6	As in the legacy LCS framework, NTN UE needs to be in RRC_CONNECTED in order to perform the network initiated verification procedure.
Proposal 7	If the NTN UE’s location is not verified, the gNB is signaled of the existing failure cause i.e., “UE not in PLMN serving area” by the AMF and no new failure cause is needed.
Proposal 8	Reuse the existing UE capabilities on positioning to indicate whether the UE supports the feature of network verified UE location. A new additional UE capability is not needed.
Proposal 9	For network verification of an NTN UE location (especially if multi-RTT is not supported by the UE), adopt UL-AoA based positioning as one candidate positioning method for the UE.
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