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1	Introduction
One of the WID [1] objectives is:
4.1.3	Network verified UE location

[bookmark: _Hlk89953816]Pending on the conclusion of the RAN SI FS_NR_NTN_netw_verif_UE_loc study item, study and evaluate, if needed, solutions for network to verify UE reported location information [RAN2,RAN1,RAN3].

[bookmark: _Hlk86407450][bookmark: _Hlk102684345]RAN is expected to determine by RAN#98 whether the study has identified any need for Network verified UE location specification support in Rel-18.

The RAN SI FS_NR_NTN_netw_verif_UE_loc [2] was concluded at RAN#96 and is documented in the TR [3] where the following observation were made: 
The RAN can also request radio measurements (intra-RAT neighbours, inter-RAT neighbours, WLAN, etc.) from the UE; these may be used to drive NNSF and to learn from the environment.
Some further observations:
a)	At least some of the information the UE supplies to the network will have to be considered as trusted, to avoid extreme conclusions (at least RRC measurements cannot be faked); 
b)	Core networks connecting to the same shared RAN will always require some degree of common coordination / configuration: this is typically the case for network sharing (especially MOCN). For NTN, this may include e.g. specific timer settings/behaviour for UE connection attempts;
c)	Due to mere traffic load considerations, it may not be desirable to cover whole portions of a continent, including multiple countries, with a single cell. Therefore, in real deployments the served cell information may typically be more granular than in the extreme case envisaged so far.
The above has been deemed sufficient to mitigate the issue in Rel-17.

and the TR [3] make following recommendations: 
[bookmark: _Toc105678674]5	Recommendations
In this study, we have identified the need to define a network based solution which aims at verifying the reported UE location information.
The verification should be performed independently from the location information reported by UE.
The UE location information for the study is considered verified if the reported UE location is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size), enabling country discrimination and selection of an appropriate core network in order to support all the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing).
The solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location.
The study in [RAN2,RAN1,RAN3], which will study and evaluate solutions for the network to verify UE reported location information, shall consider the following aspects:
-	The scenario of single satellite (or HAPS) in view by the UE at a time is considered with higher priority.
-	Multiple satellite (or HAPS) in view by the UE may be considered if time allows
-	Assume that the UE is attached to a network (so that its context has been set up in the network) for the purpose of positioning
-	Different solutions or positioning methods for NGSO, GSO or HAPS are not precluded
-	When considering solutions based on positioning methods, existing 3GPP defined RAT dependent positioning methods shall be considered as baseline. Other methods are not precluded.
-	Solutions using existing NG-RAN architecture and procedures shall be considered

In this contribution we discuss the options for the network to verify the UE reported location information, taking the observations and recommendations from the TR into account.

2	Discussions
As is apparent from the email discussion [POST119-e][108][R18 NR-NTN] NW verified UE location (Thales) [4], there are different interpretations of the observations and recommendations in the TR.

Issues with divergent view in RAN2 are listed below:

· Shall the verification be a 5GC triggered function or can also RAN trigger verification?
· If NW verification is only needed when the UE registers to the network, then it must be CN that triggers the verification, as only CN knows whether a UE’s access is an initial Registration 
· How to evaluate different solutions for NW verification? 
· Shall RAN2 even handle such a question, as evaluation of solutions will be done by RAN1. 
· How to interpret the TR recommendation “The solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location.”. Shall a UE: 
· 1) not be allowed to access services before the NW has verified the UE location, or 
· 2) be allowed to access services and later, if NW verification fails, the UE can be switched to the correct AMF, or blocked. 
· What measurements from a UE can be trusted? For example, the UE’s reported Timing Advance can easily be faked by the UE. 

[bookmark: _Toc115428055]Send LS to RAN plenary asking for clarification on the interpretation of TR latency and trust in UE RRC measurements (and if it is actually RRM measurements that is meant instead of RRC measurements). What measurements can be trusted? When and how often does the network need to verify the UE reported location? In case UEs shall be denied service until the UE reported location is verified by the network, what is an acceptable delay for the NW verification procedure? 
[bookmark: _Toc115428056]Pending answers to latency and trust issues, RAN2 agreements shall state the assumptions. For example, “From a RAN2 point of view, assuming NW may trust the UE reported timing advance using RRC signalling, the NW can estimate the UEs position by receiving N measurements with at least T seconds in between each measurement.” Or “From a RAN2 point of view, assuming UEs can be allowed access to services before the NW has verified the UE location, the latency of the verification is handled by the network.” 


2.1	Verification latency
We think this recommendation in the TR:
The solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location.
Shall be interpreted as: the network shall let the UE go into RRC_CONNECTED mode assuming the UE reported location is correct. This is further supported by the TR recommendations for the R1/R2/R3 study:
-	Assume that the UE is attached to a network (so that its context has been set up in the network) for the purpose of positioning
Eventually, when network verified UE location is available and differs from the UE reported location, then the core network can initiate a switch (change AMF, PLMN etc.) or block the UE. 
With this interpretation, only UEs that report an incorrect UE location will experience a possible extra delay in the service. If UEs connect and leave before the NW can verify the location, the NW may delay the UE leaving and/or learn which UEs (IMSI/IMEI) that does this and block further access.
[bookmark: _Toc115428057]From RAN2 point of view, assuming the NW may allow the UEs access to services before verifying the UE reported location, the latency of the NW verification can be handled by the NW.


2.2	Trustworthiness of UE reporting 
Even though the UE reports an incorrect UE location, the UE must still use the true UE location for calculating the TA and doppler pre-compensation, otherwise the UE can likely not communicate with the NTN (or transmissions arriving at the gNB will be well outside the cyclic prefix and non-aligned with the intended frequency band). 
Thus, a fake reported UE location means the 3GPP chipset is already handling two UE locations, and it would be super simple for the UE to report a TA corresponding to the reported fake UE position. 
In this sense, the reported TA cannot be considered “independent from the location information reported by the UE” as stated in the TR recommendations. 
[bookmark: _Toc115428058]UE reporting of timing advance cannot be trusted in NTNs. 

The TR observation:
The RAN can also request radio measurements (intra-RAT neighbours, inter-RAT neighbours, WLAN, etc.) from the UE; these may be used to drive NNSF and to learn from the environment.
Some further observations:
a)	At least some of the information the UE supplies to the network will have to be considered as trusted, to avoid extreme conclusions (at least RRC measurements cannot be faked); 
We interpret this as RRM measurements may be trusted, so for example RSRP/RSRQ for multiple cells from the same satellite may be assumed to be correct. 

2.3	Solutions for NW verification 
The TR has the recommendation
The verification should be performed independently from the location information reported by UE.
Further, the TR recommends
-	The scenario of single satellite (or HAPS) in view by the UE at a time is considered with higher priority.
-	Multiple satellite (or HAPS) in view by the UE may be considered if time allows
We think that, if possible, we shall avoid methods where the UE is provided with measurement configurations that the UE can conclude are only for the purpose of verifying its location – as the UE then can cheat by not producing the measurement results (in case this happens repeatedly, the NW may block the UE from access). 
This leaves us with very few options. We see the following as most promising
· Angle of Arrival at the NTN payload
· Accuracy of 10 km will be challenging as the antennas must be advanced to reach the required angular resolution 
· As UE is not involved, UE cannot fake a position
· E-CID 
· Report measurements of neighbouring cells, possibly directing the beams of neighbours to increase the accuracy of the measurement

This may anyway be evaluated by RAN1, RAN2 can wait outcome of accuracy evaluations in RAN1. 
[bookmark: _Toc115428059]RAN2 postpone solution discussions for NW verification of UE position until RAN1 have evaluated the solutions.

3	Conclusions
In this contribution we make the following observations:
No table of figures entries found.

Based on the discussion in the previous sections we propose the following:
Proposal 1	Send LS to RAN plenary asking for clarification on the interpretation of TR latency and trust in UE RRC measurements (and if it is actually RRM measurements that is meant instead of RRC measurements). What measurements can be trusted? When and how often does the network need to verify the UE reported location? In case UEs shall be denied service until the UE reported location is verified by the network, what is an acceptable delay for the NW verification procedure?
Proposal 2	Pending answers to latency and trust issues, RAN2 agreements shall state the assumptions. For example, “From a RAN2 point of view, assuming NW may trust the UE reported timing advance using RRC signalling, the NW can estimate the UEs position by receiving N measurements with at least T seconds in between each measurement.” Or “From a RAN2 point of view, assuming UEs can be allowed access to services before the NW has verified the UE location, the latency of the verification is handled by the network.”
Proposal 3	From RAN2 point of view, assuming the NW may allow the UEs access to services before verifying the UE reported location, the latency of the NW verification can be handled by the NW.
Proposal 4	UE reporting of timing advance cannot be trusted in NTNs.
Proposal 5	RAN2 postpone solution discussions for NW verification of UE position until RAN1 have evaluated the solutions.
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