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1. [bookmark: OLE_LINK14][bookmark: OLE_LINK13]Introduction
In review of the GNSS positioning integrity, the UE is able to provide “achievable TIR” while the integrity requirement provided by the location server is merely “TIR”[1]. The investigation is made on the feasibility of the current operation. 
2. Discussion
	CommonIEsProvideLocationInformation ::= SEQUENCE {
	locationEstimate			LocationCoordinates		OPTIONAL,
	velocityEstimate			Velocity				OPTIONAL,
	locationError				LocationError			OPTIONAL,
	...,
<skip the irrelevant part>
	[[
		integrityInfo-r17		IntegrityInfo-r17		OPTIONAL
	]]
}
IntegrityInfo-r17 ::= SEQUENCE {
	horizontalProtectionLevel-r17		INTEGER (0..50000),
	verticalProtectionLevel-r17			INTEGER (0..50000)				OPTIONAL,
	achievableTargetIntegrityRisk-r17	INTEGER (10..90)				OPTIONAL,
	...
}


As is specified in the LPP Provide Location Information message, the UE would calculate and report Protection Level (PL) as primary integrity information to the LMF. Besides, achievableTargetIntegrityRisk-r17 is also presented to the location server optionally according to a best-effort situation.
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Figure 1: Relation of PL and TIR
In our understanding, the interoperability brought by the achievable TIR is of significance; however, we doubt the origin to obtain such parameter with little knowledge about the integrity requirements.
Figure 1 illustrates the basic concept to obtain the value of PL. When monitoring or receiving all possible feared events happened in the positioning system, UE is able to depict the probability distribution of the position state error based on implementation. Most importantly, it is the required integrity risk provided by the LCS client that set a fixed value of integration area for the calculated position error probability distribution function. In turn, the value of PL could be deduced as a lower limit of integral, with the knowledge of the infinite upper limit. Put it straightforwardly, PL will be exclusively bonded with TIR for a certain error distribution. 

Observation 1: The value of PL is obtained by the knowledge of TIR and the error probability distribution modeled by UE implementation. 
[bookmark: _Hlk115182199]What is more, UE obtains the value of PL barely in reference to TIR, which gives no prior knowledge about the quality of PL compared with requested AL. As a matter of course, there is no way for UE to adjust the implementation-based integrity algorithms to obtained a so-called achievable IR, since its duty is a mere computation of PL.
Observation 2: UE would not intend to tune its implementation for other KPIs without the prior knowledge about the availability of positioning system (the relationship of AL and PL in terms of value). 
We believe that the achievable integrity risk is associated with AL to some extent. That is, the value of AL should also be informed to the entity that calculates the integrity result. As is a common sense, “achievable IR” is offered as substitution, for the current situation cannot satisfy the client-required integrity risk, which is often a little bit larger than TIR in terms of value. The ideal way to get this slightly tuned error probability per unit time is to inform UE of AL. Seeing from Figure 1, AL residing on the left hand of PL, meaning that the system is not of availability, allows a bigger integration area when AL is considered to be a lower bound. Besides, the implication of this integration is the probability that the intolerant positioning error exceeds the alert limit, which is supposed to be a limit to integrity risk. If a positioning system is considered to be integrity-available, the corresponding TIR should be less than such limit. In this case, we deem that the achievable integrity risk is chosen by UE within the range between TIR and the value computed according to AL. 
Above all, the criterion for integrity operation is to synthesize all integrity feared events and get the real-time protection level on the basis of required TIR. Arbitrary adjustment in integrity implementation would take no advantages over the positioning integrity evaluation. Knowledge of AL could offer UE a tuning boundary, within which achievable IR is generated and then transmitted back to the LCS client for reference. Therefore, we propose that,
Proposal: Alert Limit (AL) should be provided to UE in GNSS positioning integrity, in order to optionally obtain the achievable TIR. 
3. Conclusion
Observation 1: The value of PL is obtained by the knowledge of TIR and the error probability distribution modeled by UE implementation.
Observation 2: UE would not intend to tune its implementation for other KPIs without the prior knowledge about the availability of positioning system (the relationship of AL and PL in terms of value).
Proposal: Alert Limit (AL) should be provided to UE in GNSS positioning integrity, in order to optionally obtain the achievable TIR.
Note: The corresponding text proposals are attached in the annex.
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5. Annex TP
<------------------------------------------Start of text proposal-------------------------------------------->
[bookmark: _Toc37680841][bookmark: _Toc46486412][bookmark: _Toc52546757][bookmark: _Toc52547287][bookmark: _Toc52547817][bookmark: _Toc52548347][bookmark: _Toc109215329]–	CommonIEsRequestLocationInformation
The CommonIEsRequestLocationInformation carries common IEs for a Request Location Information LPP message Type.
-- ASN1START

CommonIEsRequestLocationInformation ::= SEQUENCE {
	locationInformationType		LocationInformationType,
	triggeredReporting			TriggeredReportingCriteria	OPTIONAL,	-- Cond ECID
	periodicalReporting			PeriodicalReportingCriteria OPTIONAL,	-- Need ON
	additionalInformation		AdditionalInformation		OPTIONAL,	-- Need ON
	qos							QoS							OPTIONAL,	-- Need ON
	environment					Environment					OPTIONAL,	-- Need ON
	locationCoordinateTypes		LocationCoordinateTypes		OPTIONAL,	-- Need ON
	velocityTypes				VelocityTypes				OPTIONAL,	-- Need ON
	...,
	[[
		messageSizeLimitNB-r14	MessageSizeLimitNB-r14		OPTIONAL	-- Need ON
	]],
	[[
		segmentationInfo-r14	SegmentationInfo-r14		OPTIONAL	-- Need ON
	]],
	[[
		scheduledLocationTime-r17
								ScheduledLocationTime-r17	OPTIONAL,	-- Need ON
		targetIntegrityRisk-r17
								TargetIntegrityRisk-r17		OPTIONAL	-- Need ON
	]],
	[[
		horizontalAlertLimit-r17
								HorizontalAlertLimit-r17	OPTIONAL,	-- Need ON
		verticalAlertLimit-r17
								VerticalAlertLimit-r17		OPTIONAL	-- Need ON
	]]
}
<skip the irrelevant part>
TargetIntegrityRisk-r17 ::=		INTEGER (10..90)
HorizontalAlertLimit-r17 ::=		INTEGER (0..50000)
VerticalAlertLimit-r17 ::=		INTEGER (0..50000)

<-------------------------------------------End of text proposal-------------------------------------------->
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