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1 Introduction
For network verified UE location, in the post meeting email discussion #108 [1], several aspects were discussed including the triggering entity, verification entity, latency requirement, and whether the timing advance based solution is trustworthy.
In this contribution, we would re-state our understanding on some of the aspects.
2 Discussion  
The reasoning why network should verify UE location is network operators of 3GPP defined non-terrestrial network, have to know reliably the location information of a UE attached to the network in order to select the appropriate core network. The services identified include the following in [2]:
-
Public Warning System (PWS)

-
Lawful interception (LI)

-
Emergency services (EMS)

-
Charging and Tariff notifications

Our understanding is the time point when the services are initiated is only known to CN, thus it’s straightforward for CN to initiate the UE location verification. Normally, network can request for it upon UE registration (for emergency registration) or service initiation. Since this is not an issue for RAN2 to decide, to get a better understanding on the full picture, we think it can be listed in the LS to SA2/RAN3 if any.

One special service is PWS which usually is broadcasted but not unicast. Likely it’s up to network implementation to avoid the area which is not supposed to for the PWS message. But for connected UE, if UE is not configured with common search space, RAN can send the PWS via dedicated signaling. In this scenario, it’s not quite clear if RAN should be the triggering entity to verify this particular UE’s location.
Proposal 1: To discuss for PWS message sent via dedicated signaling, whether RAN node is the triggering entity of UE location verification. 

With regards to verification entity, RAN3 already agreed it should be CN. If companies feel RAN node is also capable of doing verification, it should be proposed to RAN3 directly.
Proposal 2: Interested companies should better propose to RAN3 directly on RAN node as verification entity.

Another aspect is on latency requirement, from our understanding, it is critical to define the requirement as early as possible so that RAN1 can select the candidate solutions accordingly. Though we understand RAN1 is also discussing latency, it would be still important to trigger the discussion in SA1 (and/or SA2) since normally it is a SA1 task.
Proposal 3: Suggest sending an LS to SA1 (and/or SA2) requesting for latency requirement of UE location verification.
The third issue is about the trustworthy of TA (timing advance) solution. Current situation is RAN1 does not list TA based solution as a candidate in RAN1 so we might not need to worry about it right now. But from our understanding, if UE only makes use of the ephemeris data received from SIB for TA calculation, there should be no security risk of it as it should be considered as a 3GPP RAT based mechanism.
3 Conclusion
Based on the above discussion, our proposals are:
Proposal 1: To discuss for PWS message sent via dedicated signaling, whether RAN node is the triggering entity of UE location verification. 
Proposal 2: Interested companies should better propose to RAN3 directly on RAN node as verification entity.
Proposal 3: Suggest sending an LS to SA1 and SA2 requesting for latency requirement of UE location verification.
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