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1 Introduction
The study item of Rel-18 network-controlled repeaters was revised at RAN#96[1]. The detailed objectives related to RAN2 include:
· Study the following aspects of network-controlled repeater management
· Identification and authorization of network-controlled repeaters [RAN2, RAN3]
NOTE2: Coordination with SA3 may be needed.
In this contribution, we focus on issues such as identification and authorization of network-controlled repeaters.
2 Discussion
2.1 Identification 
In TR 38.867, the Network-controlled repeater (NCR) is modeled as Fig. 1, which includes the NCR-MT and NCR-Fwd. The NCR-MT is used to communicate with gNB via the Control link (C-link) to exchange information, such as side control information. The NCR-Fwd aims to perform the amplify-and-forwarding of RF signal. The NCR-Fwd is controlled by the received side control information from gNB. 
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Figure 1: Conceptual model of NCR
To outperform the legacy RF repeater, the gNB needs to identify NCR to provide the side control information or configuration. Therefore, early identification to differentiate the NCR from other devices is necessary. Since NCR needs to establish the Uu interface through the RACH procedure, the following messages can be considered for NCR identification:
· Msg1: The NCR selects the specific set of random access resources for the RACH procedure. 
· Msg3: The NCR indication is added in the establishment cause to assist the early identification.
· Msg5: The NCR node indication is introduced to indicate the connection is being established by an NCR node. 
For Msg1, the NCR indication is configured for a set of random access resources. After receiving Msg1, the network can identify the NCR, which is a very simple method. As for Msg3, to reduce spec impact, NCR indication can be added in the establishment cause. However, in this way, the network cannot adjust parameters in Msg2 for NCR, such as the timing advance value. In addition, the NCR indication can also be provided in the RRCSetupComplete message, which is similar to the IAB. However, considering that the first NAS message will be piggybacked in Msg5, the NCR indication may also be transmitted to the core network, which introduces extra spec impact. 
Proposal 1: At least Msg1-based solution can be used for NCR identification.
2.2 Authentication
Additionally, to avoid unexpected repeaters, the NCR should be authorized by the network. As for the identification and authentication of NCR, the following selections can be considered. 
· Option 1: OAM based solution
· Option 2: Legacy UE based solution
· Option 3: IAB based solution 
For option 1, the NCR-MT accesses the network via the RACH procedure. NCR is identified by the RAN and authenticated by the OAM, without NG-C impact. In this way, the operators have greater flexibility in NCR deployment. 
For option2, the NCR-MT accesses the network as a legacy UE, and the NCR indication is provided to RAN for identification and authorization. In this way, the NCR-MT should connect to the core network without additional enhancements. 
For option3, the network uses the IAB-like method to authenticate the NCR. However, the NCR is expected to be a cheap device without many unnecessary functionalities. Therefore, some core network enhancements that requested by the IAB are not expected by NCR.  
Proposal 2: At least the OAM based identification and authorization method should be considered. 
2.3 Signalling radio bearer
Based on the RAN1 agreements, the RRC messages should be supported to configure necessary information for receiving L1/L2 signalling. Generally, SRBs are used for the transmission of RRC and NAS messages. Before the RRC connection establishment, NCR-MT can use SRB0 to transmit RRC messages. Given that SRB0 has no integrity protection and ciphering, the NCR-MT can use SRB1 for RRC and NAS messages transmission after the RRC connection establishment. Furthermore, since the establishment of SRB2 involves the core network, if the NCR adopts the OAM based identification and authentication method, the NCR-MT will not establish the SRB2. As for legacy UE based method, NCR can establish SRB2 to transmit RRC and NAS messages. Especially, if the NCR selects the IAB-based method, the configuration of SRB2 without any DRB can be considered. For simplicity, NCR can establish SRB0 and SRB1 to transmit the RRC and NAS messages. 
Proposal 3: NCR-MT can establish SRB0 and SRB1 to transmit RRC messages. 
2.4 RRC State
In order to provide better service to the UE, the NCR-MT should establish a control link with the network to receive control information. After the NCR-MT enters the RRC connection state, it can receive the side control information from the network to assist the UL/DL data transmission of the UE. When the UE has no data transmission for a period of time, the NCR-MT should enter RRC idle state to save power consumption. 
Proposal 4: NCR-MT should support the RRC connected state and RRC idle state.
In order to provide a more flexible service, NCR-MT could control the NCR-Fwd function. In case the NCR-MT enters into IDLE state, NCR-MT can configure the NCR-Fwd to stop data amplifying and forwarding. In addition, NCR-MT can also instruct the NCR-Fwd to continue data amplification and forwarding. Furthermore, NCR-Fwd can follow the last configuration from NCR-MT before the NCR-Fwd receives the latest configuration from NCR-MT. 
Proposal 5: NCR-MT controls the NCR-Fwd state when the NCR-MT enters idle state. 
The inactive state is introduced to reduce the signaling overhead in case that the UE has non-frequent data. When the UE enters into the inactive state, it only maintains the NAS connection, while the AS connection will be suspended. As for NCR, if the OAM-based identification and authentication method is adopted, there is no need for NCR to maintain the NAS connection. On the other hand, if the NCR adopts the legacy UE based method and IAB based method, the NCR will maintain the CM-CONNECTED state after registering to the 5G system. Therefore, it is unnecessary for NCR to support the inactive state. 
Proposal 6: NCR-MT will not support inactive state.
2.5 Timing Advance
To assist data transmission, NCR-MT should obtain TA commands from the gNB to determine its uplink transmission timing. The NCR-MT can obtain the first timing advance command from the random access response message. The NCR-MT starts the TA timer after receiving it. The NCR-MT will then adjust the uplink timing when it receives another TA command from the network. Considering that the NCR-MT is stationary, the TA timer of the NCR-MT will not expire. In other words, the timing value in the TA command is infinite.
Proposal 7: NCR-MT will maintain a TA timer for uplink timing alignment.
3 	Conclusions
The paper analyses some issues regarding the network-controlled repeaters, and concludes the following proposals:
Proposal 1: At least Msg1-based solution can be used for NCR identification.
Proposal 2: At least the OAM based identification and authorization method should be considered.
Proposal 3: NCR-MT can establish SRB0 and SRB1 to transmit RRC messages.
Proposal 4: NCR-MT should support the RRC connected state and RRC idle state.
Proposal 5: NCR-MT controls the NCR-Fwd state when the NCR-MT enters idle state.
Proposal 6: NCR-MT will not support inactive state.
Proposal 7: NCR-MT will maintain a TA timer for uplink timing alignment.
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