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1. Introduction
For Rel-18, WID on NR NTN enhancements[1] was approved in RAN#94, and the latest revision[2] was approved in RAN#96, where the network verified UE location is one of objectives as described following.
	4.1.3	Network verified UE location


[bookmark: _Hlk89953816]Pending on the conclusion of the RAN SI FS_NR_NTN_netw_verif_UE_loc study item, study and evaluate, if needed, solutions for network to verify UE reported location information [RAN2,RAN1,RAN3].

[bookmark: _Hlk86407450][bookmark: _Hlk102684345]RAN is expected to determine by RAN#98 whether the study has identified any need for Network verified UE location specification support in Rel-18.


Furthermore, the SI FS_NR_NTN_netw_verif_UE_loc (i.e. “network verified UE location for Non-Terrestrial-Networks (NTN) in NR”) was closed and a consequent TR[3] was approved in RAN#96. This means RAN WGs can discuss practical solutions for network verified UE location from August meetings, according to the WID.
On the other hand, RAN2 is expected to “discuss potential RAN2 impacts depending on RAN1 progress” in this meeting according to the work plan[4] as follows:
	August 2022, RAN1#110
August 2022, RAN2#119
August 2022, RAN3#117
	RAN1
0.25 TU
	Further discuss solutions for network to verify UE reported location information
Further discuss NR positioning enhancements for NTN
Discuss the performance of studied NR positioning enhancements for NTN 
Identify NR impacts in Rel-18
Update the TR 38.XYZ

	 
	RAN2
0.4 TU
	Discuss potential RAN2 impacts depending on RAN1 progress

	 
	RAN3
0.25 TU
	Discuss potential RAN3 impacts depending on RAN1/RAN2 progress


However, RAN1 has not yet concluded discussion of solutions for network to verify UE location information, thus RAN2 waits for RAN1 progress.
This contribution provides a review of relevant discussions, including LSes from other WGs requesting verification of UE location, a study on Rel-18 NTN in RAN, and potential solutions already provided in the last RAN1 meeting.

2. Discussion
2.1. LSes from SA2 and SA3-LI
LS from SA2
Discussion on realization of the network verified UE location was originally derived from the LS sent by SA2[5] (to RAN1, RAN3, SA3-LI). It pointed out that it is possible in NTN implementation that some of cells have cross-border coverage, which “could impact for instance regulatory services”. SA2 also attached TR 23.737[6] where the issue is described as Key Issue #10 and following potential solutions for it are provided as Solution #12 and #13.
- Solution #12 Satellite cells for 5G satellite access: This solution aims at decomposing NTN coverages to subsets as close as technically feasible to the national borders of countries. Following two approaches are provided:
	-	a first approach, based on "virtual cells", with a regular mapping of the satellite coverage, possibly with adjustments of this mapping as close as technically feasible to the national borders of countries. For this approach, additional cell description would be broadcast on the SIB;
-	a second approach, based on "geographical zones", with an irregular mapping of the satellite radio coverage, as close as technically feasible to the national borders of countries and allowing for variable sizes of satellites cells. UEs would have to be aware of the zone descriptions (as a vertex of latitude and longitude). The description of the zones could be stored in the UEs and could be updated as needed by the PLMN.


In both approaches it is after all based on UE location information to determine which cell (or zone) to belong.
- Solution #13 Country specific PLMN selection: UE shall register to an appropriate PLMN according to its own location information. RAN determines to which CN to connect the UE based on the PLMN.
It should be noted that both solutions provided by SA2 trust on UE location information, i.e. it is assumed that UE does not tamper with their own UE location information nor fail to acquire correct location information to access to other CN than that expected according to where the UE physically locates.
Observation 1. SA2 pointed out in their LS that potential cross-border cells in NTN deployments result in issues on regulatory services, then provided solutions. However SA2 assumed that UE location information is not wrong or tampered with.
LS from SA3-LI
SA3-LI sent an LS[7] as a reply (to SA2, RAN2, RAN3). It requested followings in accordance with fundamental LI requirements:
	· The logical location information (Cell ID) shall be reliable, i.e. network-provided or network-verified.
· The logical location shall unambiguously map to the geographical area of the UE physical location. Granularity of such geographical areas needs to be able to provide network location accuracy comparable with terrestrial networks.
· Any solution shall support the ability to enforce the use of a Core Network of PLMN in the country where the UE is physically located. The enforcement needs to also include cross-border service continuity scenarios.


It should be emphasized that this was the first time it was pointed out that UE location information shall be provided or verified by the network. A requirement of accuracy was stated as “comparable with terrestrial network” but they did not mention specific number for granularity.
SA3-LI also pointed out a solution is needed for international maritime zone and aeronautical use cases so that the network keeps notified the HPLMN on roaming in and out of those areas.
Observation 2. SA3-LI required in their reply LS to ensure UE location information to be reliable, i.e. network-provided or network-verified, and also required its accuracy to be comparable with terrestrial network.
2.2. Study in TSG RAN
SI: Network verified UE location for Non-Terrestrial-Networks (NTN) in NR
To fulfil the requirements pointed out by SA2 and SA3-LI, Rel-18 NTN WI includes an enhancement for the NTN network to verify UE location information as an objective. RAN decided to follow two-step process: first, TSG RAN would conduct a study to define target regulatory services and their requirements for UE location information, and then, based on the result of the study, RAN WGs would discuss specific solutions.
In RAN#96 (June, 2022), a new SI FS_NR_NTN_netw_verif_UE_loc (i.e. “network verified UE location for Non-Terrestrial-Networks (NTN) in NR”) was discussed, which was the first step of the WI process. According to the SID[8], it can be noted that this study focused on discussion upon some assumptions:
- The network operator cross-checks UE location information reported by the UE against location given by network-based positioning schemes, i.e. it was excluded to obtain location accurate enough to apply for regulatory services only by network-based schemes.
- Emergency call, lawful intercept, public warning, and charging/billing are potential use cases/services.
- Accuracy, privacy, reliability, and latency are included in requirements that should be clarified in the study.
This SI was concluded in RAN#96 and consequent TR 38.882[3] was approved. Thus from August 2022 meetings RAN WGs can start discussion on specific solutions to fulfil the requirements clarified in the SI.
Observation 3. Study on requirements for network-verified UE location has been concluded, so RAN WGs can start discussion on specific solutions from August 2022 meetings.
TR 38.882
As mentioned above, TR 38.882 presents analysis of the requirements (e.g. accuracy, privacy, reliability, latency) to be ensured by NTN network verifying UE location information, for use of the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing).
In this study, some observations are taken into account:
	a)	At least some of the information the UE supplies to the network will have to be considered as trusted, to avoid extreme conclusions (at least RRC measurements cannot be faked); 
b)	Core networks connecting to the same shared RAN will always require some degree of common coordination / configuration: this is typically the case for network sharing (especially MOCN). For NTN, this may include e.g. specific timer settings/behaviour for UE connection attempts;
c)	Due to mere traffic load considerations, it may not be desirable to cover whole portions of a continent, including multiple countries, with a single cell. Therefore, in real deployments the served cell information may typically be more granular than in the extreme case envisaged so far.


Among above assumptions, a) implies it should be considered that malicious UEs can tamper with their GNSS measurement results and selected PLMN, so the network has to verify UEs’ location independently from these information.
This TR shows recommendations for further studies on NTN location aspects as follows:
	In this study, we have identified the need to define a network based solution which aims at verifying the reported UE location information.
The verification should be performed independently from the location information reported by UE.
The UE location information for the study is considered verified if the reported UE location is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size), enabling country discrimination and selection of an appropriate core network in order to support all the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing).
The solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location.
The study in [RAN2,RAN1,RAN3], which will study and evaluate solutions for the network to verify UE reported location information, shall consider the following aspects:
-	The scenario of single satellite (or HAPS) in view by the UE at a time is considered with higher priority.
-	Multiple satellite (or HAPS) in view by the UE may be considered if time allows
-	Assume that the UE is attached to a network (so that its context has been set up in the network) for the purpose of positioning
-	Different solutions or positioning methods for NGSO, GSO or HAPS are not precluded
-	When considering solutions based on positioning methods, existing 3GPP defined RAT dependent positioning methods shall be considered as baseline. Other methods are not precluded.
-	Solutions using existing NG-RAN architecture and procedures shall be considered


We would like to emphasize that in potential RAN WGs’ discussion on practical solutions, following assumptions provided by the recommendations are worth to be noted.
- The UE location information can be considered as verified if it is consistent with the location assessed by network-based positioning schemes within 5-10 km.
- As a baseline, the number of satellites in the range of line-of-sight from the UE is assumed to be one. Multi-satellite case may be discussed if time allows.
- Solutions can be discussed separately for different orbit types, i.e. NGSO, GSO, HAPS.
- Existing 3GPP defined RAT dependent positioning methods shall be considered as a baseline.
Observation 4. TR 38.882 recommends to aim at 5-10 km of accuracy in single-satellite scenario considering existing positioning method as a baseline. Different solutions can be discussed for different orbit types.
2.3. Candidate solutions proposed in RAN1#109 and RAN#96
The study item was concluded and TR 38.882 was approved in RAN#96 in July 2022. Even though before the study was concluded, some solutions for network verification of UE location had been proposed in  RAN1#109-e (May 2022) and RAN#96. We would like to introduce these solutions in this section.
Multi-RTT, DL-TDOA, UL-TDOA[9][10][11]
By Multi-TDOA, DL-TDOA, and UL-TDOA, the network measures at multiple TRPs the round-trip time (RTT), downlink time of arrival, uplink time of arrival, respectively. Then the network estimates UE location based on the difference of distance from multiple geographical points. Details are shown in [12].
These schemes are valid in TN, but not able to be simply applied for NTN in our understanding. This is because the network cannot obtain propagation time through multiple radio channels given the assumption made in TR 38.882 where the number of satellites in the range of line-of-sight from the UE is one.
UL-AoA[9][10]
By UL-AoA, azimuth angle of arrival (A-AoA) and zenith angle of arrival (Z-AoA) are measured at multiple TRPs of uplink signals transmitted from the UE. Details are shown in [12].
If this is applied for NTN, it can be assumed that it is the NTN payload to measure two-dimensional AoA. Then the network can map the measured angles to the earth surface as estimated UE location. Thus the UE location is available with only one NTN payload by UL-AoA scheme.
However, [9] points out that it is hard to achieve reasonable accuracy of location estimation by UL-AoA.
Observation 5. Some solutions that apply existing positioning methodology have already been proposed, but it seems to be difficult to simply apply them to NTN because of the single-satellite restriction.
Single-satellite based positioning method[11][13]
It was proposed by some companies to measure existing parameters (e.g. RTT or DL-TDOA) multiple times with long intervals in order to virtually realize to evaluate time difference on multiple points and estimate UE location even if the number of satellites in the range of line-of-sight from the UE is assumed to be one. It should be noted that in principal the satellite has to be moving on the celestial sphere to use this single-satellite based solution, i.e. this solution cannot be applied for GSO.
In [11] and [13], evaluations on the single-satellite positioning method were provided. In [11], it is assumed that RTTs are measured for three times in 64 seconds. In [13], the relation between the length of measurement intervals and the error of estimated UE location. Both evaluation results show that the accuracy is reasonable enough for the requirements for verification by the network.
Observation 6. Single-satellite based positioning method, where the network measures existing parameters (e.g. RTT or DL-TDOA) multiple times with long intervals, may be able to fulfil the requirements.
Potential RAN2 discussion
Now that study item has been concluded in RAN#96, RAN WGs are discussing practical solutions, but in our understanding, it is RAN1 that is expected to examine whether each candidate solution meets the required accuracy, privacy, reliability, and latency. We understand RAN2 should wait for RAN1 progress and start discussion after valid solutions are provided in RAN1.
Proposal. RAN2 wait for RAN1 and start discussion on signalling for network verified UE location upon RAN1 have listed candidate solutions or concluded specific solutions.

3. Summary and proposal
Observation 1. SA2 pointed out in their LS that potential cross-border cells in NTN deployments result in issues on regulatory services, then provided solutions. However SA2 assumed that UE location information is not wrong or tampered with.
Observation 2. SA3-LI required in their reply LS to ensure UE location information to be reliable, i.e. network-provided or network-verified, and also required its accuracy to be comparable with terrestrial network.
Observation 3. Study on requirements for network-verified UE location has been concluded, so RAN WGs can start discussion on specific solutions from August 2022 meetings.
Observation 4. TR 38.882 recommends to aim at 5-10 km of accuracy in single-satellite scenario considering existing positioning method as a baseline. Different solutions can be discussed for different orbit types.
Observation 5. Some solutions that apply existing positioning methodology have already been proposed, but it seems to be difficult to simply apply them to NTN because of the single-satellite restriction.
Observation 6. Single-satellite based positioning method, where the network measures existing parameters (e.g. RTT or DL-TDOA) multiple times with long intervals, may be able to fulfil the requirements.
Proposal. RAN2 wait for RAN1 and start discussion on signalling for network verified UE location upon RAN1 have listed candidate solutions or concluded specific solutions.
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