
3GPP TSG-RAN WG2 Meeting #119-e
R2-2208109
Online, Aug 17th – 29th, 2022
Source:



ZTE Corporation, Sanechips

Title:           
TR 38.867 on network-controlled repeaters management
Agenda item:

8.1.1
Document for:

Endorsement
1. Introduction

The Study Item on the Network Controlled Repeater has been approved in RAN#94e. The objective is shown below:

	The study on NR network-controlled repeaters is to focus on the following scenarios and assumptions:
· Network-controlled repeaters are inband RF repeaters used for extension of network coverage on FR1 and FR2 bands, while during the study FR2 deployments may be prioritized for both outdoor and O2I scenarios.
· For only single hop stationary network-controlled repeaters
· Network-controlled repeaters are transparent to UEs
· Network-controlled repeater can maintain the gNB-repeater link and repeater-UE link simultaneously
NOTE1: Cost efficiency is a key consideration point for network-controlled repeaters.
Study and identify which side control information below is necessary for network-controlled repeaters including assumption of max transmission power [RAN1]
· Beamforming information
· Timing information to align transmission / reception boundaries of network-controlled repeater
· Information on UL-DL TDD configuration
· ON-OFF information for efficient interference management and improved energy efficiency
· Power control information for efficient interference management (as the 2nd priority)
Study and identify L1/L2 signaling (including its configuration) to carry the side control information [RAN1]
Study the following aspects of network-controlled repeater management
· Identification and authorization of network-controlled repeaters [RAN2, RAN3]
NOTE2: Coordination with SA3 may be needed.


This document provides a draft TP for TR 38.867 on network-controlled repeater management.
2. TP to TR 38.867
8
Repeater management

[Editor’s Note: This clause includes the aspect related to repeater management (i.e., identification and authorization) including the required assistance on other aspects.]
8.1
Solution on Repeater management
-------------The start of change ------------------

8.1.1 Quasi-legacy UE based solution
In Quasi-legacy UE based solution, the identification and authorization/validation of NCR device are done at RAN side. The general procedure of the quasi-legacy UE based solution is illustrated in below figure:
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Figure 8.1.1-1 Call flow for Quasi-legacy UE based solution
Detailed description of this solution: 

1. The NCR firstly accesses to RAN and CN as a normal UE, the CN authorizes the NCR based on IMSI/IMEI number, no additional impact to NG-C interface. If operator wants, it can allocate specific slice for NCR, and further identify the NCR based on the slice information. 
2. NCR identification can be implemented by reporting a NCR indicator in Msg5 or by reporting a NCR indicator in UE’s radio capability signaling.

3. NCR validation is used to further check the validity of NCR device. After AS security is established between the gNB and the NCR device, the NCR sends assistance information to the gNB via RRC message (e.g. UAI). The assistance information can be RACS ID or a device serial number which are pre-allocated by the operator. After receiving the assistance information, the gNB or its OAM validates the NCR device by checking its local stored information.
8.1.2 OAM based solution

In OAM based solution, the NCR is identified at RAN side and the authorization/validation are performed by local RAN OAM. The general procedure of the OAM based solution is illustrated in below figure:
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Figure 8.1.2-1 Call flow for OAM based solution

Detailed description of this solution: 

1. NCR establishes RRC connection based on legacy signaling procedure (Msg1~Msg5), but the gNB will not establish NG-C interface for the NCR.
2. NCR is identified via Msg5, i.e. by including an explicit NCR indicator in Msg5.
3. Different from normal NR UEs, an OAM container is included in Msg5 and there is no NAS container. After receiving Msg5, the gNB will forward the OAM container to OAM.

4. The NCR authorization and validation is then performed between OAM and NCR. The security of OAM traffic can be provided by application layer security mechanism, such as SSH/TLS between the NCR and OAM. (Note that, the procedure for authorization/validation in OAM can be either specified or left to implementation)

8.1.3 IAB based solution

In this solution, NCR identification is done at RAN side, and NCR authorization is done at CN side. The general procedure of the OAM based solution is illustrated in below figure:
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Figure 8.1.3-1 Call flow for IAB based solution

Detailed description of this solution: 
1. During NG-C setup procedure, the AMF should inform the gNB whether it supports NCR, e.g. by including “NCR-supported” indicator in NG SETUP RESPONSE message.

2. NCR establishes RRC connection and includes NCR indicator in Msg5, after receiving the indicator, the gNB selects an AMF which supports NCR function, and forward the NCR indicator to the AMF.

3. AMF and other CN entities do further authorization, and the AMF provides authorization response to the gNB. 

-------------The End of change ------------------
8.2
Specification impacts  

[Editor’s Note: This clause includes the identified specification impacts for each solution based on the inputs from RAN2 and RAN3, it will be captured in sub-clause.]

-------------The star of change ------------------

Table 8.2-1 provides the comparison of repeater management solutions and the specification impacts on Uu interface.
Table 8.2-1 Comparison of solutions.

	
	CN involvement
	Uu impact (Yes/No)
	Authorization entity(RAN/ CN/OAM)
	Support of full protocol  stack (RRC, NAS)

(Yes/No)

	Quasi-legacy UE based solution
	Yes
	Yes
(e.g. add NCR indicator in Msg5 or capability signaling, add assistance information for authorization in a RRC message)
	RAN
	Yes

	OAM based solution
	No
	Yes
(e.g. add NCR indicator and OAM container in Msg5) 
	OAM
	No

	IAB based solution
	Yes
	Yes

(e.g. add NCR indicator in Msg5 )
	CN
	Yes


-------------The End of change ------------------
9
Performance evaluation

[Editor’s Note: This clause mainly includes the potential simulation results for each side control information based on the agreement.] 
10
Conclusion

-------------The star of change ------------------

Based on RAN2 analysis, the Quasi-legacy UE based solution and OAM based solution shall be further discussed as high priority in WI phase.
-------------The End of change ------------------
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