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1	Introduction
Support for positioning integrity in general is being introduced in Rel 17, while only supported for GNSS. Attributes, configuration parameters and KPIs have been agreed and refined at RAN2#117-e, and were further discussed at RAN2#118-e
Agreements:
Proposal 3 (modified)	Move the PL definition to TS 38.305/36.305.
Proposal 4	Support appending “protection level and achievable target integrity risk” to 38.305 Section 7.3.4, step 1 paragraph
Proposal 5 (modified)	Support the suggested change to Table 8.1.2.1b-1 and equivalent table in 36.305.
[Chair’s note: This proposal refers to the changes as amended by Swift in the email discussion; see the report for full changes]
36.305 changes to be merged into rapporteur CR.


Agreement:	
Keep the definition of PL, and clarify in a NOTE that the PL inequality is valid for all values of the AL.
Extend discussion to Thursday 2022-05-19 0400 UTC to discuss whether P2 is needed.

There was also a discussion about two types of procedures using PL, AL and TTA for integrity assessments – 
1. Integrity KPI reporting by the device to LMF that enables LMF to compare a reported PL to an AL
2. Device-based integrity, where the device estimates PL and compares to AL in consideration of TTA
The focus of the discussion at RAN2#18-e and earlier meetings has been on the former – integrity KPI reporting, where the device configuration that is needed and how to define the PL to be reported to LMF. However, the latter has not yet been discussed and companies therefore need to analyse the latter aspect in contributions 
In this paper, we discuss device-based integrity assessments, configured by LMF
 2	Discussion
2.1	UE-assisted and UE-based integrity assessments
It is instructive to label the former and latter integrity assessment procedures mentioned in the introduction by UE-assisted and UE-based integrity assessments. Basically, determining PL is seen as something similar to determining a positioning measurement, and the integrity assessment is when comparing PL to AL. The distinction between UE-assisted and UE-based integrity assessment in this paper is mainly to stress that these are two different ways of assessing integrity, and is not expected to be widely used distinction in specification text.
· UE-assisted integrity assessment, where LMF configures the device with TIR to enable the device to determine PL, report PL to LMF, which LMF compares to AL, possibly in consideration of TTA to make integrity assessments. 
· UE-based integrity assessment, where LMF configures the device with TIR, AL and TTA to enable the device to determine PL, compare to AL, possibly in consideration of TTA to make integrity assessments. A typical beneficiary of the integrity assessments is higher layers in the device, which becomes aware of whether reliable positioning estimates are available or not.

UE-assisted integrity assessment has been discussed extensively in Rel 17 and stage-3 details were agreed at RAN2#118-e, while UE-based integrity assessment has not yet been discussed. 
 
[bookmark: _Toc110962731]The integrity operation defined in Rel 17 could make integrity assessments via either UE-assisted or UE-based procedures, provided that the corresponding signalling design is in place
[bookmark: _Toc110962732]The UE-assisted procedure for integrity assessment stage 3 details has been agreed, while UE-based procedure details need to be discussed.

With industry adoption of positioning with integrity, the low level device function is expected to be more or less general, but configured with specific use case requirements in mind. The use case requirements can be different in different countries due to regulatory differences, can be different in different application contexts or scenarios etc. 
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Figure 1. Device supported with positioning and integrity assistance data from a location server, which is interacting with the application function (representing the network application) configuring and managing the use case and the device.


A network application therefore needs to configure the device to match the specific requirements of the specific situation, context, regulations etc, which may change over time. Such configurations between device and network applications could be via application layers and protocols, but could also be via 3GPP LPP. In fact, in order to have a complete integrity concept in Rel 17, there should be means in 3GPP LPP to enable UE-based integrity assessments by signaling of integrity requirement parameters such as target integrity risk, alert limit and time to alert.

[bookmark: _Toc110962733]Network applications need to be able to configure the device with integrity assessment parameters for UE-based integrity assessments where the device adapts its integrity assessment procedure based on. One means for this configuration is via 3GPP LPP

[bookmark: _Hlk110561877]2.2	Does the UE know the AL and how can assistance data convey requirements parameters?
The brief discussion from RAN2#18-e brought comments such as the UE can be considered to know AL already – all integrity configuration parameters are already pre-configured or made available from higher layers in the device. This can absolutely be the case, but far from the only case. Such case would be typical in case we take a specific use case such as automotive and assume that the integrity requirements are provided in some document. 

However, if we consider industrial applications where the coordination of objects is based on some safety distance, where the safety distance depends on external factors, for example regulatory, but could also be other external factors – the road speed limit as one example, or different requirements below rooftop and above rooftop in a specific controlled airspace with coordinated drones, where these applications are coordinated by a coordination function interacting as an application function with the location servers, providing integrity requirements to the coordinated devices.

In these cases, the UE does not know the integrity requirements beforehand, but needs such information from the coordinating entity. In order to have a complete integrity concept in 3GPP, LPP needs to also support UE-based integrity where the integrity requirements are provided by LMF.

[bookmark: _Toc110962734]The assumption that the UE always knows AL and TTA is too limiting
Another comment was that integrity requirements does not need to be part of assistance data in order to determine PL. That is correct, but this is only UE-assisted integrity assessments. As described above, there are use cases that naturally are supported by UE-based integrity assessments, where one alternative is that LMF provides the device with TIR, AL and TTA.

[bookmark: _Toc110962735]For UE-based integrity assessments supported by 3GPP LPP, the UE needs TIR, AL and TTA as part of the assistance data from LMF 

2.2	What is needed to support UE-based integrity in 3GPP?
Not such LPP signalling design is needed in order to support UE-based integrity assessments. Basically, it is only about introducing 

· means for the UE to request the integrity requirements
· means to provide integrity requirements as part of the common assistance data

Signaling design suggestion for these two steps is provided in the text proposal in the appendix. 

[bookmark: _Toc110962739]Support UE-based integrity assessments and define necessary assistance data in LPP

[bookmark: _Toc110962740]Agree to the LPP text proposal in the appendix.


Conclusion
In the previous sections we made the following observations: 
Observation 1	The integrity operation defined in Rel 17 could make integrity assessments via either UE-assisted or UE-based procedures, provided that the corresponding signalling design is in place
Observation 2	The UE-assisted procedure for integrity assessment stage 3 details has been agreed, while UE-based procedure details need to be discussed.
Observation 3	Network applications need to be able to configure the device with integrity assessment parameters for UE-based integrity assessments where the device adapts its integrity assessment procedure based on. One means for this configuration is via 3GPP LPP
Observation 4	The assumption that the UE always knows AL and TTA is too limiting
Observation 5	For UE-based integrity assessments supported by 3GPP LPP, the UE needs TIR, AL and TTA as part of the assistance data from LMF

Based on the discussion in the previous sections we propose the following:
Proposal 1	Support UE-based integrity assessments and define necessary assistance data in LPP
Proposal 2	Agree to the LPP text proposal in the appendix.
 
[bookmark: _In-sequence_SDU_delivery]Appendix – Text Proposal to 37.355

[bookmark: _Toc37680836][bookmark: _Toc46486407][bookmark: _Toc52546752][bookmark: _Toc52547282][bookmark: _Toc52547812][bookmark: _Toc52548342][bookmark: _Toc90719588][bookmark: _Hlk103723557]6.4.2	Common Positioning

[…]
[bookmark: _Toc37680839][bookmark: _Toc46486410][bookmark: _Toc52546755][bookmark: _Toc52547285][bookmark: _Toc52547815][bookmark: _Toc52548345][bookmark: _Toc90719591]–	CommonIEsRequestAssistanceData
The CommonIEsRequestAssistanceData carries common IEs for a Request Assistance Data LPP message Type.
-- ASN1START

CommonIEsRequestAssistanceData ::= SEQUENCE {
	primaryCellID		ECGI		OPTIONAL,	-- Cond EUTRA
	...,
	[[
		segmentationInfo-r14		SegmentationInfo-r14		OPTIONAL	-- Cond Segmentation
	]],
	[[
		periodicAssistanceDataReq-r15
									PeriodicAssistanceDataControlParameters-r15
																OPTIONAL,	-- Cond PerADreq
		primaryCellID-r15			NCGI-r15					OPTIONAL	-- Cond NR
	]],
	[[
		integrityRequirementsReq-r17	NULL					OPTIONAL
	]]
}

-- ASN1STOP

	Conditional presence
	Explanation

	EUTRA
	The field is mandatory present for E-UTRA or NB-IoT access. The field shall be omitted for non-EUTRA and non-NB-IoT user plane support.

	Segmentation
	This field is optionally present, need OP, if lpp-message-segmentation-req has been received from the location server with bit 1 (targetToServer) set to value 1. The field shall be omitted if lpp‑message‑segmentation-req has not been received in this location session, or has been received with bit 1 (targetToServer) set to value 0.

	PerADreq
	The field is mandatory present if the target device requests periodic assistance data delivery. Otherwise it is not present.

	NR
	The field is mandatory present for NR access. The field shall be omitted for non-NR user plane support.



	CommonIEsRequestAssistanceData field descriptions

	primaryCellID
This parameter identifies the current primary cell for the target device. 

	segmentationInfo
This field indicates whether this RequestAssistanceData message is one of many segments, as specified in clause 4.3.5.

	periodicAssistanceDataReq
This field indicates a request for periodic assistance data delivery, as specified in clause 5.2.1a.

	integrityRequirementsReq
This field, if present, indicates a request for integrity requirements..



[bookmark: _Toc37680840][bookmark: _Toc46486411][bookmark: _Toc52546756][bookmark: _Toc52547286][bookmark: _Toc52547816][bookmark: _Toc52548346][bookmark: _Toc90719592]–	CommonIEsProvideAssistanceData
The CommonIEsProvideAssistanceData carries common IEs for a Provide Assistance Data LPP message Type.
-- ASN1START

CommonIEsProvideAssistanceData ::= SEQUENCE {
	...,
	[[
		segmentationInfo-r14		SegmentationInfo-r14		OPTIONAL	-- Need ON
	]],
	[[
		periodicAssistanceData-r15	PeriodicAssistanceDataControlParameters-r15
																OPTIONAL	-- Cond PerAD
	]],
	[[
		integrityRequirements-r17	IntegrityRequirements-r17	OPTIONAL
	]]

}

-- ASN1STOP

	Conditional presence
	Explanation

	PerAD
	The field is mandatory present in a periodic assistance data delivery session. Otherwise it is not present.



	CommonIEsRequestAssistanceData field descriptions

	segmentationInfo
This field indicates whether this ProvideAssistanceData message is one of many segments, as specified in clause 4.3.5.

	periodicAssistanceData
This field indicates a periodic assistance data delivery, as specified in clauses 5.2.1a and 5.2.2a.



[…]


[bookmark: _Toc27765178][bookmark: _Toc37680845][bookmark: _Toc46486416][bookmark: _Toc52546761][bookmark: _Toc52547291][bookmark: _Toc52547821][bookmark: _Toc52548351][bookmark: _Toc90719597]6.4.3	Common NR Positioning Information Elements
[…]
–	DL-PRS-ID-Info
The IE DL-PRS-ID-Info provides the IDs of the reference TRPs' DL-PRS Resources.
-- ASN1START

DL-PRS-ID-Info-r16 ::= SEQUENCE {
	dl-PRS-ID-r16					INTEGER (0..255),
	nr-DL-PRS-ResourceID-List-r16	SEQUENCE (SIZE (1..nrMaxResourceIDs-r16)) OF
													NR-DL-PRS-ResourceID-r16
																			OPTIONAL, -- Need ON
	nr-DL-PRS-ResourceSetID-r16		NR-DL-PRS-ResourceSetID-r16
																			OPTIONAL  -- Need ON
}

-- ASN1STOP

	DL-PRS-ID-Info field descriptions

	nr-DL-PRS-ResourceID-List
This field provides a list of DL-PRS Resource IDs under the same DL-PRS Resource Set. 



–	IntegrityRequirements
The IE IntegrityRequirements provides the the requirement parameters the device needs to assess positioning integrity 
-- ASN1START

IntegrityRequirements-r17 ::= SEQUENCE {
	targetIntegrityRisk-r17     		INTEGER (10..90),
	horizontalAlertLimit-r17			INTEGER (0..50000),
[bookmark: _Hlk110562640]	verticalAlertLimit-r17				INTEGER (0..50000)				OPTIONAL, -- Need ON
	timeToAlert-r17			        	INTEGER (1,2000),				OPTIONAL, -- Need ON
	...

-- ASN1STOP

	IntegrityRequirements field descriptions

	targetIntegrityRisk
This field indicates the Target Integrity Risk (TIR) for the integrity principle of operation by the device. The TIR is calculated by P=10-0.1n [hour-1] where n is the value of targetIntegrityRisk and the range is 10-1 to 10-9 per hour.

	horizontalAlertLimit
This field indicates the horizontal alert limit for the integrity principle of operation by the device along the semi-major axis of the error ellipse. Scale factor 0.01 metre; range 0 – 500 metres. 

	verticalAlertLimit
This field indicates the vertical alert limit for the integrity principle of operation by the device. Scale factor 0.01 metre; range 0 – 500 metres. To be compared to the horizontal protection level determined by the device. 

	timeToAlert
The maximum allowable elapsed time from when the protection level (PL) exceeds the Alert Limit (AL) until the function providing positioning integrity annunciates a corresponding alert. Scale factor 0.1 second.




	4/4	
