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1. [bookmark: OLE_LINK1][bookmark: OLE_LINK2]Introduction 
RANP agreed a new SID with following objectives:
	The study on NR network-controlled repeaters is to focus on the following scenarios and assumptions:
· Network-controlled repeaters are inband RF repeaters used for extension of network coverage on FR1 and FR2 bands, while during the study FR2 deployments may be prioritized for both outdoor and O2I scenarios.
· For only single hop stationary network-controlled repeaters
· Network-controlled repeaters are transparent to UEs
· Network-controlled repeater can maintain the gNB-repeater link and repeater-UE link simultaneously
NOTE1: Cost efficiency is a key consideration point for network-controlled repeaters.

Study and identify which side control information below is necessary for network-controlled repeaters including assumption of max transmission power [RAN1]
· Beamforming information
· Timing information to align transmission / reception boundaries of network-controlled repeater
· Information on UL-DL TDD configuration
· ON-OFF information for efficient interference management and improved energy efficiency
· Power control information for efficient interference management (as the 2nd priority)
Study and identify L1/L2 signaling (including its configuration) to carry the side control information [RAN1]

Study the following aspects of network-controlled repeater management
· Identification and authorization of network-controlled repeaters [RAN2, RAN3]
NOTE2: Coordination with SA3 may be needed.




In this contribution we propose to reuse IAB mechanisms for identification and authorisation. We also propose that NCR-MT receives NCR-fwd configuration via RRC signalling (rather than via OAM).
2. Discussion
NCR supports single hop and access link is transparent to UEs. RAN1 has captured the functional split as follows in the TR with a control link terminating in NCR-MT and backhaul link in NCR-Fwd entity:
[image: ]

Identification and authorisation of NCR
A gNB cell supporting NCR operation may broadcast an indication in system information indicating the support for NCR operation, so that an NCR-MT can camp on this cell. Alternatively, in the absence of this indication, NCR-MT may be redirected after NCR-MT capability is known and this is rather a long process. We think the best solution is to have a combined indication for “cell supporting NCR-MT operation capability” and cell currently allows “NCR-MT operation” like IAB-MT.
NCR-MT indicates its capability to support NCR operation in msg5 so that gNB allocates resources accordingly and also get it authenticated.
NCR -MT is authenticated during initial connection setup by the core network and if allowed to operate as NCR then this status is fed back to the RAN.
Proposal 1: RAN2 to agree that identification and authorisation of NCR is based on IAB.
NCR-fwd configuration
Following information is required for NCR-fwd link configuration
· Beam informatiom
· UL/DL config
· ON/off config
· Power control (2nd priority)
However this list is not yet complete but RAN1 is discussing following options to provide this configuration to NCR:
	Agreement: The NCR-MT can obtain the necessary configuration for receiving the L1/L2 signaling of the side control information.
· Option 1: The necessary configuration is from RRC.
· Option 2: The necessary configuration is from OAM or hard-coded.
· Option 3: The necessary configuration is partially configured by RRC and partially configured by OAM or hard-coded.



In order to support inter vendor scenarios, option 1 should be supported and RAN2 has enough expertise from IAB work. We therefore propose that:
Proposal 2: RAN2 to agree that the necessary configuration for side control information or NCR-fwd link configuration is provided by RRC (option 1).  
3. Conclusion
We propose RAN2 to discuss the following observations and agree on the following proposal:

Proposal 1: RAN2 to agree that identification and authorisation of NCR is based on IAB.
Proposal 2: RAN2 to agree that the necessary configuration for side control information is provided by RRC (option 1).
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