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1. Introduction

A network-controlled repeater is an enhancement over conventional RF repeaters with the capability to receive and process side control information from the network. The corresponding SI is approved in [1], and one objective is relating to identification and authorization for the NC repeater as in following

	Study the following aspects of network-controlled repeater management

-
Identification and authorization of network-controlled repeaters [RAN2, RAN3]

NOTE2: Coordination with SA3 may be needed.


During RAN1#109 e-meeting, the NC repeater model is agreed in the following
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· The NCR-MT is defined as a function entity to communicate with a gNB via Control link (C-link) to enable the information exchanges (e.g. side control information). The C-link is based on NR Uu interface.

· Note: Side control information is at least for the control of NCR-Fwd

· The NCR-Fwd is defined as a function entity to perform the amplify-and-forwarding of UL/DL RF signal between gNB and UE via backhaul link and access link. The behavior of the NCR-Fwd will be controlled according to the received side control information from gNB. 


In this contribution, identification and authorization of network-controlled repeaters is discussed.

2. Discussion
For legacy NR UE, the identification/authentication and authorization are performed via NAS control protocol. 
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  Figure  4.4 .2 - 1:   Control  P lane  P rotocol  S tack  


For legacy IAB node, the identification/authentication and authorization are performed via NAS control protocol similar as legacy NR UE, with enhancement that the IAB indication is carried so that an AMF that support IAB can be found and perform IAB specific authorization. 
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  Figure 4.7.2 - 3: P rotocol stack for the support of IAB - MT ' s RRC and NAS connections  


For NCR-MT, to perform identification and authorization, several options are on the table for discussion

· Option 1: reuse full protocol stack procedure e.g. legacy NR UE, or legacy IAB node

· Option 2: gNB based solution
· Option 3: OAM based solution
Option 1

For NCR-MT, one option for identification and authorization is to reuse legacy NR UE or legacy IAB node procedure. However, directly reuse such procedure require NCR-MT contains all CP protocol stack, i.e. NAS, RRC, PDCP, RLC, MAC and PHY, which may increase the complexity and cost of NC repeater. On the other hand, such full protocol is benefit for NCR-MT to receive associated configurations for NCR e.g. UL-DL TDD configuration, necessary configurations for L1/L2 signaling etc. via RRC signaling. So specification work is relatively low. The protocol stack for this option is illustrated in the following figure
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Figure 1 Protocol stack for NCR-MT
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Figure 2 Protocol stack for NCR-Fwd
Observation 1: reuse full protocol stack option (e.g. legacy NR UE/IAB node) may increase the complexity and cost of NCR, but specification work is relative low consider reuse the existing identification/authorization procedure and RRC signaling configuration.
Option 2
In the SID description, it emphasized the cost efficiency of NC repeater: “NOTE1: Cost efficiency is a key consideration point for network-controlled repeaters.” So it is possible that non-full protocol stack is used for NC repeater to save the cost. In this case, one option is to perform identification and authorization via gNB proxy which is to represent NC repeater. For example, the NC repeater send the identification to gNB, and gNB select AMF and perform NC repeater specific identification and authorization for the NC repeater. This option can keep the simplicity and cost efficiency of NC repeater e.g. only L1/L2 protocol is needed for NCR-MT, but need to introduce new procedures between NCR-MT and gNB / gNB and AMF and expect large specification work.
Observation 2: reuse non-full protocol stack option and achieve the cost efficiency of NC repeater, but may introduce new procedure and large specification work.
Option 3
Another option is to use OAM to configure NC repeater, which is more static that the configuration cannot adapt the frequently radio condition changes. And need more network maintenance work. On the other hand, less procedure and signaling specification work is expected e.g. detailed NCR management and configuration is left to OAM. 
Observation 3: OAM procedure is static and need more network maintenance work, with minimum specification work
Proposal: address above options and corresponding adv./dis-adv into TR
3. Conclusion

In this contribution, the following observations and proposals are made:
Observation 1: reuse full protocol stack option (e.g. legacy NR UE/IAB node) may increase the complexity and cost of NCR, but specification work is relative low consider reuse the existing identification/authorization procedure and RRC signaling configuration.
Observation 2: reuse non-full protocol stack option and achieve the cost efficiency of NC repeater, but may introduce new procedure and large specification work
Observation 3: OAM procedure is static and need more network maintenance work, with minimum specification work
Proposal: address above options and corresponding adv./dis-adv into TR
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