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1   Introduction
This is the inaugural RAN2 meeting covering RAN1-led Study on NR Network-controlled Repeaters. Based on the SID (RP-221229), RAN2’s focus is on “identification and authorization of network-controlled repeaters”, and in this submission we indeed cover this important umbrella-issue (Section 2). We also cover some other items where we feel RAN2’s involvement may be needed (Section 3). RAN1 have already made a number of agreements and we take these into consideration and identify their impact on RAN2’s own work.
2   Identification and authorization of NCRs
When we talk about NCR identification, the key issue is whether we opt for a single NCR ID vs. separate (but aligned/linked) IDs of NCR-MT and NCR-Fwd. Given that RAN1 have agreed to develop an amplify-and-forward repeater (but – as mentioned in draft TR – with ‘side control information [that] could allow a network-controlled repeater to perform its amplify-and-forward operation in a more efficient manner’), it would appear support of decoding functionalities at NCR-Fwd is ruled out. Therefore our first proposal is for RAN2 to confirm this:

Proposal 1: Support of decoding functionalities at NCR-Fwd is ruled out.

Assuming Proposal 1 is agreeable, then independent identification may not be applicable to NCR-Fwd. Proposal 2 aims at confirming this:

Proposal 2: There is no need to independently identify/address NCR-Fwd.

In terms of authorization, and assuming Proposals 1 and 2 are agreeable, it should follow that NCR-Fwd need not be authorized by either RAN or CN. We would prefer however to confirm this with SA3:

Proposal 3:  RAN2 to confirm with SA3 whether NCR-Fwd needs to be authorized by either RAN or CN.

Regarding NCR-MT, in our understanding it does need to be authorized by the network. Solutions such as those used for IAB-MTs could be used. Alternatively, RAN-only based solutions could also be considered. We therefore propose the following:

Proposal 4: RAN2 to confirm that NCR-MT needs to be authorized by the network.

Proposal 5: RAN2 to discuss the exact authorization procedure, and share any identified security issues (e.g. with RAN-only based solutions) with SA3.

3   Other issues within RAN2 remit
NCR power saving is one of the issues we feel RAN2 should cover:
Proposal 6: RAN2 to discuss the need for idle/inactive mode support for NCR.
It is possible that enhancements to RRM measurements (reference signals/UE measurements) may be needed, to ensure efficient NCR operation. With this in mind, we propose the following:

Proposal 7: RAN2 to discuss NCR-specific enhancements to RRM measurements.

Given that deployment of NCR introduces an additional hop to/from destination UE, additional NCR(gNB feedback may be beneficial containing information for the backhaul link:

Proposal 8: RAN2 to discuss additional NCR(gNB feedback containing information on the backhaul link.

4   Conclusions
On the topics of identification and authorization of NCRs, we made the following proposals:
Proposal 9: Support of decoding functionalities at NCR-Fwd is ruled out.

Proposal 10: There is no need to independently identify/address NCR-Fwd.

Proposal 11: RAN2 to confirm with SA3 whether NCR-Fwd needs to be authorized by either RAN or CN.

Proposal 12: RAN2 to confirm that NCR-MT needs to be authorized by the network.

Proposal 13: RAN2 to discuss the exact authorization procedure, and share any identified security issues (e.g. with RAN-only based solutions) with SA3.

On other issues with RAN2 remit, we proposed the following:

Proposal 14: RAN2 to discuss the need for idle/inactive mode support for NCR.

Proposal 15: RAN2 to discuss NCR-specific enhancements to RRM measurements.

Proposal 16: RAN2 to discuss additional NCR(gNB feedback containing information on the backhaul link.
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