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1 Introduction
UE location verifying has been adopted in Release 18 as following [1]:
	4.1.3
Network verified UE location

Pending on the conclusion of the RAN SI FS_NR_NTN_netw_verif_UE_loc study item, study and evaluate, if needed, solutions for network to verify UE reported location information [RAN2,RAN1,RAN3].

RAN is expected to determine by RAN#98 whether the study has identified any need for Network verified UE location specification support in Rel-18.



In this contribution, some issues about location verify procedure are discussed.

2 Discussion
Location report is important for network in many procedure, for example, the emergency call and wireless resources assignment. In RAN2 #117 and #118 meetings, following agreements been achieved:

· RAN2 does not work on a solution to provide (fine/coarse) UE location information during initial access. 
· Specific UE location reporting procedures only for TA report purposes are not supported in Rel-17 NTN.
· RAN2 reconfirms that, in connected mode, UE location information can be sent to the NG-RAN. FFS if full UE location information based on user consent or coarse UE location information.
· use CommonLocationInfo from 38.331 for NTN location reporting
· The ellipsoid-Point IE specified in TS 36.331, TS 37.355 (and TS 23.032) is reused for definitions of reference locations in NR NTN.
· When defining a coarse UE location representation format, RAN2 agrees in principle to use the definition of EllipsoidPointWithAltitude in TS 37.355 and round the coordinates to fewer bits to achieve a suitable accuracy. No altitude is reported. The actual name could be the existing EllipsoidPoint (no altitude included) or CoarseEllipsoidPoint.
Although UE location report is via RRC message, which is protected by the security mechanism, gNB could identify the UE, not the extra GNSS which is attached to UE. If a fake GNSS is attached to a legal UE, the location verifying procedure is needed. Considering the receiver of location report message is gNB, it is reasonable for gNB to verify the UE location. On the other side, if the illegal location information is verified by gNB, the further impact to the other entities in operation’s network is avoided.
Proposal 1: gNB should verify the UE location.
In current NR principle, the location procedure is triggered by AMF, and it is due to LMF to provide the UE location information to AMF. In order to reuse this procedure, once receiving location report from UE, gNB shall inform AMF to trigger the traditional position procedure.
Proposal 2: gNB shall inform AMF to trigger the traditional position procedure.
3 Conclusion

In this contribution we discuss the UE location verify procedure, and propose:
Proposal 1: gNB should verify the UE location.
Proposal 2: gNB shall inform AMF to trigger the traditional position procedure.
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