[bookmark: OLE_LINK283]3GPP TSG-RAN WG2 Meeting #119 electronic					      R2-2207634
Online, August, 2022						    	 

Source: 	vivo
Title:  	Discussion on NW verification of UE location in Rel-18 NR NTN
Agenda Item:	8.7.3
Document for:	Discussion and Decision
[bookmark: _Ref165266342]Introduction
In RAN#96 meeting, RAN approved the revised WID for R18 NTN [1]. The objective of Network verified UE location is as follows:
	4.1.3	Network verified UE location

[bookmark: _Hlk89953816]Pending on the conclusion of the RAN SI FS_NR_NTN_netw_verif_UE_loc study item, study and evaluate, if needed, solutions for network to verify UE reported location information [RAN2,RAN1,RAN3].

[bookmark: _Hlk86407450][bookmark: _Hlk102684345]RAN is expected to determine by RAN#98 whether the study has identified any need for Network verified UE location specification support in Rel-18.


This contribution will discuss NW verification of UE location in Rel-18 NTN and give our views.
NW Verification of UE location
In R17 NR NTN, 5GS has supported the function of NW verification of UE location. The whole procedure includes the following aspects:
· RAN2 related part: Upon network request, after AS security is established in connected mode, a UE can report its coarse UE location information (coarse GNSS coordinates with accuracy around 2km) to the NG-RAN.
· RAN3 related part: The mapping between Mapped Cell IDs and geographical areas is configured in the RAN and Core Network. The gNB is responsible for constructing the Mapped Cell ID based on the UE location info received from the UE. The constructed mapped Cell ID is indicated by the gNB to the Core Network as part of the User Location Information.
· SA2 related part: When the AMF receives an NGAP message containing User Location Information for a UE using NR satellite access, the AMF may decide to verify the UE location.
In TS 23.501, SA2 has specified the detailed content about the verification of UE location for the NTN scenario as follows. According to the description in clause 5.4.11.4 of TS 23.501 [2], when the AMF, based on the ULI, is not able to determine the UE's location with sufficient accuracy, the AMF may initiate UE location procedure as specified in clause 6.10.1 of TS 23.273 [3] to determine the UE location. This means that the NW (i.e. AMF) is already able to initiate UE LCS procedure as specified in TS 23.501 and TS 23.273, and then rely on the existing POS mechanisms specified in NG-RAN to verify the UE location, once Rel-17 NTN is deployed with the LMF.
	[bookmark: _Toc98856819][TS 23.501]
5.4.11.4	Verification of UE location
In order to ensure that the regulatory requirements are met, the network may be configured to enforce that the selected PLMN is allowed to operate in the country of the UE location by verifying the UE location during Mobility Management and Session Management procedures. In this case, when the AMF receives a NGAP message containing User Location Information for a UE using NR satellite access, the AMF may decide to verify the UE location. If the AMF determines based on the Selected PLMN ID and ULI (including Cell ID) received from the gNB that it is not allowed to operate at the present UE location the AMF should reject any NAS request with a suitable Cause value and, if known in AMF, inform the UE of the country of the UE location. If the UE is already registered to the network when the AMF determines that it is not allowed to operate at the present UE location, the AMF may initiate deregistration of the UE. The AMF should not reject the request or deregister the UE unless it has sufficiently accurate UE location information to determine that the UE is located in a country in which the PLMN is not allowed to operate.
If the AMF, based on the ULI, is not able to determine the UE's location with sufficient accuracy to make a final decision, the AMF proceeds with the Mobility Management or Session Management procedure and may initiate UE location procedure after the Mobility Management or Session Management procedure is complete, as specified in clause 6.10.1 of TS 23.273 [87], to determine the UE location. The AMF shall be prepared to deregister the UE if the information received from LMF indicates that the UE is registered to a PLMN that is not allowed to operate in the country of the UE location. In the case of a NAS procedure, the AMF should either reject any NAS request targeted towards a PLMN that is not allowed to operate in the country of the known UE location and indicate a suitable Cause value and, if known in AMF, the country of the UE location, or accept the NAS procedure and initiate deregistration procedure once the UE location is known. In the deregistration message to the UE, the AMF shall include a suitable Cause value and, if known in AMF, it may inform the UE of the country of the UE location. For UE processing of the cause value indicating that the PLMN is not allowed to operate in the country of the UE location and the possibly associated country indication, see TS 23.122 [17] and TS 24.501 [47].
In the case of a handover procedure, if the (target) AMF determines that it is not allowed to operate at the current UE location, the AMF either rejects the handover, or accepts the handover and later deregisters the UE.

	[bookmark: _Toc58920658][bookmark: _Toc106167810][TS 23.273]
6.10	Procedures dedicated to Support Regulatory services
[bookmark: _Toc58920659][bookmark: _Toc106167811]6.10.1	5GC-NI-LR Procedure
Figure 6.10.1-1 shows a Network Induced Location Request (NI-LR) procedure for a UE in the case where the UE initiates an emergency session or other session using NG-RAN. The procedure assumes that the serving AMF is aware of the regulatory service associated with the session (e.g. emergency session initiation - e.g. due to supporting an Emergency Registration procedure or assisting in establishing an emergency PDU Session). The procedure can also be used to verify a UE country for NR satellite access.


Observation 1: NW verification of UE location has already been supported in the existing Specs for Rel-17 NR NTN based on the legacy LCS framework. Specifically, the NW (i.e. AMF) is already able to initiate LCS procedure as specified in TS 23.501 and TS 23.273, and then rely on the existing POS mechanisms specified in NG-RAN to verify the UE location, once Rel-17 NTN is deployed with the LMF.
In R17 NR NTN, RAN WGs did not work on the enhancement of the existing POS mechanisms to adapt to the characteristics of NTN scenarios. This means that the NW verification based on the existing POS mechanisms may not work well in the NTN scenario, although it is supported from the specification perspective. Considering that UE may report fake GNSS information or at least GNSS information is not trustworthy, it is necessary for NW verification of UE location. Due to this motivation, in R18 NR NTN, RAN aims at enhancing the procedure of NW verification of UE location. 
There can be the following potential way forwards on this objective, with some analyses from the RAN2 perspective:
[WF1]: Enhance the positioning methods (e.g. to increase the positioning accuracy), on top of the LCS-based location verification method already supported by Rel-17 NTN.
This WF intends to make enhancement on top of the existing LCS framework and may thus be able to reuse some of the already existing positioning methods/procedures whenever possible. However, it may have some cons as follows:
· Cons 1: Complication of NTN NW deployments with LMF having to be deployed and LCS-related NAS procedures having to be supported;
· Cons 2: Same as in R17, UE cannot report UE location to RAN before AS security is active, meaning that WF1 cannot address the purpose of UE location verification at RAN before security activation.
· Cons 3: This method has significant standard work as RAN may have to analyze all the existing POS mechanisms and study the enhanced solutions.
[WF2]: Introduce a closed-loop UE location verification mechanism within RAN, where RAN decides whether/when to initiate the verification, provides necessary configurations and triggers corresponding procedures, and derives the UE location based on related UE reporting by itself. 
This WF can reduce the exchange between the RAN and CN, thus avoiding possible impacts on SA2/CT WGs. However, it still has a potential problem as follows:
· Cons: This method will expose UE location at RAN with potential security/privacy risks.
It should be noted that WF1 and WF2 are different technical directions from the RAN architectural point of view. It is not realistic that RAN works on both WFs. To progress the R18 NTN project, it is better for RAN2 to first confirm which WF to go. Then, we propose:
Proposal 1: For the scope of UE location verification, RAN2 confirms which of the following WFs to go by taking into account their pros and cons: 
· WF1: Enhance existing positioning method(s) in NG-RAN (TS 38.305) on top of the verification mechanism based on the LCS framework (already supported in R17 NTN); 
· WF2: introduce RAN-based verification methods, which can be supported independently by RAN (w/o dependency on legacy LCS framework). 
Irrespective of which specific WF to finally go with, RAN work should mainly focus on the enhancements potentially needed to the POS method in NG-RAN for this NTN-specific NW verification purpose, including (but perhaps not limited to) the RS types/configs that need to be applied, what UE needs to report, TRP aspects, etc. The discussions on such aspects also need to take into account the NTN-specific factors that are different from TN deployment (e.g. motion of the satellite), with the prioritization of the single-satellite cases as concluded by RAN TR 38.882. However, these aspects regarding the POS method enhancements in NG-RAN should be studied and finally concluded by RAN1, since they are related to the evaluation of the performance (e.g. positioning accuracy) each potential solution can provide. 
Observation 2: RAN work on this NW verification of UE location should mainly focus on the potential enhancements of POS method in NG-RAN which mainly falls into RAN1 expertise.
To this end, we propose that RAN2 concludes which WF to go as in P1, inform RAN1 of the decision and ask RAN1 to carry out further study on the necessary enhancements to the POS method in NG-RAN for this NTN-specific NW verification purpose. 
Proposal 2: Send LS to RAN1, informing RAN1 of the RAN2 conclusion on which WF to adopt, and asking RAN1 to carry out the study on the enhancements to POS methods in NG-RAN that are needed for this NTN-specific NW verification purpose (e.g. RS type, measurement to report, TRP aspects, etc.).
[bookmark: _Toc502437832]Conclusions
This contribution will discuss NW verification of UE location in Rel-18 NTN and give the following observations and proposals. 
Observation 1: NW verification of UE location has already been supported in the existing Specs for Rel-17 NR NTN based on the legacy LCS framework. Specifically, the NW (i.e. AMF) is already able to initiate LCS procedure as specified in TS 23.501 and TS 23.273, and then rely on the existing POS mechanisms specified in NG-RAN to verify the UE location, once Rel-17 NTN is deployed with the LMF.
Observation 2: RAN work on this NW verification of UE location should mainly focus on the potential enhancements of POS method in NG-RAN which mainly falls into RAN1 expertise.

Proposal 1: For the scope of UE location verification, RAN2 confirms which of the following WFs to go by taking into account their pros and cons: 
· WF1: Enhance existing positioning method(s) in NG-RAN (TS 38.305) on top of the verification mechanism based on the LCS framework (already supported in R17 NTN); 
· WF2: introduce RAN-based verification methods, which can be supported independently by RAN (w/o dependency on legacy LCS framework). 
[bookmark: _GoBack]Proposal 2: Send LS to RAN1, informing RAN1 of the RAN2 conclusion on which WF to adopt, and asking RAN1 to carry out the study on the enhancements to POS methods in NG-RAN that are needed for this NTN-specific NW verification purpose (e.g. RS type, measurement to report, TRP aspects, etc.).
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