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[bookmark: _Ref189809556][bookmark: _Ref174151459]1 Introduction
In RAN#94e meeting, the SI on NR network-controlled repeaters was approved in [1], with the objectives given as follows:
[bookmark: OLE_LINK42]· Study and identify which side control information below is necessary for network-controlled repeaters including assumption of max transmission power [RAN1]
· Beamforming information
· Timing information to align transmission / reception boundaries of network-controlled repeater
· Information on UL-DL TDD configuration
· ON-OFF information for efficient interference management and improved energy efficiency
· Power control information for efficient interference management (as the 2nd priority)
· Study and identify L1/L2 signaling (including its configuration) to carry the side control information [RAN1]
· Study the following aspects of network-controlled repeater management
· Identification and authorization of network-controlled repeaters [RAN2, RAN3]
NOTE2: Coordination with SA3 may be needed.

In this paper, we will discuss the following issues about network-controlled repeater management:
· Identification and authorization of NCR
· Protocol stack of NCR-MT 
2 Background
Conventional RF repeaters simply amplify-and-forward signal without being able to take into account factors including information on adaptive backhaul/access beamforming, ON-OFF status, power control, etc.
A network-controlled repeater (NCR) is an enhancement over conventional RF repeaters with the capability to receive and process side control information from the network. Based on latest RAN1 progress, the NCR is modelled as Figure 1, which includes the NCR-MT and NCR-Fwd. The NCR-MT is defined as a function entity to communicate with a gNB via Control link (C-link) to enable the information exchanges (e.g. side control information at least for the control of NCR-Fwd). The C-link is based on NR Uu interface. The NCR-Fwd is defined as a function entity to perform the amplify-and-forwarding of UL/DL RF signal between gNB and UE via backhaul link and access link. The behaviour of the NCR-Fwd can be controlled according to the received side control information from gNB. 
[image: ]
Figure 1: Conceptual model of Network-controlled repeater
3 Discussion
3.1 Identification and authorization of NCR
Based on the above model, the gNB can control the NCR’s amplification-and-forwarding by sending side control information. But before the controlling a node as an NCR, it is important that the gNB can identify the node as a legal NCR. Otherwise, malicious NCRs may be illegally deployed which will cause the following risks:
· Transmitting high power jamming signal to interfere with other normal transmissions by ignoring NW control. 
· Occupying the network radio resource by receiving control signalling without legally right
Therefore, identification and authorization of the NCR should be two essential aspects for NCR management. For identification, the gNB can know that the accessing node is requesting to be served as an NCR by receiving NCR indication from the node, e.g. via MSG5 or other uplink message. Apart from that, the gNB should know the node is a legal NCR before it can transmit side control information to the node. This will be up to the authorization procedure, where the legality of the NCR node should be checked to make sure the accessing NCR is legal and will obey control information. 
Proposal 1: NCR identification at gNB is based on RRC signalling. 
Regarding how NCR authorization is performed, there may be different opinions:
· RAN based authorization 
· CN based authorization
· OAM based authorization
From our perspective, authorization is done based on subscription data which should be managed by the core network rather than RAN as legacy to avoid security and privacy risks. Specifically, core network will check the node or functionality and provide “authorized” indication to RAN if legal, which is a matured method already been used to authorize other nodes or functionalities, e.g. IAB, C-V2X and ProSe. Besides, designing a new authorization method in RAN may cause unexpected issues and lots of specs effort, as RAN should not be the node to be aware of the subscription information. For OAM based authorization, it can be up to implementation which may still be complex regarding how authorization info is exchanged and how authorization is actually performed. Considering the TUs are limited, we suggest to adopt CN based authorization as legacy.
Proposal 2: Adopt CN based authorization for NCR. 
3.2 Protocol stack of NCR-MT
User plane and control plane protocol stack of NCR-MT should be discussed separately for NCR-MT. For user plane protocol stack, currently it is clear if there is no need for this. It may depend on if the OAM traffic needs be delivered via user plane, and this can be discussed in WI phase. For control plane protocol stack, at least SRBs are needed to transmit RRC/NAS signalling for initial AS/NAS procedures, and thus full control plane protocol stack should be supported as Figure 2.
[image: C:\Users\x00354265\AppData\Roaming\eSpace_Desktop\UserData\x00354265\imagefiles\126E3737-5AC4-4880-82AF-689FAC14A51F.png]
Figure 2: Control Plane Protocol Stack of NCR-MT
Proposal 3: Control plane protocol stack is supported for NCR-MT. 
Proposal 4: Whether user plane capability should be reduced can be discussed in WI phase.
4 Conclusion
This paper mainly discusses the potential issues on the network-controlled repeater management, then we provide the following proposals:
Proposal 1: NCR identification at gNB is based on RRC signaling. 
Proposal 2: Adopt CN based authorization for NCR. 
Proposal 3: Control plane protocol stack is supported for NCR-MT. 
Proposal 4: Whether user plane capability should be reduced can be discussed in WI phase.
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--------------------------------Start of change--------------------------------
8 Repeater management
[bookmark: _Toc102054329]8.1 Solution on Repeater management
8.1.1 Identification
The gNB should be able to identify a node as an NCR in order to serve the node as an NCR. The NCR can transmit an NCR indication to the gNB for identification via RRC signalling.
8.1.2 Authorization
Core network performs NCR authorization based on NCR Subscription data as defined in TS 23.502 [xx]. Based on the authorization result, the gNB decides whether to serve the node as an NCR.

[bookmark: _Toc102054330]8.2 Specification impacts  
RAN2 impacts:
· [bookmark: _GoBack]Introduce NCR indication in RRC signalling.

--------------------------------End of change--------------------------------
image1.png
Network-controlled repeater(NCR)

Control link

Backhaul link

Access link

UE




image2.png
RRC
PDCP
RLC
MAC
PHY

o

z

>

..... O e e e S
o

c 2881 19]]2)|E

S|z || |@]|2]|=| |





