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1. Introduction
In RAN1#109-e meeting, study on NR network-controlled repeaters (NCR) has started and some higher layer related agreements were obtained, such as:
	Agreement

Capture the following model of network-controlled repeater in TR 38.867.
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· The NCR-MT is defined as a function entity to communicate with a gNB via Control link (C-link) to enable the information exchanges (e.g. side control information). The C-link is based on NR Uu interface.

· Note: Side control information is at least for the control of NCR-Fwd

· The NCR-Fwd is defined as a function entity to perform the amplify-and-forwarding of UL/DL RF signal between gNB and UE via backhaul link and access link. The behavior of the NCR-Fwd will be controlled according to the received side control information from gNB. 

Agreement
The NCR-MT can obtain the necessary configuration for receiving the L1/L2 signaling of the side control information.

· Option 1: The necessary configuration is from RRC.

· Option 2: The necessary configuration is from OAM or hard-coded.

· Option 3: The necessary configuration is partially configured by RRC and partially configured by OAM or hard-coded.

Agreement
For an NCR-MT, the necessary configurations from RRC and/or OAM(or hard-coded) contain:
· The configurations of PHY channels to carry the L1/L2 signaling: 
· The configurations for receiving PDCCH and PDSCH.

· The configurations for transmitting PUCCH, if needed.

· The configurations for transmitting PUSCH, if needed.

· The configurations of L1/L2 signaling: 
· The configurations for DCI.

· The configurations for UCI, if needed.

· The configurations for MAC CE, if needed.

Agreement
For the parameters in the necessary configurations for L1/L2 signaling, the existing parameters for PDCCH, PDSCH, PUCCH, PUSCH, DCI, UCI and MAC CE in Rel-17 are the baseline for further discussion.
· Note 1: This does not imply that all Rel-17 parameters will be supported for the NCR-MT. 

· Note 2: This does not imply that PUCCH, PUSCH, UCI and MAC CE are currently agreed to be supported. Further consideration is needed.


Also, one of objectives described in the SID of NR NCR is:

	Study the following aspects of network-controlled repeater management
· Identification and authorization of network-controlled repeaters [RAN2, RAN3]

NOTE2: Coordination with SA3 may be needed.


This document discusses which protocols and functionalities are required for an NCR-MT.
2. Discussions
From the agreements and the objectives, at least the following functionalities seem to be required for an NCR-MT.
(a) To synchronize with an appropriate gNB/cell

(b) To inform the gNB of "this is NCR"

(c) To obtain an identifier to receive side control information
(d) To be identified/authorized

2.1
On functionalities (a)~(c)
For functionalities (a)~(c), there may be three options:

Option 1-1: Reusing existing methods (such as system information reception and initial RRC connection setup)

Option 1-2: Using new method (such as OAM and/or hard coded)

Option 1-3: Partially reusing existing methods and using new method for other parts

Table 1 shows comparison of these three approaches.
Table 1
	
	Example operations
	Pros/cons

	Option 1-1
	The NCR-MT obtain system information to know the cell support the NCR or not.

The NCR-MT initiates RRC connection setup to synchronize with the gNB, inform the gNB of the NCR and obtain C-RNTI (an identifier to receive side control information).
	Pros: RAN2 specification impact will be small. Interoperability between gNB and NCR is flexible
Cons: Some standardization effort in RAN2 is necessary

	Option 1-2
	The NCR is manually setup with a dedicated gNB. A dedicated identifier is used for receiving side control information 
	Pros: RAN2 specifications impact is none. No standardization effort in RAN2 is required
Cons: Interoperability flexibility between gNB and NCR is limited

	Option 1-3
	Setting up the NCR is partially done by existing method (such as random access) and other parts are done by new method (such as OAM, hard coded, new MAC CE etc.).
	Cons: RAN2 specifications impact will be large. Huge standardization effort in RAN2 is required. Interoperability flexibility between gNB and NCR is limited


Comparing with Option 1-2 and Option 1-3, Option 1-1 is reasonable in terms of standardization impact and interoperability between gNB and NCR. We propose that the NCR-MT should supports functionalities for system information reception to know whether the gNB or cell is appropriate for the NCR, and initial RRC connection setup to inform the gNB of NCR and to obtain C-RNTI.
Proposal 1: The NCR-MT should support functionalities for:

- system information reception to know whether the gNB or cell is appropriate for the NCR
- initial RRC connection setup to inform the gNB of NCR and to obtain C-RNTI
2.2
On functionality (d)
For functionality (d), there may be two options:

Option 2-1: identification and authorization are done by core network (like for normal UE)

Option 2-2: core network is not involved for identification and authorization.
Table 2 shows comparison of two approaches.

Table 2
	
	Example operations
	Pros/cons

	Option 2-1
	The NCR-MT transmits/receives NAS messages for identification/authorization by the core network. The core network is also configured to identify and authorize the NCR.
	Pros: RAN2 specifications impact will be small or none. 

Cons: SA and/or CT WG's specifications will be affected. Standardization effort for SA WG's will be required

	Option 2-2
	Identification/authorization is done by the gNB or gNB together with OAM.
	Pros: SA and/or CT WG's specifications will not be affected.
Cons: RAN2 specifications may be impacted.


Option 2-1 is simple method for RAN2, but it will affect other WG's specifications and requires other WG's standardization effort. Option 2-2 will require RAN2 standardization effort and affect RAN2 specifications but will not other WG's specifications and not require other WG's standardization effort. We propose that RAN2 should carefully discuss whether identification/authorization should be done by core network. Pros and cons should also be considered.
Proposal 2: RAN2 discusses whether the core network is involved for identification/authorization of NCRs.
3. Conclusion
Proposal 1: The NCR-MT should support functionalities for:

- system information reception to know whether the gNB or cell is appropriate for the NCR

- initial RRC connection setup to inform the gNB of NCR and to obtain C-RNTI
Proposal 2: RAN2 discusses whether the core network is involved for identification/authorization of NCRs.
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