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1.	Introduction
A new Study Item was approved at the 3GPP RAN Meeting #94e on NR Network-controlled Repeater and the SID was updated in RAN#96 in [1]. The objectives of this SI are:

The study on NR network-controlled repeaters is to focus on the following scenarios and assumptions:
· Network-controlled repeaters are inband RF repeaters used for extension of network coverage on FR1 and FR2 bands, while during the study FR2 deployments may be prioritized for both outdoor and O2I scenarios.
· For only single hop stationary network-controlled repeaters
· Network-controlled repeaters are transparent to UEs
· Network-controlled repeater can maintain the gNB-repeater link and repeater-UE link simultaneously
NOTE1: Cost efficiency is a key consideration point for network-controlled repeaters.

Study and identify which side control information below is necessary for network-controlled repeaters including assumption of max transmission power [RAN1]
· Beamforming information
· Timing information to align transmission / reception boundaries of network-controlled repeater
· Information on UL-DL TDD configuration
· ON-OFF information for efficient interference management and improved energy efficiency
· Power control information for efficient interference management (as the 2nd priority)
Study and identify L1/L2 signaling (including its configuration) to carry the side control information [RAN1]

Study the following aspects of network-controlled repeater management
· Identification and authorization of network-controlled repeaters [RAN2, RAN3]
NOTE2: Coordination with SA3 may be needed.

In this contribution we focus on the RAN2/RAN3 related study objectives on identification and authorization of network-controlled repeaters. 
2.	Identification and Authorization
In RAN1#109-e the following agreements were reached about the NR Network-controlled Repeater (NCR) architecture [2]:
The Network-controlled repeater is modelled as Figure 5-1, which includes the NCR-MT and NCR-Fwd. The NCR-MT is defined as a function entity to communicate with a gNB via Control link (C-link) to enable the information exchanges (e.g. side control information at least for the control of NCR-Fwd). The C-link is based on NR Uu interface.
The NCR-Fwd is defined as a function entity to perform the amplify-and-forwarding of UL/DL RF signal between gNB and UE via backhaul link and access link. The behaviour of the NCR-Fwd will be controlled according to the received side control information from gNB. 
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Figure 5-1: Conceptual model of Network-controlled repeater

Additionally, at least one of the NCR-MT’s carrier(s) should be within the set of carriers forwarded by the NCR-Fwd in same frequency range. And the NCR-MT and NCR-Fwd operating in the same carrier is prioritized for the study.
As baseline, same large-scale properties of the channel, i.e., channel properties in Type-A and Type-D (if applicable), are expected to be experienced by C-link and backhaul link (at least when the NCR-MT and NCR-Fwd operating in same carrier). 

NCR can be considered as a network device, i.e., deployed and managed by the network operator. Two functions of the NCR identification are:
· NCR indicating its device type to the network
· NCR providing the network with its identity
Considering the NCR structure agreed by RAN1 in [2] and shown in the Figure 5-1 in the TR in [2], in our view the same integration and initial access procedures as defined for IAB in TS38.401, TS38.304 and TS38.331 could be reused for NCR. This would enable minimal impacts on the RAN2 and RAN3 specifications. This approach would mainly require definition of a new device type like NCR-MT similarly as IAB-MT was defined for IAB. 
NCR-MT would then perform similar identification procedure during its initial access as regular UE and IAB-MT for IAB. This would mean that NCR-MT would perform cell selection to find suitable cell, establish RRC connection and perform registration including authentication as a NCR-MT. NCR-MT would then setup IP connection to OAM to download required configurations including at least static/semi-static cell configurations.  
The device type will be indicated by the NCR during initial setup; the network and donor gNB then establishes the required channels to configure and serve the NCR. The identity of the NCR-MT will be used for authentication to the network.  During the initial setup, the network needs to perform authentication of the NCR-MT and authorize NCR-MT. 
The authentication and authorization procedure defined for IAB can be re-used for NCR. By reusing the existing IAB and regular UE procedures for identification and authentication it is possible to minimize the specification impacts. This will simplify network implementation without the need to support yet another identification and authentication mechanism. 
For NG, the IAB authorized information is supported in the following procedures:
· Initial Context Setup procedure
· UE Context Modification procedure
· Handover Resource Allocation procedure
For Xn interface, the IAB Node Indication is supported in following procedures
· Handover Preparation procedure
NCR-MT will be similar to IAB, i.e. the NG-RAN node receive the NCR Authorized information from AMF via NG Initial Context Setup procedure, and UE Context Modification procedure. It may need further discussion whether need to add the NCR authorized information in NG Handover Resource Allocation procedure, and the NCR node indication in Xn Handover Preparation procedure especially as the RAN4 specifications have only defined requirements for radio link monitoring and link recovery procedures (like beam failure detection, candidate beam selections) for IAB-MT. Measurement related requirements needed for handovers are not specified.  
Proposal 1: Reuse IAB procedures for identification, authentication and authorization of NCR-MT. Need to introduce a new NCR device type over the air interface, and new NCR authorized information over NG interface. 
Proposal 2: Update TR38.867 with text proposal describing that NCR identification and authorization principles reuse the same principles as IAB.  
Text proposal to TR38.867 is provided in the Annex of this contribution.
3.	Conclusion
Based on the discussion in this contribution we make the followings proposals for NCR identification and authorization.
Proposal 1: Reuse IAB procedures for identification, authentication and authorization of NCR-MT. Need to introduce a new NCR device type over the air interface, and new NCR authorized information over NG interface. 
Proposal 2: Update TR38.867 with text proposal describing that NCR identification and authorization principles reuse the same principles as IAB.  
Text proposal to TR38.867 is provided in the Annex of this contribution.
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Annex: Text Proposal to TR38.867
** Start of change **
[bookmark: _Toc102054328]8	Repeater management
[Editor's Note: This clause includes the aspect related to repeater management (i.e., identification and authorization) including the required assistance on other aspects.]
[bookmark: _Toc102054329]8.1	Solution on Repeater management

[bookmark: _Toc102054330]8.2	Specification impacts  
[Editor's Note: This clause includes the identified specification impacts for each solution based on the inputs from RAN2 and RAN3, it will be captured in clause.]
8.2.x	Identification and authorization of Network Controlled Repeater 
NCR-MT performs similar identification procedure during its initial access as regular UE and IAB-MT for IAB. NCR-MT thereby performs cell selection to find suitable cell, establish RRC connection and perform registration including authentication as a NCR-MT. The identity of the NCR-MT is used for authentication to the network.  During the initial setup, the network performs authentication of the NCR-MT and authorize NCR-MT. 
During the initial access procedure for the NCR-MT, the NG-RAN node receives the “NCR Authorised” indication from the AMF when the NCR-MT is authorized for Network Controlled Repeater operation. The NG-RAN node may also receive the “NCR Authorised” indication from the AMF via the UE Context Modification procedure. 

** End of change **
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