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1. [bookmark: OLE_LINK14][bookmark: OLE_LINK13]Introduction
At the RAN#94-e meeting, the SID on expanded and improved NR positioning RP-213588 [1] was approved. The objective regarding the integrity for RAT-dependent positioning is as follows:
	· Study solutions for Integrity for RAT dependent positioning techniques [RAN2, RAN1]:
· Identify the error sources, [RAN1, RAN2].
· Study methodologies, procedures, signaling, etc for determination of positioning integrity for both UE-based and UE-assisted positioning [RAN2]
· Focus on reuse of concepts and principles being developed for RAT-Independent GNSS positioning integrity, where possible.


In this contribution, we discuss how to support integrity for RAT-dependent positioning from RAN2’s perspective.
- Methodologies
- Signaling procedures
- Potential requirements
2. Discussion
2.1 Methodologies
2.1.1 Terms
To clearly describe methodologies and signaling procedures of RAT-dependent integrity, we foresee the benefits to align on some terms of integrity operation mode:
UE-based integrity: A mode of integrity that the integrity result is computed at the UE side.
LMF-based integrity: A mode of integrity that the integrity result is computed at the LMF side, which is further categorized into UE-assisted integrity and NG-RAN node assisted integrity.
UE-assisted integrity: A mode of integrity that the integrity result is computed at the LMF side, and UE is required to provide integrity assistance data to LMF.
NG-RAN node assisted integrity: A mode of integrity that the integrity result is computed at the LMF side, and NG-RAN node is required to provide integrity assistance data to LMF.
Proposal 1: Capture the terms of integrity operation mode in the TR, i.e., UE-based integrity, LMF-based integrity, UE-assisted integrity and NG-RAN node assisted integrity.
2.1.2 Error sources and feared events
At the RAN1#109-e meeting, RAN1 discussed the integrity of RAT-dependent positioning [2] and identified some error sources for timing- and angle-based positioning methods. 
	Agreement
· At least the following error sources for timing-based positioning methods are studied
· TRP/UE measurements errors (e.g., ToA, Rx-Tx timing difference)
· FFS: Effect of multipath/NLoS channels on TRP/UE measurement errors
· Error in assistance data (e.g., TRP location, Inter-TRP synchronization errors (e.g., RTD))
· TRP/UE Timing error
· FFS: Further study identification of error sources resulting from the multipath/NLoS channel/radio propagation environment, including multipath/NLoS channel itself as an error source
· Other error sources are not precluded
· FFS: details of each error source, e.g., mean/standard deviation/range associated with each error

Agreement
· At least the following error sources for angle -based positioning methods are studied
· TRP/UE measurements errors (e.g., AoA, RSRP, RSRPP)
· FFS: Effect of multipath/NLoS channels on TRP/UE measurement errors
· Error in assistance data (e.g TRP location, TRP beam antenna information)
· FFS: Further study identification of error sources resulting from the multipath/NLoS channel/radio propagation environment, including multipath/NLoS channel itself as an error source
· Other error sources are not precluded
FFS: details of each error source, e.g., mean/standard deviation/range associated with each error


In accordance with GNSS integrity, to identify whether a certain error can be viewed as a threat to impact the result of positioning integrity, each error source is further mapped into feared events that come up in different procedures or entities. We hence classify error sources listed above into corresponding feared events as follows:  


Figure 1. Relationship between the RAT-dependent Integrity feared events
Table 1. error sources in RAT-dependent Integrity mapped into feared events
	Feared Event Category
	Timing-based position method
	Angle-based position method

	①UE information feared event
	timing error @UE
	N/A

	②UE measurement feared event
	timing measurement (ToA, Tx-Rx timing difference) @UE 
	angle measurement (AoA; RSRP; RSRPP) @UE


	③TRP information feared event
	TRP location;
Inter-TRP synchronization (RTD);
timing error @TRP
	TRP location;
TRP Beam antenna information


	④TRP measurement feared event
	timing measurement (ToA, Tx-Rx timing difference) @TRP
	angle measurement (AoA; RSRP; RSRPP) @TRP

	⑤external feared event (FFS)
	Multipath;
NLOS
radio propagation environment
	Multipath;
NLOS
radio propagation environment


Proposal 2: Capture the summary of RAT-dependent feared events in the TR, the feared events can be categorized into:
· UE information feared event
· UE measurement feared event
· TRP information feared event
· TRP measurement feared event
· External feared event
Apart from that, as agreed by RAN2#115e-meeting, feared events inherent in each entity can be handled by implementation under some circumstances, and no need to address the data transmission feared event.
Agreement
Agreement 8: Agree that the UE feared events will be handled in the implementation for UE-based (network-assisted) methods of positioning integrity determination. 
Agreement 10: Agree that the LMF feared events can be handled via implementation for the UE-based (network-assisted) and UE-assisted (LMF-based) methods of positioning integrity determination.
Agreement 13: In Rel-17, we do not address the data transmission feared event (i.e. we rely on the system’s existing methods for assuring data integrity).
To our understanding, the agreements are also applicable for R18 RAT-dependent integrity, thus we propose:
Proposal 3: Reuse the principle of feared event handing for RAT-dependent integrity:
· UE feared event will be handled in the implementation for UE-based integrity
· LMF feared event will be handled in the implementation for UE-based and LMF-based integrity
· No need to address the data transmission feared event
According to the SID, RAN1 is the leading group to identify the error sources. It is of high expectation that the model of error probability distribution will be evaluated by RAN1, which provides a credible bound as the assistance data of integrity. To avoid duplicated work, RAN2 shall focus on the signaling procedures rather than error source identification.
Proposal 4: RAN2 is responsible to define the signaling procedures of RAT-dependent integrity, and to leave the identification of error sources and the format of feared events to RAN1.
2.1.3 General principles
Relationship between position estimate and integrity calculation
In RAN2#114e-meeting [3], there has been a discussion on the entity to compute the positioning integrity. It was a consensus that both UE and LMF were capable of positioning integrity. However, there was no clear conclusion on whether the position calculation can be decoupled with integrity. According to R18 SID, it is unavoidable to discuss both UE-based and UE-assisted RAT-dependent integrity. Thus, the relationship between position estimate and integrity calculation needs to be declared. 
In our understanding, integrity calculation is of dependency to the position estimate algorithm to some extent. To derive the integrity result, the entity should speculate the probability of positioning error distribution based on the location that the positioning system calculates and other integrity assistance data, and then compute PL according to the inequality in TS 37.355. 
Apart from that, integrity calls for timeliness, which gives little chance for the entity to transmit the location result to another one in charge of the integrity result. Therefore, the entity that undertakes the responsibility of position calculation is obliged to determine the integrity results. That is, UE-based integrity is applied to UE-based positioning methods and UE-assisted integrity is applied to UE-assisted positioning methods.
Proposal 5: The entity that calculates the position estimate is responsible for integrity calculation.
In a positioning system, LMF acts as the location server, which knows each entity’s capabilities. In this context, LMF can synthesize the capabilities of calculation in location and integrity, and other factors to comprehensively determine if LMF or UE does the computation.
Proposal 6: The LMF shall take into account of the integrity capabilities of each entity when deciding the positioning method and integrity operation mode.
Reporting mode of integrity result
In the TR of Rel-17, there stand two modes of integrity result reporting:
-	Mode 1 of Integrity Result Reporting: PL Reporting
-	Mode 2 of Integrity Result Reporting: Integrity Event Flagging
At RAN2#117e-meeting, RAN2 reached the following agreement. That is, only Mode 1 was specified in Rel-17.
Agreement
Proposal 3:  Release 17 supports only Reporting Mode 1 (PL reporting). Reporting Mode 2 can be revisited in future releases.
In our understanding, Mode 1 is naturally supported in Rel-18. As to Mode 2, the potential advantage can be discerned that it guarantees the promptness for the positioning system to independently alert the LCS client. Then there is no need for the client to evaluate itself, allowing quick reaction according to the event flagging. Thus, we propose to revisit Mode 2 of integrity result reporting in Rel-18.
Proposal 7: Further study on whether to support Mode 2 of integrity result reporting in Rel-18. 
Delivery of integrity KPIs
Multiple KPIs were identified during the SI phase, e.g., TIR (Target Integrity Risk), AL (Alert Limit), PL (Protection Level), and TTA (Time-to-alert). PL is computed by the entity responsible for integrity calculation, while others are provided by the LCS client as integrity requirements. All of these four items are utilized to judge whether the positioning system is operating well. 
TIR is applicable for both reporting modes to compute PL. TTA and AL are both constraints to testify whether the calculated PL satisfies the inequality, but not the necessities to calculate PL. 
For Mode 1 PL reporting, there is no need to provide TTA and AL, which is justified in R17 GNSS integrity. For Mode 2 flagging reporting, since UE takes charge of comparison between the calculated PL with the given AL, AL and TTA are both needed to decide if the positioning system is still available to offer trustable position estimation. We hereby propose:
Proposal 8: If Mode 2 of integrity result reporting is supported, TIR, AL and TTA shall be provided to UE for UE-based integrity.
Integrity capabilities
From our perspective, integrity capabilities mainly concern three aspects in terms of computation of the integrity result, providence or reception of integrity assistance data, and support of reporting modes.
To support both UE-based and LMF-based integrity for RAT-dependent positioning, UE should suggest whether it can compute integrity in each supported positioning method in the first place. 
To be in line with R17 UE-based GNSS integrity, UE would report its support list of the integrity assistance data (AD) to LMF indicating its capability to receive AD. For UE-based RAT-dependent integrity, UE should inform LMF about what kinds of integrity assistance data from the network it can receive, which shares the similarity with GNSS integrity. As for LMF-based RAT-dependent integrity, it is rational for UE to indicate LMF about what kinds of integrity assistance data it can provide. If Mode 2 of integrity result reporting is supported, the integrity capabilities of UE shall include the supported reporting modes.
Proposal 9: Integrity capabilities of UE include computation of the integrity result and providence or reception of integrity assistance data, which shall be per location method.
Delivery of integrity assistance data
The integrity assistance data comes from each entity that may introduce errors for positioning estimate. The entity is responsible to make each quantitative error as a distribution model and then providing it as a bound to the entity which computes the integrity results.
R17 GNSS integrity is on the basis of the UE-based positioning method, which requires integrity assistance data from LMF. The integrity assistance data comes from external correction providers, mainly about feared events in the correction data. For UE-based integrity, it’s straightforward to reuse the framework. To be specific, the LMF shall provide the TRP information feared event and external feared event to UE when providing the assistance data.
For the LMF-based integrity, all the related entities shall provide the feared events to LMF for integrity calculation, including UE information feared event, UE measurement feared event, TRP information feared event, TRP measurement feared event and External feared event.
In this way, the following proposals are therefore put forward. 
Proposal 10: For UE-based integrity, integrity assistance data provided from LMF to UE can be TRP information feared event and external feared event. 
Proposal 11: For LMF-based integrity, integrity assistance data provided to LMF can be UE information feared event, UE measurement feared event, TRP information feared event, TRP measurement feared event and External feared event. 
2.2 Signaling procedures 
2.2.1 UE-based integrity
The following Figure 2 illustrates a typical signaling procedure for UE-based integrity.


Figure 2. Signaling procedures of UE-based integrity
0. The integrity KPIs are delivered and finally arrived at LMF via location service request.
1. The LMF obtains DL PRS configuration information from related TRPs. The TRP information feared event can be transmitted meanwhile if requested.
2. The integrity capabilities are requested by LMF and provided by UE, together with normal positioning capabilities.
3. The UE determines that certain positioning assistance data are desired and sends an LPP Request Assistance Data message to the LMF.
NOTE: For UE autonomous self-location, UE determines to carry out positioning and integrity evaluation all by itself, and would request for the feared event via Request Assistance Data. 
4. The LMF provides the requested assistance in an LPP Provide Assistance Data message, associated with feared events, e.g., TRP information feared event, external feared event.
5. The LMF sends an LPP Request Location Information message to the UE for invocation of DL positioning. This request includes integrity KPIs for the calculation of integrity results.
6. The UE performs the DL-PRS measurements from all gNBs provided in the assistance data in step 4 to obtain the location estimate.
7. The UE determines the integrity results of the calculated location in exploit of its implementation-based algorithms.
8. The UE then sends a LPP Provide Location Information message to the LMF, which includes the obtained location estimate and integrity result.
[bookmark: _Hlk111038933]9. The LMF provides the location estimate and integrity result via location service response.
Proposal 12: For UE-based integrity, capture the above signaling procedures into the TR as the baseline.

Potential standard impact:
-	NRPPa messages TRP INFORMATION REQUEST/ RESPONSE are enhanced to transfer TRP information feared event.
-	LPP messages Request/Provide Capabilities are enhanced to transfer UE capabilities of integrity.
-	LPP messages Request/Provide Assistance data are enhanced to transfer feared events, e.g., TRP information feared event, external feared event
In RAN 2#115e-meeting, a few agreements concerning GNSS integrity signaling have been made in [6]:
Agreement:
Proposal 3: Agree that additional IEs are needed in LPP to support A-GNSS positioning integrity determination.
Proposal 11: RAN2 agrees to use Common Positioning IEs to transfer the KPIs and Integrity Results.
Proposal 12: RAN2 agrees that the LPP procedures can be used to transfer the KPIs and Integrity Results.
-	Reuse the common IEs to transfer integrity KPIs and integrity results. (No extra spec impact)
Proposal 13: For UE-based integrity, the potential standard impact of LPP includes new integrity capabilities and assistance data transfer, while the common IEs to transfer integrity KPIs and integrity results can be reused.
2.2.2 LMF-based integrity
The following Figure 3 illustrates a typical signaling procedure for LMF-based integrity.


Figure 3. Signaling procedures of LMF-based integrity
0. The integrity KPIs are delivered and finally arrived at LMF via location service request.
1. The LMF obtains DL PRS configuration information from related TRPs. The TRP information feared event can be transmitted meanwhile if requested.
2. The integrity capabilities are requested by LMF and provided by UE, together with normal positioning capabilities.
3. The LMF sends an NRPPa POSITIONING INFORMATION REQUEST message to the serving gNB to request SRS configuration for the target UE.
4. The serving gNB decides the resource for SRS and further configures the target UE with the SRS configuration.
5. The serving gNB provides the SRS configuration information to the LMF in a NRPPa POSITIONING INFORMATION RESPONSE message.
6. In the case of semi-persistent or aperiodic SRS, the LMF may request activation of UE SRS transmission.
7. The LMF provides the SRS configuration to the selected TRPs in a NRPPa MEASUREMENT REQUEST message. The message may include the request for TRP measurement feared event.
8. The LMF sends a LPP Provide Assistance Data message to the target UE, which includes any required assistance data to perform the necessary DL-PRS measurements.
9. The LMF sends a LPP Request Location Information message to the UE for invocation of DL positioning. This message may include the request for UE measurement feared event.
10. The UE performs the DL-PRS measurements and each TRP measures the UE SRS.
11. The UE reports the DL-PRS measurements to the LMF in a LPP Provide Location Information message, which may include the UE measurement feared event.
12. Each TRP reports the UE SRS measurements to the LMF in a NRPPa MEASUREMENT RESPONSE message, which may include the TRP measurement feared event.
13. In the case of semi-persistent or aperiodic SRS, the LMF sends a NRPPa POSITIONING DEACTIVATION message to the serving gNB.
14. The LMF determines the integrity results of the calculated location in the exploit of its implementation-based algorithms.
15. The LMF provides the location estimate and integrity result via location service response.
Proposal 14: For LMF-based integrity, capture the above signaling procedures into the TR as the baseline.

Potential standard impact:
-	NRPPa messages TRP INFORMATION REQUEST/ RESPONSE are enhanced to transfer TRP information feared event.
-	LPP messages Request/Provide Capabilities are enhanced to transfer UE capabilities of integrity.
-	NRPPa messages MEASUREMENT REQUEST REQUEST/ RESPONSE are enhanced to transfer TRP measurement feared event.
-	LPP messages Request/Provide Location Information are enhanced to transfer UE information feared event and UE measurement feared event.
Proposal 15: For LMF-based integrity, the potential standard impact of LPP includes new integrity capabilities, assistance data transfer and location information transfer.
Note that there are some potential standard impacts on RAN3 side, RAN2 shall wait for RAN3 to concludes on the standard impact on NRPPa.
Proposal 16: The potential standard impact of NRPPa shall be determined by RAN3.
2.3 Potential requirements
2.3.1 Time alignment of integrity and positioning
The definition of positioning integrity indicates that timely alerts are provided to the positioning system. It can be viewed in two hierarchies. One is on the systematic layer, alerts are given in allusion to the current positioning procedure. The other is on the layer of assistance data, the entities which give out the assistance data alert whether it is suggested to utilize the corresponding data in the field of integrity. 
To meet the requirement of the second layer, DNU is introduced in R17 to help LMF issue the suggestion about the utilization of integrity assistance data. R18 can reuse the kind of IEs to enable the warning mechanism continuingly. 
To further satisfy the requirement of the systematic layer, we assume that it is indispensable to align the time interval of integrity and positioning. It is acknowledged that integrity is related to positioning, it makes no sense to alarm about integrity when the feared events in assistance data are gained out of the time interval of reference signal transmission, measurements and location estimations. By this means, the suggestions of the expected starting time and lasting time of positioning are required at the side of entities that request the integrity assistance data. Electively, an indication of the starting time and lasting time of feared events are also included at the side of entities providing the integrity assistance data.  
Proposal 17: The integrity assistance data request shall include the expected starting time and lasting time of positioning. Correspondingly, the integrity assistance data response should indicate the starting time and lasting time of feared events. 
2.3.2 Prioritization of positioning methods
Since the performance of positioning and integrity can be affected by the measurement objectives and related entities, different positioning methods can finally reach different results. With regard to the support of multiple positioning methods, it should be noticed about the efficiency to meet the expected QoS and TIR. We consider it an applicable way to prioritize the positioning methods, and even for each positioning method to prioritize the configurations. It is up to LMF to decide the detailed prioritized list and to indicate UE about it, especially for UE-based integrity. When TIR is not fulfilled in the positioning method with the higher priority, UE switches to the one with the lower priority. It is similar when it comes to a certain positioning method with prioritization in terms of configuration.
Proposal 18: To promote efficiency in attaining the integrity KPIs, the assistance data may include a prioritized list of positioning methods or configurations.
3. [bookmark: _GoBack]Conclusion
Proposal 1: Capture the terms of integrity operation mode in the TR, i.e., UE-based integrity, LMF-based integrity, UE-assisted integrity and NG-RAN node assisted integrity.
Proposal 2: Capture the summary of RAT-dependent feared events in the TR, the feared events can be categorized into:
· UE information feared event
· UE measurement feared event
· TRP information feared event
· TRP measurement feared event
· External feared event
Proposal 3: Reuse the principle of feared event handing for RAT-dependent integrity:
· UE feared event will be handled in the implementation for UE-based integrity
· LMF feared event will be handled in the implementation for UE-based and LMF-based integrity
· No need to address the data transmission feared event
Proposal 4: RAN2 is responsible to define the signaling procedures of RAT-dependent integrity, and to leave the identification of error sources and the format of feared events to RAN1.
Proposal 5: The entity that calculates the position estimate is responsible for integrity calculation.
Proposal 6: The LMF shall take into account of the integrity capabilities of each entity when deciding the positioning method and integrity operation mode.
Proposal 7: Further study on whether to support Mode 2 of integrity result reporting in Rel-18.
Proposal 8: If Mode 2 of integrity result reporting is supported, TIR, AL and TTA shall be provided to UE for UE-based integrity. 
Proposal 9: Integrity capabilities of UE include computation of the integrity result and providence or reception of integrity assistance data, which shall be per location method.
Proposal 10: For UE-based integrity, integrity assistance data provided from LMF to UE can be TRP information feared event and external feared event. 
Proposal 11: For LMF-based integrity, integrity assistance data provided to LMF can be UE information feared event, UE measurement feared event, TRP information feared event, TRP measurement feared event and External feared event. 
Proposal 12: For UE-based integrity, capture the above signaling procedures into the TR as the baseline.
Proposal 13: For UE-based integrity, the potential standard impact of LPP includes new integrity capabilities and assistance data transfer, while the common IEs to transfer integrity KPIs and integrity results can be reused.
Proposal 14: For LMF-based integrity, capture the above signaling procedures into the TR as the baseline.
Proposal 15: For LMF-based integrity, the potential standard impact of LPP includes new integrity capabilities, assistance data transfer and location information transfer.
Proposal 16: The potential standard impact of NRPPa shall be determined by RAN3.
Proposal 17: The integrity assistance data request shall include the expected starting time and lasting time of positioning. Correspondingly, the integrity assistance data response should indicate the starting time and lasting time of feared events. 
Proposal 18: To promote efficiency in attaining the integrity KPIs, the assistance data may include a prioritized list of positioning methods or configurations.
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