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1. Overall Description:
RAN2 thanks RAN5 for their LS on Tx Profile in R5-222035.
Regarding the questions from SA2, RAN2 would like to provide the following answers.

ACTION: RAN5 respectfully asks RAN2 to confirm whether or not PC5-RRC signalling could be sent based on
[bookmark: _GoBack]"null ciphering/integrity algorithm".
RAN2 Answer: For whether or not PC5-RRC signaling can be sent based on “null ciphering/integrity algorithm”, this is out of RAN2 scope. Since corresponding requirement is determined by SA3, RAN2 only confirms SA3’s assumption as shown in [1][2].
Therefore, corresponding decision is up to SA3. RAN2 can update the specification after SA3 make the final decision if needed.
2. Actions:
To RAN5: RAN2 respectfully requests RAN5 to take the above answer into account in the further work.

3. Dates of Next TSG-RAN WG2 Meetings:
RAN2#119	22th August - 26th August 2022 	 Toulouse, FR
RAN2#119bis-e	10th October - 19th October 2022 Online
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