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Introduction
In previous RAN2 meeting, the following conclusionS on support SNPN along with credentials owned by an entity separate from the SNPN are as follows:

	A new indicator that "access using credentials from a separate entity is supported" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenarios.
RAN2 assumes that the new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
The supported Group IDs are broadcasted
A new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenario.
RAN2 assumes that the new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.
In the UE, AS reports to NAS about the following broadcasted new parameters:
Indicator that "access using credentials from a separate entity is supported" in the cell per SNPN
Supported Group IDs
Indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" per SNPN.
Send an LS to SA2 (CC: RAN3 and CT1) with the following questions:
Can RAN2 assume uniform support of GID(s) across a network or a registration area?
Is the GID selected by NAS given to AS after registration to assist UE subsequence cell selection and reselection?
Should AS support the (IDLE/INACTIVE/CONNECTED mode) mobility scenarios between different SNPNs or SNPN and PLMN when the same credentials can be used on the source and the target networks?
E.g. Can a UE move from SNPN#1 to SNPN#2 when the GID used to access SNPN#1 is supported by SNPN#2? 
Can a UE move between SNPN#1 to PLMN#a when the credential of PLMN#a is used to access SNPN#1?
Shall Group IDs be broadcasted per SNPN? (or per cell?)



	Use the term "Credentials Holder (CH)" in future RAN2 discussions for the external entity providing subscription or credential for SNPNs.
Use the term "Group IDs for Network Selection (GINs)" in future RAN2 discussions for the service provider Group IDs.
The following assumptions in last meeting are confirmed as agreements,
The new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
The new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.
GIDs are broadcasted per SNPN in network sharing scenarios.
RAN2 to revise the previous agreement as following: 
In the UE, AS reports broadcast Group IDs per SNPN to NAS.
To supporting SNPN with subscription or credentials by a separate entity, R2 assumes that there is no impact on cell (re)selection (e.g. no need to change suitable cell criteria).
GIN for access using CH is broadcst only if Indication of accessing using CH is broadcast. 
RAN2 assumes that NAS does not send selected GINs and two indications related to external credentials to AS.
There is no impact on cell (re)selection to support SNPN with subscription or credentials by a separate entity.
RAN2 assume there is no RAN2 UE impact of connected mode mobility for separate credential.
RAN2 assumes the selected SNPN ID is enough for AMF selection for separate credential.
GIN is broadcasted by new SIB




This paper discusses the left issues from RAN2 aspects for support of SNPN along with subscription / credentials owned by an entity separate from the SNPN. 
Discussion
System Information Broadcast
The enhanced SNPN information with credentials owned by an entity separate from the SNPN is required for cell selection and reselection, and hence it should be included in SIB. In this section, we focus on System information design which allows including the enhanced SNPN information in SI.
As shown above, RAN2 had agreed that the SIB will be enhanced as follows:
· A new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
· The supported Group IDs are broadcasted in a new SIB.
· A new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenario in SIB1.

Then the following are the left issues on the system information: 
Issue 1. FFS is the maximum number of Group IDs, and the SIB to be used for broadcasting GIDs.
Issue 2. Whether there is a need to broadcast Human Readable Network Names for GIDs.
[bookmark: _GoBack]Regarding issue 1:
As we know, in Rel-16, we limited the maximum number of SNPN as 12, as follows:
	· Up to 12 different SNPNs can be broadcasted in a cell.
· If “mixed” network sharing is allowed (i.e. a cell can contain both PLMNs and NPNs), the total number of networks indicated in SIB1 (i.e. #PLMN + #SNPN + #PNI-NPN) shall not exceed 12.


This restriction discussed in Rel-16 comes from the fact that there are several places in the RRC signalling where the maximum number of networks is set to 12. However, in last meeting, RAN2 had agreed that the supported Group IDs are broadcasted in a new SIB, which will provide more room for Group ID broadcasting. Generally, a typical GIN size is 68 bits, in case of the GIN constructed by 24 bits-PLMN ID and 44 bits-NID. As specified that the maximum size of a SIB message is 2976 bits, then it is possible that up to 43 GINs can fit in a new SIB. However, since, in common cases, there is no so much GID requirement, it is preferred that the maximum number of GINs can be 12 separately. 
Observation 1: Generally, a typical GIN size is 68 bits, in case of the GIN constructed by 24 bits-PLMN ID and 44 bits-NID. As specified that the maximum size of a SIB message is 2976 bits, then it is possible that up to 43 GINs can fit in a new SIB. However, considering in common cases there is no so much GID requirement, it is preferred that the maximum number of GINs can be 12 separately.
Proposal 1: The maximum number of GINs listed in the new SIB can be 12.

New SIB
As specified in [2], the content of the new SIB is as follows:
-	An indication per SNPN in SIB1 whether access using credentials from a Credentials Holder is supported.
-	A list of supported Group IDs for Network Selection (GINs) per SNPN in SIBXY. The list for a specific SNPN can only be broadcast if the above indication is broadcast for the corresponding SNPN.
Below is a SIB structure, it allows to include GIDs in enhanced SNPN information. Since the new additional IEs are in SNPN granularity, it is proposed to add the new IEs inside NPN-IdentityInfo-r16 as below. 
Proposal 2: Below is the proposed new SIB structure:





Regarding the issue #2:
Additionally, supported Group IDs (GIDs)’s Human Readable Network Name is also needed in SIB for cell manual selection.


Proposal 3: it is proposed to add the new IEs inside SIB10 for cell manual selection:
-	Optionally, supported Group IDs (GIDs)’s Human Readable Network Name

SNPN selection/ Cell selection/ Cell re-selection
SNPN selection in case of SNPN along with credentials owned by an entity separate from the SNPN is similar to normal SNPN selection and both manual and automatic network selection is supported, as showed in the SA2 conclusions. 
Observation 2: Both automatic and manual PLMN selection in relation to SNPN along with credentials owned by an entity separate from the SNPN are agreed in SA2.
As shown above, RAN2 had agreed that the SIB will be enhanced as follows:
· In the UE, AS reports to NAS about the following broadcasted new parameters:
· Indicator that "access using credentials from a separate entity is supported" in the cell per SNPN
· Supported Group IDs
Moreover, in case of manual network selection, the human readable network name (if broadcasted) of the SNPN will also be provided from AS to NAS to assist the user. 
[bookmark: _Toc16666979]Proposal 4: In case of manual selection, the human readable network name (if broadcasted) may also be provided from AS to NAS, on top of the agreed content.
In Rel-16, since a UE can only register to an SNPN if the UE has SUPI and credentials for the given SNPN, i.e., a UE cannot register to an SNPN with a credential of another (roaming partner's) credential, there is no roaming use case. This means the selected and registered SNPN is always the "home" SNPN. Therefore, there is no need for the UE to search for higher priority SNPNs. 
However, in Rel-17, in case of SNPN along with credentials owned by an entity separate from the SNPN, the SNPN will host a function (e.g. enhanced AUSF or new NF) supporting primary authentication and authorization of SNPN UEs that use credentials from the AAA Server. In the scenario, it is similar as in roaming use case, where the SNPN for which the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination) and which supports access using credentials (Home SP credentials) owned by an entity separate from the SNPN can be regarded as Visited SNPN. Hence, there is a need for the UE to search for higher priority SNPNs according to order indicated in TR 23.700 section 8.1.



Figure 1: Architecture in case separate entity that owns the subscription 
Observation 2: since roaming use case( visited SNPN) exists in case of SNPN along with credentials owned by an entity separate from the SNPN, there is a need for the UE to search for higher priority SNPNs according to order indicated in TR 23.700 section 8.1.
For manual network selection UEs operating in visited SNPN access mode provide to the user the list of NIDs and related human-readable names (if available) of the available visited SNPNs the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination), and optionally the name of the respective entity separate from the SNPN owning the credentials (e.g. Home SP credentials) which can be used to access the visited SNPN if exists. This requires the AS to provide the advertised human-readable names of the available visited SNPNs the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination), and optionally the name of the respective entity separate from the SNPN owning the credentials (e.g. Home SP credentials) which can be used to access the visited SNPN if exists to NAS. 
Observation 3: The AS shall provide human-readable names of the available visited SNPNs the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination), and optionally the name of the respective entity separate from the SNPN owning the credentials (e.g. Home SP credentials) which can be used to access the visited SNPN if exists to NAS for manual network selection whenever it is requested by NAS.
Proposal 5: Besides the human-readable names , it is proposed that the AS shall provide the name of the respective entity separate from the SNPN owning the credentials (e.g. Home SP credentials) which can be used to access the visited SNPN if exists to NAS for manual network selection whenever it is requested by NAS, if exits.

Conclusions
Observation 1: Generally, a typical GIN size is 68 bits, in case of the GIN constructed by 24 bits-PLMN ID and 44 bits-NID. As specified that the maximum size of a SIB message is 2976 bits, then it is possible that up to 43 GINs can fit in a new SIB. However, considering in common cases there is no so much GID requirement, it is preferred that the maximum number of GINs can be 12 separately.
Proposal 1: The maximum number of GINs listed in the new SIB can be 12.
Proposal 2: Below is the proposed new SIB structure:





Observation 2: since roaming use case( visited SNPN) exists in case of SNPN along with credentials owned by an entity separate from the SNPN, there is a need for the UE to search for higher priority SNPNs according to order indicated in TR 23.700 section 8.1.
Observation 3: The AS shall provide human-readable names of the available visited SNPNs the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination), and optionally the name of the respective entity separate from the SNPN owning the credentials (e.g. Home SP credentials) which can be used to access the visited SNPN if exists to NAS for manual network selection whenever it is requested by NAS.
Proposal 3: it is proposed to add the new IEs inside SIB10 for cell manual selection:
-	Optionally, supported Group IDs (GIDs)’s Human Readable Network Name
Proposal 4: In case of manual selection, the human readable network name (if broadcasted) may also be provided from AS to NAS, on top of the agreed content.
Proposal 5: Besides the human-readable names of a visited SNPN, it is proposed that the AS shall provide the name of the respective entity separate from the SNPN owning the credentials if exists to NAS for manual network selection.
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