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The Work Item on NR positioning enhancements includes the following objective on GNSS integrity [1]:

	· Specify the signalling, and procedures to support GNSS positioning integrity determination, including [RAN2, RAN3]:
· The assistance information that will be used to support integrity determination
· The information that will be used to provide the positioning integrity KPIs and integrity results
· Support of integrity for UE-based and UE-assisted A-GNSS positioning.
[bookmark: _Hlk67595233]Note: This objective is applicable to NR and E-UTRA.



The objective above is well defined in scope; in particular:
(a) the objective is restricted to GNSS positioning;
(b)	the objective requests the specification of the assistance information to support integrity determination, and
(c) the objective requests the specification of information to provide the positioning integrity KPIs and integrity results.

Previous GNSS work in 3GPP was typically based on available GNSS specifications (ICDs) and external standards (e.g., RTCM Differential-GPS messages are used since GSM Rel-98 [3]). 
Historically, the GNSS integrity concept has been developed and formalized in the aviation field (e.g., [4]). However, for HA‑GNSS (PPP, PPP-RTK, etc.) no standard currently exists. RTCM SC-134 is working on integrity messages for HA‑GNSS as communicated to RAN in [5]. A publication date of a corresponding RTCM standard is not available yet. RTCM typically publishes standards only after interoperability testing has successfully been performed by the GNSS industry. However, draft RTCM standards may be available before formal publication.
In this contribution, we provide our view on GNSS positioning integrity support for 3GPP Rel-17.
2.	Considerations for Specifying Positioning Integrity
2.1	Architectural Aspects
The NG-RAN positioning architecture is defined in TS 38.305 [6] and repeated in Figure 1 below. The basic architecture is the same as for LTE and in use/deployed since 3GPP Rel-9. This architecture supports (among others) A‑GNSS, including differential-GNSS and basic integrity, as well as HA-GNSS including RTK and PPP. 
The architecture in Figure 1 includes possible proprietary interfaces between (standardized) 3GPP and non-3GPP entities (E-SMLC and SUPL SLP, respectively).
Some previous proposals in e.g. [2] include the introduction of an "GNSS Correction Provider (GCP)" and some (proprietary) signalling between an LMF and this GCP. The GCP is supposed to be external to 3GPP.  However, to support A-GNSS and HA-GNSS, no "GNSS Correction Provider (GCP)" was needed since the source of assistance data for an LMF is out of scope and does not need to be specified. Given that the objective summarized in section 1 above asks for additional assistance information to support integrity, there is no need to introduce a "GNSS Correction Provider (GCP)" into 3GPP specifications to support the delivery of integrity assistance data and location information.

Proposal 1:	The support of GNSS integrity is enabled using the existing NG-RAN positioning architecture. In 	particular, no "GNSS Correction Provider (GCP)" or similar architectural/functional entities (such as "Integrity Computing Entities (ICE)", etc.) need to be introduced.
Proposal 2:	The means for an LMF to obtain A-GNSS assistance data (incl. integrity assistance data) remains up 	to deployment.


Figure 1: NG-RAN positioning architecture.
2.2	Signalling and Procedure Aspects
LPP TS 37.355 [7] supports the 
-	exchange of positioning capabilities;
-	transfer of assistance data;
-	transfer of location information (positioning measurements and/or position estimate).
For A-GNSS, the above functionality is enabled via IEs
· A-GNSS-RequestCapabilities / A-GNSS-ProvideCapabilities
· A-GNSS-RequestAssistanceData / A-GNSS-ProvideAssistanceData
· A-GNSS-RequestLocationInformation / A-GNSS-ProvideLocationInformation
All six IEs above would need additions to support the objectives of this WI according to section 1 above.
The IE A-GNSS-Request-Capabilities would need to include a request for the target device to provide its GNSS integrity capabilities as well as the GNSS integrity assistance data supported.
The corresponding IE A-GNSS-ProvideCapabilities would need to include the target dvice integrity support and the additional assistance data for each supported GNSS.
The IEs A-GNSS-RequestAssistanceData and A-GNSS-ProvideAssistanceData would have to be extended for any additional GNSS integrity assistance information (see section 4 below).
The IEs A-GNSS-RequestLocationInformation / A-GNSS-ProvideLocationInformation need to include a request for GNSS integrity reporting as well as the integrity result. 
The integrity result should inlude the horizontal and propably vertical Protection Levels (PL). An LMF can assess the integrity by comparing the PL with the required AL and decide on the system availability. The RequestLocationInformation should include the Target Integrity Risk (TIR) for which the PL is to be determined.
Proposal 3:	The support of GNSS integrity is enabled using the existing LPP A-GNSS transactions and 	procedures. 
Proposal 4:	The Integrity Request Information should include the Target Integrity Risk (TIR); the Integrity Result Information should include the computed horizontal and vertical Protection Level (PL) computed for the given TIR.
Some previous proposals in e.g., [2] suggest reporting of "Integrity Flags". However, we cannot see a case where these   "Integrity Flags" cannot be determined by an LMF from the provided Protection Level. Therefore, the reporting of "Integrity Flags" seem redundant information.
[bookmark: _Hlk71545044]Some previous proposals in e.g., [2] also consider "Integrity" as a "Quality of Service". The "LCS Quality of Service" is used to characterise the location request [9]. It can either be determined by the operator or determined based on the negotiation with the LCS client or the AF. LCS Quality of Service information is currently characterised by 3 attributes [8][9]:
-	LCS QoS Class (Best Effort Class or Assured Class).
-	Accuracy.
-	Response Time.
"LCS Quality of Service" and "Integrity" seem to be different concepts. In any case, this discussion seem out of scope of RAN2 and would need to be discussed in SA1/SA2. 
Proposal 5:	Any need for additional "LCS Quality of Service" parameter should be discussed in SA1 and SA2.
3.	GNSS Positioning Integrity
3.1	Protection Level
For the following discussion, we adopt the classical Protection Level (PL) definition:
	
	
	(1)


where x represents the horizontal (H) or vertical (V) dimension and
	
	
	(2)


and
	
	
	(3)


Q is the tail probability of a zero mean unit normal distribution. s in equation (1) is the position confidence, which can be expressed as 𝜎=𝜎𝑈𝐸𝑅𝐸×𝐺𝐷𝑂𝑃 where 𝜎𝑈𝐸𝑅𝐸 denotes the User Equivalent Range Error which is the ranging error between a satellite and the user’s receiver. B is a bias parameter which may be needed to bound potential non-zero mean error distributions.
The multiplicative dimensionless factors kH and kV propagate the position confidences to the level required for integrity risk (IR); i.e., to guarantee the desired level of probability of missed detections as illustrated in Figure 2 below; the zone in red represents the target integrity risk specified for a particular application. The integrity risk 𝑷𝑰𝑹=𝑷(|𝒆|>𝒌𝝈) for an example Pmd ~ 1e-7 yields a k=5.33 [4].
The probability distribution of the position error is assumed to be Gaussian. Further, a one-dimensional position error distribution is usually assumed. Because the horizontal and vertical position error is usually considered separately, the vertical position error is indeed one-dimensional. However, the horizontal position is two-dimensional. In the horizontal plane, the direction in which the error distribution has the largest variance is often used to represent the horizontal position error distribution (semi-major axis of the error ellipse).
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Figure 2: Illustration of PL and Integrity Risk.
3.2	Operational Process for the Integrity Assessment
It should be pointed out that the procedure to actually compute the PL is not univocal. For example RAIM-based approaches are different than xBAS ones; furthermore, within the wide RAIM based family several different methods exist. However, all the procedures share the same underlying idea of characterizing the distribution of error sources in the observation domain, mapping the relevant statistics to the position domain, and computing the needed percentile to satisfy the application-dependent integrity requirement. 
From a high level, the fundamental steps that operatively lead to the current PL can be described as follows:
(a)	Exclude as much as possible non-nominal conditions, i.e., "big errors“ (classic RAIM); 
(b) 	Obtain a statistical characterization of the possible errors; i.e., pseudo-range sigma’s.
(c)	Transform possible error sigma’s to position domain (using UEs own geometry).
(d)	Compute the PL for the current solution on the basis of spos and the integrity risk; e.g.
 	(x = H or V)
		
The ranging measurement errors (sigma’s (step (b)) can be provided in the GNSS assistance data (see section 3.3 and 4 below). Typically, overbounding the total uncertainty of the ranging measurement is used. The error overbounding techniques allow for describing error distributions without requiring the errors to follow exactly Gaussian behaviour with known variance. An error overbound is a conservative representation of an underlying error distribution that represents the worst possible error distribution. 
3.3 	GNSS Vulnerabilities
The statistical characterization of the error sources that have an impact on the observations (e.g., on the pseudoranges) is in general a difficult task, as it requires to identify all the realistic error events, assign them a probability of occurrence, and discriminate between nominal and non-nominal conditions. 
Beyond the adoption of the correct statistical model, also its validation is critical as well: relating experimental error data to theoretical integrity bounds remains a key challenge for certifying navigation systems, in particular those with demanding integrity risks.	
The typical errors affecting the measured pseudoranges in a GNSS receiver are summarized in Table 1 below.

Table 1: Errors affecting the measured pseudoranges in a GNSS receiver.
	Segment
	Failure mode
	Model

	Satellite and Signal
	-	Bad navigation data upload
-	Satellite clock jump and drift
-	Abnormal trajectory and attitude instability
-	Bad signal generated or transmitted
-	Space vehicle malfunction
	




	Medium (atmosphere)
	-	Ionospheric scintillation and variability
-	Tropospheric variability
	


	Work Environment
	-	code/carrier multipath and NLOS
-	interference
	

	User
	-	GNSS receiver, antenna, etc. errors.
	



The above characterization allows determining the errors in the observation domain in nominal conditions as the overbounding result of the convolution of several independent error sources, whose variance is the sum of the variance of all error sources:
	
	
	(4)


where
	
	Total uncertainty for measurements obtained from satellite i. 

	
	Uncertainty of the satellite orbit.

	
	Uncertainty of the satellite clocks.

	
	Uncertainty of the GNSS signal code bias.

	
	Uncertainty of the GNSS signal phase bias.

	
	Uncertainty of the ionosphere model.

	
	Uncertainty of the troposphere model.

	
	Uncertainty of the observations (measurements) in the given environment.



Note, the above approach can equally be used for RAT-dependent positioning methods in later Releases; for example by introducing error terms/uncertainties for the RTDs, Antenna Reference Points of the TRPs, etc.
4.	GNSS Integrity Assistance Data
The discussion in section 3 above harmonizes with the SSR assistance data concept, where the GNSS errors are modelled and provided to the target device individually. The UE uses the SSR assistance data to create a local estimate of the GNSS errors which affect the GNSS observations. 
A quality indicator for the SSR assistance data is already specified in the IE GNSS-SSR-URA [7], which provides quality information for the SSR assistance data (i.e., signal-in-space accuracy after applying the SSR corrections):
	ssr-URA
This field specifies the User Range Accuracy (URA) (1-sigma) for the range correction provided in the SSR assistance data. The URA is represented by a combination of CLASS and VALUE. The 3 MSB define the CLASS with a range of 0-7 and the 3 LSB define the VALUE with a range of 0-7. The URA is computed by:

See Table 'Relationship between SSR troposphere quality and URA indicator and physical quantity' in IE GNSS‑SSR‑GriddedCorrection.



Individual quality indicators as discussed in section 3.3 above could be added to the corresponding assistance data elements. The encoding method for the ssr-URA (User Range Accuracy) above may be sufficient also for the individual quality indicators (0.25 mm - ~ 5 m):
	
	Uncertainty of the satellite orbit. 
	Can be added to IE GNSS-SSR-OrbitCorrections.

	
	Uncertainty of the satellite clocks. 
	Can be added to the IE GNSS-SSR-ClockCorrections.

	
	Uncertainty of the GNSS signal code bias. 
	Can be added to the IE GNSS-SSR-CodeBias.

	
	Uncertainty of the GNSS signal phase bias. 
	Can be added to the IE GNSS‑SSR‑PhaseBias.

	
	Uncertainty of the ionosphere model. 
	Can be added to GNSS-SSR-STEC-Correction and/or 
GNSS-SSR-GriddedCorrection IEs.

	
	Uncertainty of the troposphere model. 
	Can be added to GNSS-SSR-STEC-Correction and/or 
GNSS-SSR-GriddedCorrection IEs.

	
	Uncertainty of the measurements in the given environment.
	Specific to the UE.




Proposal 6:	The assistance information that will be used to support integrity determination comprise quality 			indicators which can either be added to the SSR assistance data IEs or defined as a separate new IE:
- Uncertainty of the satellite orbit; 
- Uncertainty of the satellite clocks; 
- Uncertainty of the GNSS signal code bias;  
- Uncertainty of the GNSS signal phase bias; 
- Uncertainty of the ionosphere model; 
- Uncertainty of the troposphere model; 

As discussed in section 1 above, RTCM SC-134 is also working on integrity messages for HA‑GNSS which should be considered in 3GPP once available.
Proposal 7:	Additional GNSS assistance data (compared to Proposal 6) that may be used to support integrity determination (if any) should be considered in future Releases once an RTCM integrity standard is 		available.

An emergency "Do Not Use" message is already specified via IE GNSS-RealTimeIntegrity, which can be used to notify users rapidly when sudden hazardous faults are detected by the network (i.e. posSibType2-4). The IE GNSS‑RealTimeIntegrity provides a list of bad satellites and signals. The IE GNSS-RealTimeIntegrity is always provided when GNSS Assistance Data are provided. Its absence means that the number of bad satellites and signals is zero. In the case of posSIB, the posSI with the IE GNSS‑RealTimeIntegrity would need to be scheduled "dynamically"; i.e., nominally absent (similar to ETWS/CMAS SIBs).
5.	Summary
In this contribution, we provided our view on GNSS positioning integrity support for 3GPP Rel-17. The following proposals are made.
Proposal 1:	The support of GNSS integrity is enabled using the existing NG-RAN positioning architecture. In 	particular, no "GNSS Correction Provider (GCP)" or similar architectural/functional entities (such as "Integrity Computing Entities (ICE)", etc.) need to be introduced.
Proposal 2:	The means for an LMF to obtain A-GNSS assistance data (incl. integrity assistance data) remains up 	to deployment.
Proposal 3:	The support of GNSS integrity is enabled using the existing LPP A-GNSS transactions and 	procedures.  
Proposal 4:	The Integrity Request Information should include the Target Integrity Risk (TIR); the Integrity Result Information should include the computed horizontal and vertical Protection Level (PL) computed for the given TIR.
Proposal 5:	Any need for additional "LCS Quality of Service" parameter should be discussed in SA1 and SA2.
Proposal 6:	The assistance information that will be used to support integrity determination comprise quality 			indicators which can either be added to the SSR assistance data IEs or defined as a separate new IE:
- Uncertainty of the satellite orbit; 
- Uncertainty of the satellite clocks; 
- Uncertainty of the GNSS signal code bias;  
- Uncertainty of the GNSS signal phase bias; 
- Uncertainty of the ionosphere model; 
- Uncertainty of the troposphere model; 
Proposal 7:	Additional GNSS assistance data (compared to Proposal 6) that may be used to support integrity determination (if any) should be considered in future Releases once an RTCM integrity standard is 		available.
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