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The following control plane open issues for SDT are discussed in this tdoc:    
· Possible network response to SDT based RRCResumeRequest and supporting RRCReject
· Details of DCCH solution and message formats
2. Network response to SDT based RRCResume
Until Rel-16, when the UE sends RRCResumeRequest, the network may respond with one of the following messages: RRCResume, RRCSetup, RRCRelease (with/without suspendConfig) and RRCReject. 
When the conditions for initiating SDT are fulfilled, the UE will send RRCResumeRequest for SDT. In this case, MSGA/MSG3 payload may include data from SDT RBs (in addition to the CCCH message). Then one question is whether all the above network responses can be supported in case of RRCResume. 
a) RRCResume: The network can send RRCResume in response to RRCResumeRequest for SDT from the UE. In this case, the UE moves directly to RRC_CONNECTED state and the SDT session is terminated. So, this response should be supported and it is up to the network to prevent any data loss or out of order delivery for SDT data in this case. 
b) RRCSetup: The network can send RRCSetup for instance if the UE context cannot be retrieved. In this case, the UE will clear the stored context and initiate a new connection procedure. This is the fallback case that is supported for legacy RRCResume and this can be supported for SDT too. However, in case of SDT, if no optimisations are supported for data handling, then data transmitted over SDT RBs will need to be recovered by upper layers. So, there may be out of order delivery in this case and loss-less data is not guaranteed. This is similar to some handover situations until Rel-16 and this fact should be captured in the RRC spec. With this understanding, it seems fallback to RRCSetup can be supported with SDT too. 
c) RRCRelease (with/without suspendConfig): Similar to RRCSetup case, RRCRelease can be received at any point during the ongoing SDT session and when this is received, the UE should either move to RRC_INACTIVE state or to RRC_IDLE state (depending on whether or not suspendConfig is included). If all pending data has been successfully transmitted and acknowledged, then SDT session terminates normally. If not, then it is up to higher layers to recover the data and if no optimisations are made to handle the pending data, then loss-less data cannot be guaranteed and this should be captured in the RRC (similar to some handover scenarios today). With this understanding, RRCRelease (with and without suspendConfig) can also be supported as network response to RRCResumeRequest for SDT. 
d) RRCReject: In case of receiving RRCReject in response to RRCResumeRequest, the UE until Rel-16, will simply discard the new security keys, suspend SRB1 and remain in RRC_INACTIVE. However, in case of SDT, there may be data included in one of the messages (e.g. MSG3/MSGA or subsequent UL/DL transmissions) and if the UE simply moves back to RRC_INCTIVE, then during the next RRCResume procedure, the same COUNT will be reused for the data retransmitted over the SDT RBs. Such COUNT reuse with same key is not allowed and hence supporting RRCReject is not feasible for SDT. For other error cases (e.g. cell reselection), it seems the preferred approach for majority of companies is that the UE directly moves to RRC_IDLE state. Note however, that it is also not possible for the UE to move to RRC_IDLE upon receiving RRCReject because this would result in state change for the UE based on the RRCReject message which is not integrity protected. This is also not allowed. Hence, we think the best option here is that the network should only use RRCRelease in this case (i.e. RRCReject is not supported as a valid network response in case of RRCResumeRequest for SDT). 
Based on the above discussion, we propose the following: 
Proposal 1: Upon receiving RRCResumeRequest for SDT, the network may respond with one of: RRCResume or RRCSetup or RRCRelease (with or without suspendConfig) messages 
Proposal 2: Upon receiving RRCResume in response to RRCResumeRequest for SDT, it is up to the network to ensure lossless data transmission (and this is feasible using existing signalling). 
Proposal 3: Upon receiving RRCRelease (with or without suspendConfig) or RRCSetup in response to RRCResumeRequest for SDT, if there is unacknowledged data, then it is up to UE implementation to recover the data (and loss-less data is not guaranteed in this case – i.e. duplication/out of order delivery may happen). 
3. Details of DCCH based solution for non-SDT data arrival
In case of the DCCH based solution, the RRC layer would have to generate the DCCH message upon detecting data arrival for non-SDT RBs. Note that NAS may provide a trigger for this and provide resume cause and other access related parameters too (this detail is pending final confirmation from CT1, but it seems this is the likely NAS behaviour in any case). If this is the case, then the solution in RRC would be fairly simple in that the RRC layer would need to generate a DCCH message based on the input from NAS. 
Proposal 4: When NAS initiates a new request for moving to RRC_CONNECTED state when an SDT session is ongoing, then the RRC layer shall generate a DCCH message. 
Then, for the contents of the DCCH message, there are two options: 
Option 1: a new DCCH message is defined
In case a new DCCH message is defined, then the contents of this message could look like below:
[bookmark: _Toc60777128][bookmark: _Toc76423414]–	NonSdtDataArrivalIndication message
The NonSdtDataArrivalIndication message is used for the indication of arrival of data over RBs that are not configured for SDT to the network.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to Network
NonSdtDataArrivalIndication message
-- ASN1START
-- TAG- NonSdtDataArrivalIndication-START

NonSdtDataArrivalIndication-r17 ::=         SEQUENCE {
    criticalExtensions                  CHOICE {
        nonSdtDataArrivalIndication             NonSdtDataArrivalIndication-IEs,
        criticalExtensionsFuture            SEQUENCE {}
    }
}

NonSdtDataArrivalIndication-IEs ::=     SEQUENCE {
    resumeCause                   ResumeCause,
    lateNonCriticalExtension            OCTET STRING                        OPTIONAL,
    nonCriticalExtension                SEQUENCE {}                         OPTIONAL
}
-- TAG- NonSdtDataArrivalIndication -STOP
-- ASN1STOP

Option 2: an existing DCCH message is reused
In this case, an existing message sent over DCCH could be reused. For this one option is to reuse UEAssistanceInformation message. 
[bookmark: _Hlk78902991]–	UEAssistanceInformation
The UEAssistanceInformation message is used for the indication of UE assistance information to the network.
Signalling radio bearer: SRB1, SRB3
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to Network
UEAssistanceInformation message
-- ASN1START
-- TAG-UEASSISTANCEINFORMATION-START

UEAssistanceInformation ::=         SEQUENCE {
    criticalExtensions                  CHOICE {
        ueAssistanceInformation             UEAssistanceInformation-IEs,
        criticalExtensionsFuture            SEQUENCE {}
    }
}

UEAssistanceInformation-IEs ::=     SEQUENCE {
    delayBudgetReport                   DelayBudgetReport                   OPTIONAL,
    lateNonCriticalExtension            OCTET STRING                        OPTIONAL,
    nonCriticalExtension                UEAssistanceInformation-v1540-IEs   OPTIONAL
}

…

UEAssistanceInformation-v1610-IEs ::= SEQUENCE {
    idc-Assistance-r16                  IDC-Assistance-r16                  OPTIONAL,
    drx-Preference-r16                  DRX-Preference-r16                  OPTIONAL,
    maxBW-Preference-r16                MaxBW-Preference-r16                OPTIONAL,
    maxCC-Preference-r16                MaxCC-Preference-r16                OPTIONAL,
    maxMIMO-LayerPreference-r16         MaxMIMO-LayerPreference-r16         OPTIONAL,
    minSchedulingOffsetPreference-r16   MinSchedulingOffsetPreference-r16   OPTIONAL,
    releasePreference-r16               ReleasePreference-r16               OPTIONAL,
    sl-UE-AssistanceInformationNR-r16   SL-UE-AssistanceInformationNR-r16   OPTIONAL,
    referenceTimeInfoPreference-r16     BOOLEAN                             OPTIONAL,
    nonCriticalExtension                UEAssistanceInformation-vXXXX-IEs   SEQUENCE {}                         OPTIONAL
}
…
UEAssistanceInformation-vXXXX-IEs::=   SEQUENCE {
    resumeCause                   ResumeCause,
	nonCriticalExtension          SEQUENCE {}                         OPTIONAL
}

-- TAG-UEASSISTANCEINFORMATION-STOP
-- ASN1STOP

Although both options are feasible, UEAssistance information procedure is generally used for some specific purposes and is subject to configuration by the network and also has inbuilt prohibit timer mechanism etc which is not really necessary for SDT case. Given this, we have a slight preference of a new message which seems much cleaner and would not impact other procedural parts of the spec. 
Proposal 5: For the DCCH message to indicate arrival of non-SDT data, a new message is defined 
4. Conclusion and proposals
The CP aspects of SDT are discussed in this contribution and the following proposals are made: 
Proposal 1: Upon receiving RRCResumeRequest for SDT, the network may respond with one of: RRCResume or RRCSetup or RRCRelease (with and without suspendConfig) messages 
Proposal 2: Upon receiving RRCResume in response to RRCResumeRequest for SDT, it is up to the network to ensure lossless data transmission (and this is feasible using existing signalling). 
Proposal 3: Upon receiving RRCRelease (with or without suspendConfig) or RRCSetup in response to RRCResumeRequest for SDT, if there is unacknowledged data, then it is up to UE implementation to recover the data (and loss-less data is not guaranteed in this case – i.e. duplication/out of order delivery may happen). 
Proposal 4: When NAS initiates a new request for moving to RRC_CONNECTED state when an SDT session is ongoing, then the RRC layer shall generate a DCCH message. 
Proposal 5: For the DCCH message to indicate arrival of non-SDT data, a new message is defined 
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