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1 Introduction
In RAN2#112-e meeting, the following agreements are made on Topology Adaptation [1]: 
	· Consider enhancements to topology adaptation that improve: 

Robustness, e.g., to rapid shadowing, 

service-interruption, 

load balancing among different IAB-nodes, IAB-donor-DUs and IAB-donor-CUs, and 

reduction in signaling load.

· RAN2 to discuss enhancements to RLF indication/handling with the focus on the reduction of service interruption after BH RLF.

· CHO and potential IAB-specific enhancements of CHO is on the table. 


And later in RAN2#113-e meeting, the following agreements are reached [2]:

	· RAN2 to discuss CHO and start with intra-donor CHO until RAN3 has made progress on inter-donor IAB-node migration.

· R2 confirm the intention Rel-16 CHO is / can be used for IAB-MT (FFS whether any modification is needed). 

· R2 assumes that Rel-16 specification is the baseline for the configuration of default route, IP address(es) and target path for intra-donor CHO.

· RAN2 to support type-2/3 RLF indication (FFS specified behavior(s) TS impact, FFS details).

· Type-2 RLF indication may be used to trigger local rerouting 

· Type-2 RLF indication may be used to trigger deactivation of IAB-supported in SIB 

· Type-2 RLF indication may be used to trigger deactivation or reduction of SR and/or BSR transmissions 


In RAN3#109-e, 110-e and 111-e meetings, the following agreements are made on RLF recovery and CHO [3][4]: 
	We assume that all parent-child relations are retained at the new donor (common understanding that this also includes UEs)
Rel-16 CHO can be considered as baseline for the discussion of CHO for IAB; further analysis is expected

[For inter-Donor case]

Study the solution for the baseline RLF scenario, where IAB node experiencing RLF can connect only to 1 donor at a time.

An RRC indication is provided to the migrating IAB node on whether it is undergoing inter- or intra-donor migration. This indication also applies to RLF recovery. FFS on the content of the indication. 
RRC Reestablishment procedure of the migrating (top-level) IAB-MT is BL for inter-donor RLF recovery of a single-connected IAB-node

Rel-16 CHO is supported for INTRA-donor migration of IAB-MT

Issue of CHO for RLF need to be addressed; To be continued...


In this contribution, we would like to discuss some issues about topology adaptation in CHO or RLF recovery scenarios.
2 Discussion
2.1 Conditional HO for handover and RLF
In Rel-16, Conditional Handover, i.e., a handover procedure involving execution condition(s) evaluation and CHO execution is introduced. 
For CHO, the UE maintains connection with the source gNB after receiving CHO configuration, and starts evaluating the CHO execution conditions for the candidate cell(s). The UE attempts CHO execution i.e., to apply the stored corresponding configuration when the CHO candidate cell meets the execution condition(s).

In addition, in Rel-16, CHO execution can be performed after RLF as shown in Figure 1. If an RLF is declared, the UE selects a suitable cell and the selected cell is a CHO candidate and network has configured the UE to try CHO after RLF, then the UE attempts CHO execution once, otherwise re-establishment is performed.
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Figure 1 CHO after RLF 
Observation 1: in Rel-16, after RLF is declared, the UE selects a suitable cell and if the selected cell is a CHO candidate and network has configured the UE to try CHO after RLF, then the UE attempts CHO execution once, otherwise re-establishment is performed.

In Rel-16, handover and RLF recovery can support CHO execution. The same use cases can be applicable to IAB-MT.
For RLF recovery, there are two options to implement CHO:
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Figure 2 Options to attempt CHO execution after RLF 
·  Option 1: reuse Rel-16 mechanism

In this option, after RLF is declared, the IAB-MT performs cell selection. If a suitable cell is selected, and the selected cell is a CHO candidate, and network has configured the UE to try CHO after RLF, then the UE attempts CHO execution once.

Pros: existing mechanism in Rel-16 can be reused and it requires no standardization efforts or specification modifications.  

Cons: it has high possibility that IAB-MT selects a cell without CHO configuration and perform RRC re-establishment rather than CHO execution since a suitable cell is selected once a suitable cell is found during cell selection. This issue is considered more critical in case of RLF at IAB-MT where more users are impacted although it is observed for both UE and IAB-MT. In case of RLF at IAB-MT, the service interruption for all users served by the IAB node and served by its descendent IAB nodes will be caused if RRC re-establishment is performed. 

Observation 2: If Rel-16 mechanism is reused, it has high possibility that IAB-MT selects a cell without CHO configuration and perform RRC re-establishment rather than CHO execution, which is considered more critical for IAB-MT case.
·  Option 2: after RLF is declared, the IAB-MT determines whether and which CHO candidate(s) cell can be served and attempts CHO execution for the cell. Otherwise, re-establishment is performed.
Pros: the IAB-MT will estimate whether a CHO candidate cell can be used so that the CHO candidates are prioritized than non-CHO candidates. In this option, the IAB-MT has more opportunities to attempt CHO execution for RLF recovery. 

Cons: it requires some standardization efforts and specification modifications, e.g. the IAB-MT needs to determine whether and which CHO candidate(s) cell can be served.
Based on these analyses, we propose to support Option 2 at least for IAB-MT.
Proposal 1: After RLF is declared, the IAB-MT determines whether and which CHO candidate(s) cell can be served and attempts CHO execution for the cell.

2.2 Target path configuration for descendant nodes in CHO
In the last RAN3 meeting, it has been agreed that intra-donor migration can use concurrent TNL migration of all descendant nodes during intra-donor topology adaptation to reduce interruption time. That means RRC Reconfiguration for descendant IAB-nodes can be delivered over source path to achieve the concurrent path migration of descendant nodes with the boundary node. The transport path migration of descendant nodes can be executed at the same time with the boundary node. Several solutions are proposed on how to trigger the path switch of descendant nodes in RAN3. One of the solutions is that the RRC Reconfiguration for the child node is executed when a prerequisite step is satisfied/performed, e.g., the target path is conditional configuration if the RRC Reconfiguration is delivered over source path for the descendant node. The trigger condition can be the descendant nodes receiving an indication that is transmitted from the boundary node at successful random access with the new target cell.
If the migrating node is configured with CHO, more than one candidate cell can be prepared. When RRC Reconfigurations are delivered via source path, several candidate paths may be configured for the migrating node as well as the descendant nodes if the candidate cells belong to different DUs. 
Observation 3: Since more than one candidate cell can be prepared for CHO of the migrating node, there may be several paths configured for the descendant nodes if the RRC Reconfigurations are delivered via source path. 

If the candidate paths are configured via the source path, when the migrating node executes CHO, the descendant nodes need to know which DU or cell the migrating node is connected to in order to trigger the execution of corresponding path configuration and release the configuration for other candidate cells. The migrating node need to inform descendant nodes with the target cell or the parent DU after it executes CHO and the random access is successful to the target cell. Take Figure 3 as an example, there are two candidate cells for IAB-4which belong to IAB-2 and IAB-3, respectively. The topology configuration is prepared on each path via IAB-2 and IAB-3 for IAB-4, IAB-5, and IAB-6. When IAB-4 executes CHO of the candidate belonging to IAB-2, IAB-4 indicates IAB-5 that the path configuration of candidate on IAB-2 should be executed and IAB-5 re-transmits the indication to IAB-6.

Proposal 2: The migrating node should inform descendant nodes with the target cell or the DU the target cell belongs to after it executes CHO and the random access to the target cell is successful.
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Figure 3 Example of path configuration for descendant node
During topology adaptation, upon handover failure the migrating node falls back to the source cell and initiates re-establishment. The migrating node may deliver a “Type-2 indication” to descendant nodes, the descendant nodes can implement evaluation of cell selection, e.g., for re-establishment or CHO. 

If the migrating node selects the source cell or a cell other than the candidate cells and executes random access successfully, it can deliver a “Type-3 indication” to the descendant nodes, the descendant nodes release all the topology configurations for the candidate cells and fall back to topology of the source cell.

Proposal 3: If the migrating node selects the source cell or a cell other than the candidate cells and executes random access successfully, it can deliver a “Type-3 indication” to the descendant nodes. The descendant nodes release all the topology configurations for the candidate cells and fall back to topology of the source cell.
If the migrating node selects one of the candidate cells and completes random access, there are two possible actions for descendant nodes:

· Option 1: Release all the topology configurations for the candidate cells and fall back to topology of the source cell. This option requires the migrating node to deliver “Type-3 indication” as well.

· Option 2: Execute the topology configuration of the cell and release the configurations of other candidate cells. This option can achieve the minimal interruption of topology adaptation and requires the migrating node to deliver “Type-3 indication” including a cell or DU identity.

RAN2 should discuss the behaviour of descendant nodes when the migrating node re-establishes to a candidate cell, i.e., falling back to the source cell or executing the topology configuration of the candidate cell.

Proposal 4: RAN2 discusses the following options for the operation of descendant nodes when the migrating node re-establishes to a candidate cell successfully: 
· Option 1: Release all the topology configurations for the candidate cells and fall back to topology of the source cell. 
· Option 2: Execute the topology configuration of the candidate cell and release the configurations of other candidate cells.
2.3 Security configuration of descendant nodes and UEs in CHO and RLF recovery 
Inter-CU CHO
Majority of the companies in RAN2 and RAN3 support CHO for an IAB-node, and RAN3 agrees that Rel-16 CHO can be considered as baseline for the discussion of CHO for IAB. An example of inter-CU CHO flow chart is shown in Figure 1. In this figure, an IAB-node (CHO IAB-node) is configured with CHO in step 7 by the source donor CU. The IAB-node then begins to evaluate the conditions (measurement events) configured in the Conditional RRC reconfiguration. If the measurement event configured in the Conditional RRC reconfiguration, e.g. A3/A5, is fulfilled, the IAB-node initiates CHO to the corresponding target cell, which could belong to a new donor CU (target donor CU). If the CHO succeeds, the target donor CU will notify the source donor CU to release the context of the CHO IAB-node. The operations of the descendant nodes and UEs are not shown in Figure 1.
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Figure 1 An example of inter-CU CHO flow chart
If the descendant nodes and UEs migrate together with the IAB-node that performs the inter-CU CHO, the descendant nodes and UEs should update their keys to communicate with the target donor CU correctly, since their RRC/PDCP anchor is changed to the target donor CU. 
It can be noted that the source donor CU does not know when the IAB-node would perform CHO until the source donor CU receives a UE context release message from the target donor CU (step 13 in Figure 1). In addition, the source donor CU knows the candidate target donor CU(s) when configuring CHO, but it may not know the exact target donor CU before the IAB-node’s migration. Hence, the source donor CU cannot provide the configuration from the target donor CU to the descendant nodes and UEs in advance, unless the descendant nodes and UEs are configured with CHO as well. However, even though the descendant nodes and UEs are configured with CHO, they do not know which candidate target cell’s conditional configuration should be applied and when to apply the conditional configuration, since the they may be still under the migration IAB-node and condition configured in CHO may not be fulfilled. Therefore, it should be discussed when and how the descendant nodes and UEs can update their security related configuration from the target donor CU. 
Observation 4: The descendent nodes and UEs should update their keys to communicate with the target donor CU correctly in inter-CU CHO scenario. 
Inter-CU RLF recovery
In Release 17, inter-CU BH RLF recovery will also be supported. An example of inter-CU BH RLF recovery is shown in Figure 2. In this figure, the IAB-node (Recovery IAB-node) may detect BH RLF and initiate RRC re-establishment procedure. On receiving the RRC re-establishment request message, the new donor CU will retrieve the context of the Recovery IAB-node. If the context is successfully retrieved and the new donor CU admits the access from the Recovery IAB-node, the new donor CU will set up context for the Recovery IAB-node in the new parent IAB-DU, and send RRC re-establishment to the Recovery IAB-node. After RRC re-establishment procedure and RRC reconfiguration procedure, the Recovery IAB-node’s services can be resumed. Then the target donor CU notifies the source donor CU to release the context of the Recovery IAB-node. The operation of the descendant nodes and UEs is not shown in Figure 2 either. 
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Figure 2 An example of inter-CU BH RLF recovery

In this scenario, the descendant nodes and UEs may also migrate together with the Recovery IAB-node, and the descendant nodes and UEs should also update their keys from the new donor CU. Similar to the inter-CU CHO scenario, the source donor CU cannot foresee the RLF of the Recovery IAB-node and does not know which donor CU the Recovery IAB-node will recover to, hence the source donor CU cannot provide the configuration of the new donor CU beforehand, unless CHO is pre-configured to the descendant nodes and UEs. Even if CHO is configured to the descendant nodes and UEs, the descendant nodes and UEs do not know which candidate target cell’s conditional configuration should be applied. Therefore, in the scenario of inter-CU BH RLF recovery, it should also be discussed when and how the descendant nodes and UEs update their security related configuration.
Observation 5: The descendent nodes and UEs should update their keys to communicate with the target donor CU correctly in inter-CU BH RLF recovery scenario. 
How to make the descendant nodes and UEs update the security configuration
With the assumption that the descendant nodes and UEs migrate together with the Recovery IAB-node and the parent-child relation is retained, in order to make the descendent nodes and UEs update their keys from the target/new donor CU in inter-CU CHO and inter-CU BH RLF recovery scenarios, there can be following options: 
· Option 1: The CHO/recovery IAB-node indicates the descendent nodes and UEs to initiate RLF recovery or RRC re-establishment procedure when the IAB-node CHO or recovers to the new donor CU. 
· Option 2: The descendent nodes and UEs are configured with CHO, and the CHO/recovery IAB-node indicates the descendent nodes and UEs to apply the conditional configuration of a target cell when the IAB-node CHO or recovers to the new donor CU. The target cell’s PCI may be the same as the source cell’s PCI, since the PCI does not change in this scenario. 
· Option 3: The target/new donor CU transmits RRC re-establishment or RRC reconfiguration message to the descendent nodes and UEs to update their security configuration when the IAB-node CHO or recovers to the new donor CU. Since the descendent nodes and UEs are still using the old keys, the RRC message can be transmitted with the old keys or without ciphering. If the RRC message is transmitted without ciphering, it should be considered how to make the descendant nodes and UEs suspend the ciphering for SRB1 to receive the RRC message correctly. 
· Option 4: The target/new donor CU transmits the security configuration for the descendant nodes and UEs in an F1AP message to the CHO/recovery IAB-DU when the IAB-node CHO or recovers to the new donor CU. The CHO/recovery IAB-DU then forwards the security configuration to the descendent IAB-nodes or UEs. This option also needs RAN3 discussions and decision. 
In option 1, the descendant nodes and UEs will initiate RLF recovery procedure or RRC re-establishment upon receiving the indication from the CHO/recovery IAB-node. The current RLF recovery or re-establishment procedure may be reused. However, the service interruption time in option 1 is longer than other options, since RRC re-establishment procedure and the following RRC reconfiguration procedure would take a relatively long time. 
Option 2, option 3 and option 4 are aligned with the RAN3 working assumption, i.e. the descendant nodes and UEs are not forced into connection re-establishment in order to migrate to a new donor CU, and the security configuration from the new donor CU is directly provided to the descendant nodes and UEs. The service interruption time in these 3 options is reduced, since the descendant nodes and UEs can receive or apply the new configuration earlier to resume their services. At the same time, these 3 options may require the context of descendant nodes and UEs transferred to the new donor CU beforehand, e.g. together with the CHO/recovery IAB-node’s context in Handover request message or in Retrieve UE context response message, to make the new donor CU generate the proper security configuration.  
Proposal 5: RAN2 is suggested to discuss how to make the descendant nodes and UEs update the security configuration in inter-CU CHO and inter-CU RLF recovery scenarios. 
· Option 1: The CHO/recovery IAB-node indicates the descendent nodes and UEs to initiate RLF recovery or RRC re-establishment procedure. 

· Option 2: The descendent nodes and UEs are configured with CHO, and the CHO/recovery IAB-node indicates the descendent nodes and UEs to apply the conditional configuration. 
· Option 3: The target/new donor CU transmits RRC re-establishment or RRC reconfiguration message to the descendent nodes and UEs to update their security configuration. 

· Option 4: The target/new donor CU transmits the security configuration for the descendant nodes and UEs in an F1AP message to the CHO/recovery IAB-DU. The CHO/recovery IAB-DU then forwards the security configuration to the descendent IAB-nodes or UEs. 
3 Conclusion

In this contribution, we have some discussions on topology adaptation enhancements in CHO or RLF recovery scenarios and the following observations and proposals are made:
Conditional HO for handover and RLF

Observation 1: in Rel-16, after RLF is declared, the UE selects a suitable cell and if the selected cell is a CHO candidate and network has configured the UE to try CHO after RLF, then the UE attempts CHO execution once, otherwise re-establishment is performed.

Observation 2: If Rel-16 mechanism is reused, it has high possibility that IAB-MT selects a cell without CHO configuration and perform RRC re-establishment rather than CHO execution, which is considered more critical for IAB-MT case.
Proposal 1: After RLF is declared, the IAB-MT determines whether and which CHO candidate(s) cell can be served and attempts CHO execution for the cell.
Target path configuration for descendant nodes in CHO
Observation 3: Since more than one candidate cell can be prepared for CHO of the migrating node, there may be several paths configured for the descendant nodes if the RRC Reconfigurations are delivered via source path. 
Proposal 2: The migrating node should inform descendant nodes with the target cell or the DU the target cell belongs to after it executes CHO and the random access to the target cell is successful.
Proposal 3: If the migrating node selects the source cell or a cell other than the candidate cells and executes random access successfully, it can deliver a “Type-3 indication” to the descendant nodes. The descendant nodes release all the topology configurations for the candidate cells and fall back to topology of the source cell.
Proposal 4: RAN2 discusses the following options for the operation of descendant nodes when the migrating node re-establishes to a candidate cell successfully: 
· Option 1: Release all the topology configurations for the candidate cells and fall back to topology of the source cell. 
· Option 2: Execute the topology configuration of the candidate cell and release the configurations of other candidate cells.
Handling of descendant nodes and UEs in CHO and RLF recovery

Observation 4: The descendent nodes and UEs should update their keys to communicate with the target donor CU correctly in inter-CU CHO scenario. 
Observation 5: The descendent nodes and UEs should update their keys to communicate with the target donor CU correctly in inter-CU BH RLF recovery scenario. 
Proposal 5: RAN2 is suggested to discuss how to make the descendant nodes and UEs update the security configuration in inter-CU CHO and inter-CU RLF recovery scenarios. 
· Option 1: The CHO/recovery IAB-node indicates the descendent nodes and UEs to initiate RLF recovery or RRC re-establishment procedure. 

· Option 2: The descendent nodes and UEs are configured with CHO, and the CHO/recovery IAB-node indicates the descendent nodes and UEs to apply the conditional configuration. 
· Option 3: The target/new donor CU transmits RRC re-establishment or RRC reconfiguration message to the descendent nodes and UEs to update their security configuration. 

· Option 4: The target/new donor CU transmits the security configuration for the descendant nodes and UEs in an F1AP message to the CHO/recovery IAB-DU. The CHO/recovery IAB-DU then forwards the security configuration to the descendent IAB-nodes or UEs. 
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