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Introduction
At RAN2#113e, the RAN impact for supporting access with credentials owned by a separate entity was discussed and the following agreements were achieved [1]:
A new indicator that "access using credentials from a separate entity is supported" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenarios.
RAN2 assumes that the new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 
The supported Group IDs are broadcasted
A new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenario.
RAN2 assumes that the new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.
In the UE, AS reports to NAS about the following broadcasted new parameters:
Indicator that "access using credentials from a separate entity is supported" in the cell per SNPN
Supported Group IDs
Indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" per SNPN.


At RAN2#113e, an LS about clarification request for eNPN features was approved and was sent to SA2 in R2-2102489 [2]. SA2 replied the LS in S2-2101076 [3], in which the following answers were provided: 
Question 1: Can RAN2 assume uniform support of external authentication related parameters (i.e., indicator for "access using credentials from a separate entity is supported", GID(s) ) , and indicator for "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN") across a network or a registration area?
[SA2 answer] Yes, These parameters should be set uniformly per SNPN.
Question 2: Shall Group IDs be broadcasted per SNPN or per cell?
[SA2 answer] Yes, It is assumed that that the Group IDs will be broadcast per SNPN.

In this paper, we further analyse the possible RAN2 impacts for supporting SNPN with credentials owned by a separate entity, based on the reply LS from SA2.
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2.0 Terminology
The CRs in S2-2101078 [4] and S2-2101079 [5], which introduce the eNPN features into TS 23.501, were approved at SA2#143e. In these two papers, new terms "Credentials Holder (CH)" and "Group IDs for Network Selection (GINs)" are defined respectively for what were previously called "separate entity owning the credentials" and "service provider Group IDs" in TR 23.700-07. 
In S2-2101078 [4]: 
Credentials Holder: Entity which authenticates and authorizes access to an SNPN separate from the Credentials Holder.
CH	Credentials Holder

In S2-2101079 [5]:
GIN	Group ID for Network Selection

To align the terminology with SA2, RAN2 is proposed to use the terms "Credentials Holder (CH)" and "Group IDs" for Network Selection (GINs)" as well.
Use the terms "Credentials Holder (CH)" and "Group IDs for Network Selection (GINs)" in future RAN2 discussions and in the AS Specs to introduce impacts for Rel-17 eNPN. 
2.1 System information
As agreed at RAN2#113e, the following external authentication related parameters shall are broadcast:
· Indicator 1: access using credentials from a credentials holder is supported. 
· Indicator 2: registration attempts from UEs that are not explicitly configured to select the SNPN is allowed.
· Supported Group IDs (GINs).
It was also agreed that both indicator 1 and indicator 2 are broadcast per SNPN in the network sharing scenario, and it is assumed that both of the two indicators are broadcast in SIB1. Some more details are discussed as follows.
(1) Indicator 1 and Indicator 2
To facilitate the search of SNPNs that support access using credentials from a credentials holder and to follow the legacy framework of PLMN/SNPN selection, it is preferred to include indicator 1 and indicator 2 in SIB1. Also, as each of these two indicators takes only 1 bit per SNPN, the overhead is acceptable. Therefore, it is suitable to include these two indicators in SIB1.  
Confirm the working assumption that both of the two agreed indicators are broadcast in SIB1:[footnoteRef:1] [1:  Note: in the rest of the contribution we will use the terms “Indicator 1” and “Indicator 2” to refer to these two agreed indicators for short.] 

· Indicator 1: access using credentials from a credentials holder (CH) is supported. 
· Indicator 2: registration attempts from UEs that are not explicitly configured to select the SNPN is allowed. 
When an SNPN cell supports access using credentials from a credentials holder, it can broadcast indicator 1 and may optionally broadcast indicator 2 and the group IDs. Though the broadcast of indicator 2 and/or the group IDs may, to some extent, imply that the cell supports access using credentials from a credentials holder, the broadcast of indicator 1 for an SNPN is still needed for fast discovery of this type of SNPNs, especially if the group IDs are broadcast in SIBs other than SIB1. 
For an SNPN supporting access using credentials from a credentials holder, Indicator 1 needs to be broadcast in SIB1 regardless of whether indicator 2 and/or group IDs are broadcast.
(2) Group IDs
According to the reply LS in [3], the group IDs shall be broadcast per SNPN. Since each SNPN may be associated with multiple group IDs and the size of each group ID is expected to be large (44 bits, as the group ID reuses the NID encoding [5]), it is not preferred to include the group IDs in SIB1 due to large overhead. As SIB10 is used specifically for NPN, the group IDs can be include in this SIB. 
The Group IDs, whenever needed, are broadcast per SNPN in SIB10. 
Considering that a cell can be shared by a maximum of 12 SNPNs, if we assume that each SNPN may have one associated group on average, it is suggested that the maximum number of group IDs that can be broadcast by a cell should not be smaller than 12. A multiple of 12, e.g. 12, 24, 48, is preferred as the maximum number of group ID broadcast. 
The maximum number of broadcast group IDs is restricted at the cell level. The values 12, 24, 48 are suggested. 
To facilitate the identification of SNPNs by the users, each SNPN may have a human readable name broadcast in SIB10. When manually selecting an SNPN that supports access using credentials from a credentials holder, the user may also want to read the name of the supported groups for each SNPN. Therefore, each group can also have a human readable name broadcast in SIB10.
The human readable names for groups are optionally broadcast in SIB10.  
2.2 Network selection
(1) AS report to NAS
According to the agreement at RAN2 #113e [1], in the UE, AS reports to NAS about the broadcasted indicator 1, indicator 2 and the group IDs. Besides these parameters, if the human readable names for groups are broadcast, AS shall also report them to NAS and the UE can present them to the user for manual SNPN selection. 
In the UE, AS reports to NAS about the human readable name for groups (if broadcast).
(2) NAS indication to AS
In the approved CR S2-2101079 [5], the following network selection procedure is described: 
If the UEs supports access to an SNPN using credentials from a Credentials Holder then the UE continues by selecting and attempting registration on available and allowable SNPNs which broadcast the indication that access using credentials from a Credentials Holder is supported in the following order:
-	SNPNs in the user controlled prioritized list of preferred SNPNs (in priority order);
-	SNPNs in the Credentials Holder controlled prioritized list of preferred SNPNs (in priority order);
-	SNPNs, which additionally broadcast a GIN contained in the Credentials Holder controlled prioritized list of preferred GINs (in priority order); 
…
-	SNPNs, which additionally broadcast an indication that the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN, i.e., the broadcasted NID or GIN is not present in the Credentials Holder controlled prioritized lists of preferred SNPNs/GINs in the UE.


Through the above procedure, it is seen that NAS finally selects one SNPN to which the UE accesses using credentials from a credentials holder. Once an SNPN is selected, NAS shall notify the selected SNPN to AS for cell selection. Besides, NAS may also need to notify to AS that the access is using credentials from a credentials holder, so that the UE’s AS can further notify this to RAN node to help RAN node to select an appropriate AMF for authentication. However, this procedure will be further discussed and concluded in RAN3 first, and based on RAN3 progress RAN2 can discuss what information shall be indicated to AS by NAS and further signalled to the RAN (if needed).
RAN2 to further discuss whether an indication that the access to an SNPN is using credentials from a credentials holder needs to be indicated to AS by NAS and signalled to the RAN. 
2.3 Cell (re)selection
According to the reply LS in [3], the broadcast of external authentication related parameters are uniform across the SNPN. This means, once an SNPN is selected, the external authentication related parameters do not need to be considered in the cell (re)selection procedures, and the UE can just perform cell (re)selection procedure based on the selected SNPN as in the legacy Rel-16 procedure. Accordingly, the suitable cell criteria does not need to be modified to include external authentication related parameters.
The external authentication related parameters are not considered in the cell (re)selection procedure. 
The UAC parameters broadcast in SIB1 is used for access control. When the UE initiates an access attempt to the network, it needs to check whether the access attempt is allowed based on the broadcast UAC parameters. In the case that UEs may access to an SNPN with credentials from a credentials holder, the network can introduce a new set of UAC parameters to specifically control such access, while the old set of UAC parameters is used to control the normal access.
RAN2 to further discuss whether to introduce a set of UAC parameters specific to access with credentials from a credentials holder. 
2.4 Connected mobility
According to clause 5.1.1 in TR 23.700.07, the following mobility scenarios are recognized:
-	Mobility scenarios, including service continuity, for:
-	UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and
-	UE moving between SNPN#1 (where separate entity=PLMN) and PLMN.


SA2 sent an LS [6] to ask SA1 to clarify whether these mobility scenarios exist, and SA1 replied the LS in S1-210356 [7] as follows: 
Q1: support for access to (and related service continuity) for services provided by an SNPN separate from the serving SNPN (i.e. services provided by the SNPN that issued the UE's subscription). One example could be access to voice services provided by the SNPN.
A1: SA1 could not conclude whether such requirements exist.


It is expected that SA2 will further discuss which mobility scenarios will be supported in this release. RAN2 can wait for further SA2’s progress. 
Wait for SA2 decision on mobility scenarios and then discuss the related RAN2 impacts.
Conclusion
[bookmark: OLE_LINK3]In this paper, we discussed the impact for supporting SNPN with credentials owned by a separate entity and proposed the following:
1. Use the terms "Credentials Holder (CH)" and "Group IDs for Network Selection (GINs)" in future RAN2 discussions and in the AS Specs to introduce impacts for Rel-17 eNPN. 
1. Confirm the working assumption that both of the two agreed indicators are broadcast in SIB1:
· Indicator 1: access using credentials from a credentials holder (CH) is supported. 
· Indicator 2: registration attempts from UEs that are not explicitly configured to select the SNPN is allowed. 
For an SNPN supporting access using credentials from a credentials holder, Indicator 1 needs to be broadcast in SIB1 regardless of whether indicator 2 and/or group IDs are broadcast.
1. The Group IDs, whenever needed, are broadcast per SNPN in SIB10. 
1. The maximum number of broadcast group IDs is restricted at the cell level. The values 12, 24, 48 are suggested. 
1. The human readable names for groups are optionally broadcast in SIB10.  
1. In the UE, AS reports to NAS about the human readable name for groups (if broadcast).
1. RAN2 to further discuss whether an indication that the access to an SNPN is using credentials from a credentials holder needs to be indicated to AS by NAS and signalled to the RAN. 
1. The external authentication related parameters are not considered in the cell (re)selection procedure. 
1. RAN2 to further discuss whether to introduce a set of UAC parameters specific to access with credentials from a credentials holder. 
1. Wait for SA2 decision on mobility scenarios and then discuss the related RAN2 impacts.
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