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1. Introduction

Even the first SID has included the introduction of positioning integrity in both RAT-dependent and RAT-independent technologies as an objective, the RAN plenary #89 determined that this integrity is only introduced only for GNSS based one in the RAT-independent technology at the moment. The modified SID [1] is as below:

2. Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]

a. Identify positioning integrity KPIs and relevant use cases.
b. Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 

c. Study methodologies for network-assisted and UE-assisted integrity.
NOTE 4:
Objective 2 is applicable to GNSS positioning methods.
In this contribution, error source and its model are discussed for consideration of integrity monitoring.
2.
Discussion
2.1 1. Error model in GNSS based positioning
RAN2 now needs to focus the GNSS based positioning for integrity management. There are the representative reference on this [1]. 

The error model for GNSS Integrity monitoring can be categorized as pseodorange domain error models and position domain error models. 

1) Pseudorange Domain Error Models: “Since the position errors are generally not observable by the receivers, most research starts and focuses on the pseudorange error models in urban environments. A class of methods of overbounding exists which can deal with the bias due to multipath or NLOS reception.” 

2) Position Domain Error Models: “The position errors are obviously not observable by the receivers. But modeling the position errors seems to be more straightforward than modeling the pseudorange errors since the integrity information is provided in the position domain.”

The above error models seem not to reflect the each component of error source but to consider the collective raw sample values measured at the target device. Since monitoring integrity needs to decompose the collective raw measured values into each error sources known, and to calculate and handle the KPIs like the PL, TTA, AL, TIR in the system.
Observation 1. Known error models are not appropriate to decompose the error into the known factors, which is necessary to monitor and manage the integrity of the positioning.
Then we need to know the error source in GNSS positioning which could be used for the integrity monitoring.

2.1.2. Error sources in GNSS based positioning 
There are the error source for GNSS categorized [2] as below:

	
	
	Measured by UE
	Imported from GNSS specific entity

	Clock-related errors
	Satellite clock errors
	
	v

	
	Receiver clock errors
	v
	

	
	Intersystem biases
	
	v

	Signal propagation errors
	Sagnac effect
	
	v

	
	Ionosphere errors
	
	v

	
	Troposphere errors
	
	v

	
	Multipath errors
	V (elevation angle measured)
	

	System errors
	Satellite orbital errors
	
	v

	
	Receiver noise
	v
	

	Intentional error sources
	Selective availability
	-
	

	
	Signal jamming
	
	v

	
	Signal spoofing
	
	v

	User equivalent range error
	
	
	

	Dilution of precision
	
	V (measured satellites)
	v


Each factors are considered on whether the information can be obtained by UE or not (by the entity specific to GNSS management, but that also could be located in either UE or external entity).
Observation 2. Possible error sources of GNSS positioning can be considered to be gathered by UE or external entity.

At least the above factors should be considered for the error sources, and be reflected to the integrity monitoring system. They are the baseline for the GNSS system error sources, and some are measured by UE and some are only coming from the other entities than RAN node. Actually some categories are discussed and most likely to be agreed as in [3]. 

---------------------------------------------------Start Text Proposal-------------------------------------------------

9.3
Positioning Integrity Error Categories

9.3.1

RAT-Independent

9.3.1.1

GNSS

9.3.1.1.1

Faults in the correction data

a. Incorrect computation by the provider

b. External feared event impacting the provider

9.3.1.1.2

Faults in transmitting the data to the UE

a) Data integrity faults

9.3.1.1.3

External feared events

a) Satellite feared events
b) Atmospheric feared events
c) Multipath

d) Jamming

e) Spoofing
9.3.1.1.4

UE faults

a) GNSS receiver design faults

b) GNSS receiver noise

c) Incorrect reception and decoding of GNSS assistance data

---------------------------------------------------End Text Proposal-------------------------------------------------

From the above category, RAN2 can further decide the which information can be measured and reported by UE to LMF, and LMF can input to the UE.
Proposal 1. RAN2 study on the error source listed in the table for GNSS positioning and further categorize them into the 9.3.1.1 GNSS error source category in skeleton TR. 
3. Conclusion
This contribution discussed about the error sources for GNSS positioning to monitor integrity. And hs the following concolusions: 
Observation 1. Known error models are not appropriate to decompose the error into the known factors, which is necessary to monitor and manage the integrity of the positioning.
Observation 2. Possible error sources of GNSS positioning can be considered to be gathered by UE or external entity.

Proposal 1. RAN2 study on the error source listed in the table for GNSS positioning and further categorize them into the 9.3.1.1 GNSS error source category in skeleton TR. 
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