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Introduction
In the TSG RAN #88e meeting, the revised WID [1] of enhanced IIOT and URLLC support for NR have been extended to include the following items:
	1. RAN enhancements based on new QoS related parameters if any, e.g. survival time, burst spread, decided in SA2. [RAN2, RAN3] 



In SA2 TR [3], the survival time is comprised in TSCAI parameters and following principles for the way forward were addressed:
	-	Survival Time is transferred as part of the TSCAI parameter but the TSCAI may not always comprise of Survival time.

-	Survival Time is specified by the AF in units of "time" with respect to burst periodicity or as the maximum number of consecutive message transmission failures (i.e. whose loss can be tolerated). It is conveyed together with TSCAI Periodicity parameter (the time between periodic TSC bursts) and burst size (e.g. MDBV).

If the Survival Time is specified by the AF in units of "time" with respect to TSN working domain burst periodicity, the the Survival Time needs to be mapped to the 5GS time domain by the SMF based on latest cumulative rateRatio between the TSN time and 5G time.

-	It is assumed that only one format will be supported over NGAP.


Hence, in this contribution, the analysis on the RAN impact for supporting of new TSCAI parameters and potential solutions are provided in the following sections.
Discussion
Survival Time 
2.1.1 The Understanding of Survival Time:
The communication service availability is considered as a critical performance requirement for applications with deterministic traffic. The survival time of application, defined in TR 22.104 [2] as listed below, is one influential factor impacting the availability of communication service. 
	Survival Time: the time that an application consuming a communication service may continue without an anticipated message.

The survival time can be expressed as 
-	a period or, 
-	especially with cyclic traffic, as maximum number of consecutive incorrectly received or lost messages. 



As illustrated in Figure 1 in TR22.104 [2], the status of the communication service depends on the logical communication link status. The expected messages cannot be correctly received in logical communication link because the deadline expires, thus the logical communication turns to down status. The deadline for expected message could be understood as the RAN packet delay budget (PDB), which set to value of 5QI PDB minus the CN PDB. From RAN side, the Radio link as part of logical communication link in RAN could be declared as failure when RLC failure (the number of both RLC and HARQ retransmissions reaches the maximum value) or consistent uplink LBT failures occur in the controlled NRU environment. After the survival time expires, the communication service transition to unavailable status. The survival time adds addition time restriction for packet transmission since consistent packets missing will lead the communication failure after the survival time expires. 
Observation 1: The survival time adds addition time restriction for packet transmission since consistent packets missing will lead the communication failure after the survival time expires.


Figure 1 the relation between logical communication link, communication service  and application status from TR 22.104

In the TS 22.104 [2], it is noted that in several use cases of deterministic applications, the quantity of survival time is set to one or multiple transfer intervals and if the survival time has been expired or exceeded, both the communication service and application turns into unavailable status, therefore the survival time is considered as edge to edge latency between UPF and UE.
As described in TS 23.501 [4], TSCAI parameters received by gNB from 5G CN provides the TSC traffic pattern at the gNB ingress and UE egress interfaces for traffic in downlink and uplink direction, respectively, which demands the 5G CN to translate the end to end parameter into RAN parameter, for example, 5G CN performs the delay calculation between the gNB an UPF and translate the arrival time of DL packets at UPF ingress to that at the gNB ingress, and notify it to gNB in TSCAI. Subsequently, the 5G system utilizes the TSCAI information, e.g. the periodicity and burst arrival time, to efficiently schedule/pre-configured the radio resources via multiple CGs or SPSs or dynamic assignment, which can appropriately match the TSN traffic pattern, which is deterministic. Similarly, the same ambiguity of the survival time included in TSCAI referring to which ingress it exits. And from RAN perspective, it is supposed to describe the traffic pattern or latency/time used in RAN as existing parameters in current TSCAI. Therefore RAN2 should ask SA2 to confirm that the survival time included in TSCAI is supposed to describe the RAN-related traffic pattern or time.
Observation 2: The TSCAI described in [4] provides the TSC traffic pattern at the gNB ingress and UE egress interfaces for traffic in downlink and uplink direction, respectively.
Proposal 1: RAN2 should ask SA2 to confirm that the survival time included in TSCAI is supposed to describe the RAN-related traffic pattern or time.

2.1.2 RAN2 impact:
As presented in TR22.104 [2], if the survival time has been expired or exceeded, both the communication service and application turns into unavailable status which leads to decrease network performance. In several cyber-physical use cases [2], the quantity of survival time may be set to one or two transfer intervals, which means the requirement is so stringent that the 5G system shall ensure error-free transmission of a second message within one transfer interval if the transmission of the previous message failed. And in controlled NRU environment defined in R17 WI, LBT failure before the data transmission may rarely occur but indeed it is still possible to fail the stringent reliability and latency requirement of URLLC traffic.  Therefore, the further enhancement mechanism for improvement of reliability should be studied when taking survival time into account.
Another important aspect is how the RAN can detect the failure upon the survival time is expired or exceeded. As mentioned before, in several cyber-physical use cases [2], the quantity of survival time may be set to one or two transfer intervals. In this way, RAN can detect such kind of failure via the transmission state of previous packet, based on HARQ feedback or ARQ feedback if the HARQ RTT or ARQ RTT is shorter than the one or two transfer intervals.  
Proposal 2: RAN2 should study on how the RAN can detect the failure upon the survival time is expired or exceeded, e.g. RAN can detect such kind of failure via the transmission state of previous packet, based on HARQ feedback or ARQ feedback.  
Introduced in R16 [5], up to 4 RLC legs per radio bearer could be configured for PDCP duplication transmission and the network dynamically active/de-active the subset of configured RLC legs by Duplication RLC Activation/Deactivation MAC CE to transmit the copies of PDCP duplication [5].  The UE triggered PDCP duplication activation/deactivation mechanism was discussed in R16 and could be reconsidered since it may fasten the PDCP duplication activation/deactivation procedure [7]. 
Besides, further mechanisms for improvement of reliability could also be studied in this release, e.g. lower the MCS used in PDCP duplication or boost the data transmission power.
Proposal 3: due to involving the survive time as part of TSCAI parameters,  RAN2 should study further mechanisms for the improvements of reliability, e.g. UE triggered PDCP duplication activation/deactivation, lower the MCS used in PDCP duplication or boost the data transmission power.
Burst Spread
In SA2 TR 23.700-20 [3], the concept of burst spread is defined as below:
	The burst spread is the variation of burst arrival time for DL traffic resulting from jitter on N6, i.e. it was introduced by the jitter on the N6.



In the SA2 TR 23.700-20 [3], the AF supplies information used to derive TSCAI for QoS flows and SMF calculates the TSCAI parameters and sends them to RAN via UPF. In the solutions addressed in [3], two optional mechanisms for burst spread are discussed. 
Option1: If the AF provides/UPF detects the burst spread for particular stream, the SMF directly sends the burst spread to RAN as part of TSCAI.
Option 2: SMF updates the burst arrival time based on the received burst arrive time, burst spread and packet delay budget from core network. Thus SMF sends the burst arrival time to RAN. The burst spread is the amendment to burst arrive time but should not be sent to RAN directly.
There is no SA2 conclusion for whether the burst spread is provided in TSCAI or as the amendment to burst arrive time in current SA2 discussion.  
2.1.2 RAN2 impact:
Since the burst spread presents N6 jitter from CN, and could impact the data arrival time at the ingress of gNB. In R16, SPS enhancements support multiple SPS configuration and finer SPS periodicities. The multiple SPS configuration could be used for combating with jitter, while may lead radio resource wasting. The burst spread provision could demand more accurate pre-scheduling without dynamic scheduling for the TSC traffic. 
In R16, the SPS DL assignment is provided following below formula [5]:
	For the DL SPS, a DL assignment is provided by PDCCH, and stored or cleared based on L1 signalling indicating SPS activation or deactivation.
After a downlink assignment is configured for SPS, the MAC entity shall consider sequentially that the Nth downlink assignment occurs in the slot for which:
(numberOfSlotsPerFrame × SFN + slot number in the frame) =
[(numberOfSlotsPerFrame × SFNstart time + slotstart time) + N × periodicity × numberOfSlotsPerFrame / 10] modulo (1024 × numberOfSlotsPerFrame)
where SFNstart time and slotstart time are the SFN and slot, respectively, of the first transmission of PDSCH where the configured downlink assignment was (re-)initialised.



In addition, since in factory automation, for instance, the control action to UE repeats thousand times per day and the UE’s mobility range is limited, the scheduling scheme for the UE is relatively predictable and constant for a long time, i.e. using the same duration/TB size, modulation scheme or periodicity. Hence, periodicity of DL SPS configuration, which indicated by RRC, keep the same for the consistent transmission. 
The jitter from N6 may vary through the time, therefore the PDSCH initialization for SPS need to be updated based on the fluctuation of burst arrival time or burst spread. Due to the PDSCH initialization for SPS is indicated by the PDCCH DCI, so the DCI indication used in this case may introduce the signalling overhead for network. Therefore RAN2 should study further mechanisms, e.g. potential enhancement of DL SPS, for efficient resource usage [6].
Observation 3: Due to the PDSCH initialization for SPS is indicated by the PDCCH DCI, so the DCI indication used in this case may introduce the signaling overhead.
Proposal 4: RAN2 may consider studying further mechanisms, e.g. potential enhancement of DL SPS, for efficient resource usage, if the burst spread is introduced as part of TSCAI parameters.
Conclusion
In this contribution, the analysis on the RAN impact for supporting of new QoS parameters and potential solutions are discussed.
Observation 1: The survival time adds addition time restriction for packet transmission since consistent packets missing will lead the communication failure after the survival time expires.
Observation 2: The TSCAI described in [4] provides the TSC traffic pattern at the gNB ingress and UE egress interfaces for traffic in downlink and uplink direction, respectively.
Proposal 1: RAN2 should ask SA2 to confirm that the survival time included in TSCAI is supposed to describe the RAN-related traffic pattern or time.
Proposal 2: RAN2 should study on how the RAN can detect the failure upon the survival time is expired or exceeded, e.g. RAN can detect such kind of failure via the transmission state of previous packet, based on HARQ feedback or ARQ feedback.  
Proposal 3: due to involving the survive time as part of TSCAI parameters,  RAN2 should study further mechanisms for the improvements of reliability, e.g. UE triggered PDCP duplication activation/deactivation, lower the MCS used in PDCP duplication or boost the data transmission power.
Observation 3: Due to the PDSCH initialization for SPS is indicated by the PDCCH DCI, so the DCI indication used in this case may introduce the signaling overhead.
Proposal 4: RAN2 may consider studying further mechanisms, e.g. potential enhancement of DL SPS, for efficient resource usage, if the burst spread is introduced as part of TSCAI parameters.
Reference
[1] RP-201310 Revised WID: Enhanced Industrial Internet of Things (IoT) and ultra-reliable and low latency communication (URLLC) support for NR.
[bookmark: _Ref4491468][2] 3GPP TS 22.104 V17.4.0 Service requirements for cyber-physical control applications in vertical domains; Stage 1(Release 17);
[bookmark: specNumber][3] 3GPP TR 23.700-20 v5.0.0 Study on enhanced support of Industrial Internet of Things (IIOT) in the 5G System (5GS) (Release 17)
[4] 3GPP TS 23.501 v 16.5.0 System architecture for the 5G System (5GS); Stage 2;
[bookmark: _GoBack][5] 3GPP TS 38.321 v16.2.1 Medium Access Control (MAC) protocol specification (Release 16)
[6] R2-1901974 Outstanding issues for multiple SPSs/CGs Support, CMCC
[7] R2-1818140 Consideration of resource-efficient PDCP duplication, CMCC
  3GPP
image1.emf
DOWN   UP

Up 

time interval

Start of 

transmission

Down time interval

Failure

Deadline for 

expected message

Lost 

messages

Logical comm. 

link status

Logical comm. link

status UP

Operational 

interval

≙ 

Up 

time interval

time

Survival Time

Correctly 

received 

messages

DOWN   UP DOWN   UP

Communication

service status

Target Device

Application 

status

Source Device

Down 

time 

interval

Application 

recovery 

time

Survival Time

Correctly 

received 

messages

Logical comm. link 

status DOWN


Microsoft_Office_PowerPoint____1.sldx








    DOWN   UP





Up time interval





Start of transmission



Down time interval

Failure

Deadline for 

expected message



Lost messages



Logical comm. link status

Logical comm. link

status UP





Operational interval

≙ Up time interval



time

Survival Time

Correctly received messages

DOWN   UP

    DOWN   UP

Communication

service status

Target Device

Application status

Source Device

Down time interval





Application recovery time

Survival Time



Correctly received messages



Logical comm. link 

status DOWN












