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1 [bookmark: _Ref45424608]Introduction

A new study item on “NR Positioning Enhancements” was approved in RAN#86 ([1]) and its second objective is as follows:
Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]
a. Identify positioning integrity KPIs and relevant use cases.
b. Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
c. Study methodologies for network-assisted and UE-assisted integrity.
NOTE 4:	Objective 2 is applicable to both, RAT-dependent and RAT-independent positioning methods.
The following three integrity KPIs were identified at RAN2#111e and the [Post111-e][626][POS] Email Discussion (see R2-2009129):
· Target Integrity Risk (TIR)
· Alert Limit (AL)
· Time-to-Alert (TTA)

	Target Integrity Risk (TIR): The probability that the positioning error exceeds the Alert Limit (AL) without warning the user within the required Time-to-Alert (TTA). 
NOTE: The TIR is usually defined as a probability rate per some time unit (e.g. per hour, per second or per independent sample).
Alert Limit (AL): The maximum allowable positioning error such that the positioning system is available for the intended application. If the positioning error is beyond the AL, operations are hazardous and the positioning system should be declared unavailable for the intended application to prevent loss of integrity.
NOTE: When the AL bounds the positioning error in the horizontal plane or on the vertical axis then it is called Horizontal Alert Limit (HAL) or Vertical Alert Limit (VAL) respectively.
Time-to-Alert (TTA): The maximum allowable elapsed time from when the positioning error exceeds the Alert Limit (AL) until the function providing position integrity annunciates a corresponding alert.



As discussed at RAN2#111e and in the [Post111-e][626][POS] emails, when the relationship between the PL and the KPIs is explained (clause 9.1.1.4 of TP for TR 38.857 in R2-2009129), it is also explained that the system is available when PL<AL and unavailable when PL>AL:
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Relationship between Positioning Error (PE), Protection Level (PL), Alert Limit (AL) 
and the MI and HMI integrity events
	[image: Diagram
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Stanford Diagram for integrity events


	
Interpretations when the system is available (PL<AL):

· Nominal Operations (PE<PL): the solution is available and operating safely without an integrity event. 
· Misleading Information (PE>PL & PE<AL): the solution is available but contains an MI integrity event due to PE>PL. It is still operating safely given PE does not exceed the AL.
· Hazardous Misleading Information (PE>PL & PE>AL): the solution is available but contains an HMI integrity event due to PE>AL. It is still declared safe (PL<AL) when it should not have been.

Interpretations when the system is unavailable (PL>AL):

· System Unavailable, False Alert (PE<PL & PE<AL): the solution is unavailable but is a false alert integrity event, given PE<AL. 
· System Unavailable (PE<PL & PE>AL): the solution is unavailable and operating as intended without an integrity event given PE>AL was properly detected.
· System Unavailable and Misleading (PE>PL & PE>AL): the solution is unavailable and contains a MI (PE>PL) integrity event.




Hence, the availability performance of the system comes straightforward from the relationship between the PL and the AL and it is assessed as the amount of time when the system is in nominal operations (PE<PL).

In this contribution, we discuss the need to include PL Availability (percentage of time PL<AL) as an additional integrity KPI.

2 PL Availability as an integrity KPI
This section justifies the need to include the availability of the PL as an integrity KPI.
[bookmark: _GoBack]The three integrity KPIs identified so far, TIR, AL and TTA, provide requirements on the capability of the PL to indicate when the PE is greater than the AL, which is related to the capability of the PL to overbound the PE. 
	Protection Level: The PL is a statistical upper-bound of the Positioning Error (PE) that ensures that, the probability per unit of time of the true error being greater than the AL and the PL being less than or equal to the AL, for longer than the TTA, is less than the required TIR, i.e. the PL satisfies the following inequality:
Prob per unit of time [((PE> AL) & (PL<=AL)) for longer than TTA] < required TIR



This means that, for example, a PL that is always greater than the PE will always satisfy the TIR, AL and TTA KPIs. The same happens with a PL that is always greater than the AL. However, in this last example, a PL that is always greater than the AL, although it satisfies the three required TIR, AL and TTA KPIs, it will make the system to always be unavailable and, therefore, useless.
These three KPIs (TIR, AL and TTA) do not pose any requirement on the size of the PL, so the PL can be very high and still satisfy them. The performance availability of the PL (percentage of time when the PL<AL) sets a requirement on the size of the PLs by limiting their size. 
The result of combining the TIR, AL and TTA requirements with a required PL availability would be similar to ask for the PL to overbound the PE while being as lower as possible.
As a consequence, if the PL availability is not considered as a KPI then any system always providing PLs greater than the AL will still satisfy the TIR, AL and TTA KPIs.

The references employed for the selected use cases ([1], [2], [3] and [4]), besides showing requirements for the TIR, AL and TTA KPIs, also show the need for setting requirements on the availability of the PL (e.g. 95%, 99%, 99.99%).

The following text provides a definition for the availability of the protection levels: 
	Protection Level Availability
The availability of the protection level (PL) is the percentage of time that the computed location is available for use when its associated PL is below the required AL.




Observation 1: The availability of the PL (percentage of time when the PL<AL) sets a requirement on the size of the PLs by limiting their size. 
Observation 2: If the PL availability is not considered as an additional KPI, then any system always providing PLs greater than the AL will still satisfy the TIR, AL and TTA KPIs.
Proposal 1: 	Include the PL availability as an integrity KPI in clause 9.1.1.2 of TR 38.857.

3 Conclusions
In this contribution, we have made the following observations and proposals:
Observation 1: The availability of the PL (percentage of time when the PL<AL) sets a requirement on the size of the PLs by limiting their size. 
Observation 2: If the PL availability is not considered as an additional KPI, then any system always providing PLs greater than the AL will still satisfy the TIR, AL and TTA KPIs.
Proposal 1: 	Include the PL availability as an integrity KPI in clause 9.1.1.2 of TR 38.857.
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