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1	Introduction
According to the SID of Rel-17 positioning enhancement, this study item should aim to provide some solutions relating to how positioning integrity could be fulfilled via network-assisted and/or UE-assisted mechanisms:
	RP-202094 - Revised SID: Study on NR Positioning Enhancements
2. Study solutions necessary to support integrity and reliability of assistance data and position information: [RAN2]
0. Identify positioning integrity KPIs and relevant use cases.
0. Identify the error sources, threat models, occurrence rates and failure modes requiring positioning integrity validation and reporting. 
0. Study methodologies for network-assisted and UE-assisted integrity.
NOTE 4:	Objective 2 is applicable to GNSS positioning methods.



Furthermore, some agreements have been made in RAN2#111e regarding definitions of certain integrity metrics and parameters, including AL, TIR, TTA, and PL:

Agreed Definitions:

	Target Integrity Risk (TIR): The probability that the positioning error exceeds the Alert Limit (AL) without warning the user within the required Time-to-Alert (TTA).
	NOTE: The TIR is usually defined as a probability rate per some time unit (e.g. per hour, per second or per independent sample).
	Alert Limit (AL): The maximum allowable positioning error such that the positioning system is available for the intended application. If the positioning error is beyond the AL, operations are hazardous and the positioning system should be declared unavailable for the intended application to prevent loss of integrity.
	NOTE: When the AL bounds the positioning error in the horizontal plane or on the vertical axis then it is called Horizontal Alert Limit (HAL) or Vertical Alert Limit (VAL) respectively.
	Time-to-Alert (TTA): The maximum allowable elapsed time from when the positioning error exceeds the Alert Limit (AL) until the function providing position integrity annunciates a corresponding alert.
	Protection Level: The PL is a statistical upper-bound of the positioning error that ensures that, the probability per unit of time of the true error being greater than the AL and the PL being less than or equal to the AL, for longer than the TTA, is less than the required TIR.
	NOTE: When the PL bounds the positioning error in the horizontal plane or on the vertical axis then it is called Horizontal Protection Level (HPL) or Vertical Protection Level (VPL) respectively.
From our point of view, these metrics are applied by the positioning system to evaluate whether there is a risk of integrity violation, which allows the LCS client (the entity that is consuming the device position information) to determine if the positioning system is still available. The key question that 3GPP should try to answer in this study item is: how will the existing architecture and/or signalling protocols of 3GPP positioning framework should be enhanced in order to support integrity. More specifically, what information (if any) relating to these defined metrics should be exchanged among network elements (i.e. LMF/gNB) and UE ? And correspondingly what functionality/behaviour should be conducted by each of the entity ? This paper targets to provide some of our high-level views in this regard.
2	Discussions
It is noted that, positioning integrity requirement such as AL, TIR, and TTA are highly dependent on the application that consumes the positioning information (i.e. the LCS client). Furthermore, we have the scenarios where the LCS client resides in either the network side or the UE side. This section discusses the information exchange framework to support integrity in these two scenarios. Note that, since integrity study is limited to GNSS positioning methods, the scope of this paper is only focussed on UE-based positioning. 
2.1	Scenario 1: LCS Client at UE
This scenario considers cases where the LCS client resides at the UE, which means the UE hosts the application that needs positioning information of the device. Hence, availability of the positioning system (based on the instantaneous protection level) can be detected to the application directly within the UE.
Considering UE-based positioning with GNSS, the LMF could first provide certain assistance information to the UE via the LPP protocol, which allows the UE to calculate the PL based on the application requirements (or the estimated error uncertainty) along with measurement of satellite signals. The assistance information may convey some information relating to external error sources, including any issues relevant to the satellite and/or atmospheric feared events, depending on what is needed by the integrity algorithm at the UE side. 
Most of the required assistance data is already supported in LPP, but it is possible that additional information is needed, for instance, parameters  indicating the probability of failure of  satellites. With this input from the LMF, the UE is able to conduct the integrity algorithm accordingly and derive the PL, which is then provided to the LCS client at the UE for it to determine if the positioning system should be considered available. In case of possible integrity events, a subsequent warning is issued for the application, such that the application operation is limited to the minimum tolerable given the integrity event. 
Proposal 1: To support positioning integrity in 3GPP framework, a new field may be introduced in LPP for the LMF to provide the UE assistance information, which enables integrity computation at the UE side.

2.2	Scenario 2: LCS Client at Network
In some use cases, the LCS client does not reside at the UE, but instead in the network. More specifically, the application that is interested in consuming the position of the device may reside in another network entity or an external entity. For such scenarios, a mechanism is needed for the UE to report integrity status to the LMF, so the LCS client at the network side can use such integrity information to evaluate availability of the positioning system.
From our perspective, there could be two options:
· Option 1: PL Reporting
With this option, akin to Scenario 1, the LMF should first provide some assistance information to the UE. In addition, the LMF should deliver parameters that are needed to calculate the PL (typically TIR), such as the specific integrity requirements of the application(s).  Then, the UE may report the calculated PL back to the LMF for the LCS client to determine if the positioning system is available, and alert the application of possible integrity events. Thus, apart from the assistance information from the LMF, this option requires an additional field in the LPP interface for the UE to conduct such reporting. 

· Option 2: Integrity Event Flagging
Similar to Option 1, the LMF should also first provide some assistance information to the UE for PL calculation. On top of it, the assistance information may further include certain indications of positioning integrity requirement, such as the AL associating to the application/LCS client that is requesting the device position. With all this information, the UE may calculate the PL, and it may further compare the derived PL with the AL that has been provided from the network. Based on the comparison, the UE may determine if it should raise a flag by sending an indication to the LMF. 
Such indication can be seen as a warning that allows the LCS client to identify unavailability of the positioning system. Thus, two new LPP message fields could be introduced to support this option, namely a) assistance information of integrity requirement that is provided to the UE by the LMF, and b) an indication from the UE that flags unavailability of the positioning system.

Proposal 2: When the LCS client resides in the network, integrity can be supported by 3GPP by further introducing new information fields in LPP interface (from UE to LMF) such as:
· Option 1 – PL reporting
· Option 2 – Integrity Event Flagging		
To summarize, the proposed signalling framework for positioning integrity support can be illustrated in Figure 1:
[bookmark: _GoBack][image: ]
Figure 1 The proposed LPP signalling framework for positioning integrity support

3	Conclusion
In this paper, we have examined support of positioning integrity based on 3GPP framework. It can be concluded that, regardless of whether the LCS client is hosted in the UE or the network, new LPP signalling can be introduced for the LMF to provide assistance information for PL calculation. Moreover, for the cases where the LCS client is in the network, additional LPP signalling can be introduced to allow PL reporting or flagging of integrity warning.
To summarize, we have the following proposals:
Proposal 1: To support positioning integrity in 3GPP framework, a new field may be introduced in LPP for the LMF to provide the UE assistance information, which enables integrity computation.
Proposal 2: When the LCS client resides in the network, integrity can be supported by 3GPP by further introducing new information fields in LPP interface (from UE to LMF) such as:
· Option 1 – PL reporting
· Option 2 – Integrity Event Flagging		
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