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1. Introduction
Some agreements were reached in RAN2@111e meeting regarding RedCap device identification and access control[1]. This contribution provides further consideration on network capability indication and UAC enhancement.
2. Discussion
2.1. Network Capability Indication
In last RAN2 meeting, it was agreed that ‘An indication in system information is needed to indicate whether a REDCAP UE can camp on the cell. FFS whether the indication is explicit or implicit’:
Agreements:
1. An indication in system information is needed to indicate whether a REDCAP UE can camp on the cell. FFS whether the indication is explicit or implicit. 
2. UAC mechanism also apply to REDCAP UEs.
3. System information indicates whether REDCAP operation is allowed/barred on a frequency. FFS reuse the legacy intraFreqReselection or introduce separate flag
4. Further discuss enhancement of UAC for REDCAP UEs, including e.g.:
	a. define new Access Identity for REDCAP UEs
	b. define new Access Categories for REDCAP UEs
	(for any final decision we need to check with SA1 and/or CT1)
With this indication , the network can prevent RedCap UE from camping on a Cell based on NW capability or deployment policy. However, it is still unclear whether network configure this indication for RedCap UE and cell barring for non-RedCap UE independently, i.e. whether following three cell types are supported:
· Type 1: Non-RedCap UE access only, i.e.RedCap UE access is not supported or barred.
· Type 2: RedCap UE access only, i.e. Non-RedCap UE access is barred.
· Type 3: Both non-RedCap UE and RedCap UE access are allowed.
Per our understanding, each type of cell configuration has its suitable scenarios. Cell dedicated for RedCap UE access may be preferred for connected industrial and video Surveillance in certain exclusive areas. While for wearable use case, it is more reasonable supported in RedCap and non-RedCap coexist deployment. NW needs to bar RedCap UE access in some cells to avoid performance degradation of eMBB and URLLC services by the potential huge number of RedCap UE.
Proposal 1: A cell can be configured as non-RedCap access only, RedCap access only, or RedCap and non-RedCap coexist, i.e. cell barring for non-RedCap UE and RedCap UE can be configured independently.
In current specification, cell barring for non-RedCap UE is implemented by set “cellBarred” IE in MIB. To support cell barring for RedCap UE and non-RedCap UE separately, current “cellBarred” in MIB should not be applied to RedCap UE.
Proposal 2: Current “cellBarred” in MIB is not applicable for RedCap UE.
Regarding the issue “FFS whether the indication is explicit or implicit.”, we think it is beneficial to signal the indication as early as possible for the sake of RedCap UE’s power saving. In current RAN1 discussion, there proposals to include the indication in MIB, DCI for scheduling SIB1, and SIB1. From UE power saving point of view, MIB is the best choice. However there is only one spare bit in MIB. DCI for SIB1 scheduling has enough spare bits and UE needs not to receive SIB1 to check whether RedCap access is supported. Thus it should also be considered.
Proposal 3: RAN2 to discuss following options: to indicate whether RedCap UE can camp in MIB, DCI for SIB1 scheduling and SIB1.
If a cell can be configured as non-RedCap access only, there will be neighboring frequency/cells not supporting RedCap access. In current system information, cell reselection configuration are indicated for non-RedCap UE. To avoid unnecessary measurement, some RedCap specific configuration are needed.
For the frequency/cell supporting both RedCap and non-RedCap UE, an indication can be added in current IE to indicate the corresponding frequency/cell support RedCap access. While for the frequency/cell only support RedCap UE, a separate frequency or cell list dedicated for RedCap UE is needed.
Proposal 4: Network is able to indicate whether a neighboring frequency/cell for cell reselection support RedCap UE access.
For the neighboring frequency supporting both non-RedCap and RedCap UE, the NW may prefer it has different cell reselection priority for non-RedCap and RedCap UE.
Proposal 5: network is able to configure frequency priority for cell reselection for non-RedCap UE and RedCap UE separately.
2.2. UAC Enhancement
In RAN2#111e, it was agreed UAC mechanism also apply to RedCap UE and further discuss enhancement of UAC for RedCap UEs[1]:
Agreements:
1. An indication in system information is needed to indicate whether a REDCAP UE can camp on the cell. FFS whether the indication is explicit or implicit. 
2. UAC mechanism also apply to REDCAP UEs.
3. System information indicates whether REDCAP operation is allowed/barred on a frequency. FFS reuse the legacy intraFreqReselection or introduce separate flag
4. Further discuss enhancement of UAC for REDCAP UEs, including e.g.:
	a. define new Access Identity for REDCAP UEs
	b. define new Access Categories for REDCAP UEs
	(for any final decision we need to check with SA1 and/or CT1)
In NR, UAC is performed based on Access Category and Access Identity. A list of Access Category are defined to map different reasons of access attempts, such as MT access, emergency, MO data, etc. The Access Identity represent whether UE is configured with access class 11 to 15 or configured for MPS and MCS.
Current UAC mechanism is designed in such a manner that barring configuration (including barring timer and barring factor) is configured per Access Category. The network can configure to which Access Identities the barring information is applied. With this mechanism, access attempts with different Access Identities but same Access Category applies the same barring configuration.
On performing UAC, firstly, UE check whether there is configuration matching its Access Category. If yes, UE then check whether the configuration is applied to one of its Access Identities.
Observation 1: In current NR UAC mechanism, access attempts with different Access Identities but same Access Category share the same barring information (barring time and barring factor) unless the baring configuration is not configured applicable to a Access Identity.
With solution of defining new Access Identity for RedCap only but not define new Access Category, the network can configure whether barring is applicable to a RedCap Access Identity. But it cannot configure different barring configuration for RedCap UE and non-RedCap UE with the same Access category. This will limit flexibility in access control configuration.
Observation 2: By only defining new Access Identity for RedCap, the network cannot configure different barring information for RedCap UE and non-RedCap UE.
On the other hand, defining new Access Category can support separate barring configuration for RedCap UEs.
If new Access Category solution is adopted, new Access Identity seems unnecessary. Current defined Access Identities can be reused for RedCap UE, i.e. RedCap UE can be configured with Access Class 11-15, like non-RedCap UE.
Proposal 6: Adopt new Access categories solution to differentiate access control for RedCap UE.
Similar to non-RedCap UE, RedCap UE may initiate access attempt for various reasons. To have fine granular in access control, a list of new access categories need to be defined to map different access attempts.
The exact access categories can be defined after it is clear which access attempts are supported by RedCap UE. It can be discussed in normative phase.
Proposal 7: Multiple Access Categories are defined to map different access attempts, to enable fine granular access control. The exact definition is discussed in normative phase.
Regarding how to define new Access Category, two options are provided by companies:
Option 1: To define new standard Access Categories by using unused bits in current Access Category space.
Option 2: To use Access Categories reserved for operator-defined Access Category.
In current spec, the maximum access category number is defined as 64. AC 32 to 63 are reserved for operator-defined access category, AC 0-7, 9,10 have been defined. Both option 1 and option 2 are feasible with respect to available Access Category ID space.
Per our understanding, the difference between option 1 and option 2 is whether a set of standard Access Categories for RedCap UE can be defined. With option 1, a set of standard Access Categories are defined. Besides of that, operator can still define its own Access Categories based on RedCap UE’s subscription data, e.g. use case information. This is similar to current mechanism for non-RedCap UE. Thus option 1 seems more preferable.
Proposal 8: Define a set of new standard Access Categories for RedCap UE.
3. Conclusion
On network capability indication:
Proposal 1: A cell can be configured as non-RedCap access only, RedCap access only, or RedCap and non-RedCap coexist, i.e. cell barring for non-RedCap UE and RedCap UE can be configured independently.
Proposal 2: Current “cellBarred” in MIB is not applicable for RedCap UE.
Proposal 3: RAN2 to discuss following options: to indicate whether RedCap UE can camp in MIB, DCI for SIB1 scheduling and SIB1.
Proposal 4: Network is able to indicate whether a neighboring frequency/cell for cell reselection support RedCap UE access.
Proposal 5: network is able to configure frequency priority for cell reselection for non-RedCap UE and RedCap UE separately.
On UAC enhancement:
Observation 1: In current NR UAC mechanism, access attempts with different Access Identities but same Access Category share the same barring information (barring time and barring factor) unless the baring configuration is not configured applicable to a Access Identity.
Observation 2: By defining new Access Identity for RedCap only, the network cannot configure barring information for RedCap UE and non-RedCap UE differently for the same Access Category.
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Proposal 7: Multiple Access Categories are defined to map different access attempts, to enable fine granular access control. The exact definition is discussed in normative phase.
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